Lucent Technologies
Bell Labs Innovations

APX 8000™/MAX TNT®

Physical Interface Configuration Guide

Part Number 7820-0802-005
For software version 9.0
January 2001



Copyright © 2000, 2001 Lucent Technologies Inc. All rights reserved.

Thismaterial is protected by the copyright laws of the United States and other countries. It may not be reproduced, distributed, or altered in any fashion by any
entity (either internal or external to Lucent Technologies), except in accordance with applicable agreements, contracts, or licensing, without the express
written consent of Lucent Technologies. For permission to reproduce or distribute, please email your request tot echpubs @scend. com

Notice

Every effort was made to ensure that the information in this document was complete and accurate at the time of printing, but information is subject to change.

Safety, Compliance, and Warranty Information

Before handling any Lucent Access Networks hardware product, read the Edge Access Safety and Compliance Guide included in your product package. See
that guide also to determine how products comply with the electromagnetic interference (EMI) and network compatibility requirements of your country. See
the warranty card included in your product package for the limited warranty that L ucent Technologies provides for its products.

Security Statement

In rare instances, unauthorized individual s make connections to the telecommuni cations network through the use of access features.

Trademarks

4ESS, 5ESS, A Network of Expertise, AnyMedia, APX 8000, AqueView, AUDIX, B-STDX 8000, B-STDX 9000, ...Beyond Compare, CaseView, Cajun,
CajunDocs, CAJUNVIEW, Callmaster, CallVisor, CBX 500, CellPipe, ChoiceNet, ClearReach, ComOS, cvMAX, DACScan, Dacsmate, Datakit, DEFINITY,
Definity One, DSLMAX, DSL Terminator, DSLPipe, DSLTNT, Elemedia, Elemedia Enhanced, EMMI, Endto End Solutions, EPAC, eSight, ESS,
EVEREST, Gigabit-scaled campus networking, Globalview, GRF, GX 250, GX 550, HyperPATH, Inferno, InfernoSpaces, Intragy, IntragyAccess,
IntragyCentral, Intuity, IP Navigator, IPWorX, LineReach, LinkReach, MAX, MAXENT, MAX TNT, Multiband, Multiband PLUS, Multiband RPM,
MultiDSL, MultiVoice, MultiVPN, Navis, NavisAccess, NavisConnect, NavisCore, NavisRadius, NavisXtend, NetCare, NetLight, NetPartner, OneVision,
Open Systems Innovations, OpenTrunk, P550, PacketStar, PathStar, Pinnacle, Pipeline, PMVision, PortMaster, SecureConnect, Selectools, Series56,
SmoothConnect, Stinger, SYSTIMAX, True Access, WaveLAN, WaveMANAGER, WaveM ODEM, WebXtend, and Where Network Solutions Never End
are trademarks of Lucent Technologies Inc. Advantage Pak, Advantage Services, AnyMedia, ...Beyond Compare, End to End Solutions, Inter.NetWorking,
MAXENT, and NetWork Knowledge Solutions are service marks of Lucent Technologies I nc. Other trademarks, service marks, and trade names mentioned in
this publication belong to their respective owners.

Copyrights for Third-Party Software Included in Lucent Access Networks Software Products

C++ Standard Template Library software copyright© 1994 Hewlett-Packard Company and copyright© 1997 Silicon Graphics. Permission to use, copy,
modify, distribute, and sell this software and its documentation for any purpose is hereby granted without fee, provided that the above copyright notice appear
in al copies and that both that copyright notice and this permission notice appear in supporting documentation. Neither Hewlett-Packard nor Silicon Graphics
makes any representations about the suitability of this software for any purpose. It is provided “asis’ without express or implied warranty.

Berkeley Software Distribution (BSD) UNIX software copyright© 1982, 1986, 1988, 1993 The Regents of California. All rights reserved. Redistribution and
use in source and binary forms, with or without modification, are permitted provided that the following conditions are met: 1. Redistributions of source code
must retain the above copyright notice, thislist of conditions, and the following disclaimer. 2. Redistributions in binary form must reproduce the above copy-
right notice, thislist of conditions, and the following disclaimer in the documentation and/or other materials provided with the distribution. 3. All advertising
materials mentioning features or use of this software must display the following acknowledgement: This product includes software developed by the Univer-
sity of California, Berkeley, and its contributors. 4. Neither the name of the University nor the names of its contributors may be used to endorse or promote
products derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE REGENTS AND CONTRIBUTORS “AS IS” AND ANY EXPRESS OR IMPLIED WARRANTIES,
INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE
ARE DISCLAIMED. IN NO EVENT SHALL THE REGENTS OR CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL,
SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS
OR SERVICES; LOSS OF USE, DATA OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF
LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY
OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Ordering Information

You can order the most up-to-date product information and computer-based training online at ht t p: / / www. | ucent . con i ns/ bookst or e.

Feedback

Lucent Technologies appreciates your comments, either positive or negative, about this manual. Please send them to t echpubs@scend. com

L ucent Technologies



Customer Service

To obtain product and service information, software upgrades, and technical assistance, visit
the eSight™ Service Center at ht t p: / / www. esi ght . com The center is open 24 hoursa
day, seven days a week.

Finding information and software

The eSight Service Center at ht t p: / / www. esi ght . comprovides technical information,
product information, and descriptions of available services. Log in and select a service. The
eSight Service Center a so provides software upgrades, release notes, and addenda. Or you can
vistthe FTPsiteatft p: / / f t p. ascend. comfor thisinformation.

Obtaining technical assistance

The eSight™ Service Center at ht t p: / / www. esi ght . comprovides access to technical
support. You can obtain technical assistance through email or the Internet, or by telephone.

If you need to contact Lucent Technologies for assistance, make sure that you have the
following information available:

e Active contract number, product name, model, and serial number

* Softwareversion

«  Software and hardware options

« |If supplied by your carrier, service profile identifiers (SPIDs) associated with your line

e Your local telephone company’s switch type and operating mode, such as AT& T 5ESS
Custom or Northern Telecom National ISDN-1

«  Whether you are routing or bridging with your Lucent product
e Typeof computer you are using
e Description of the problem

Obtaining assistance through email or the Internet

If your services agreement allows, you can communicate directly with atechnical engineer
through Email Technical Support or eSight Live chat. Select one of these siteswhen you login
tohttp://ww. esi ght.com

Calling the technical assistance center (TAC)

If you cannot find an answer through the tools and information on eSight or if you have avery
urgent need, contact TAC. Accessthe eSight Service Center at ht t p: / / www. esi ght . com
and click Cont act Us below the Lucent Technologieslogo for alist of telephone numbers
inside and outside the United States.

You can alternatively call (800) 272-3634 for amenu of Lucent services, or call
(510) 769-6001 for an operator. If you do not have an active services agreement or contract,
you will be charged for time and materials.

APX 8000/MAX TNT Physical Interface Configuration Guide i






Chapter 1

Chapter 2

cContents

LTS (a0 T= S VT TS i
ADOUL ThiS GUIAE ..uuuiiiiiiiii i e e e e e e eeaaeees XVii
What ISINThiS QUITE.......coeieiiiee e bbb XVii
What YOU ShOUIA KNMOW ...t e XVii
DocUMENtatiON CONVENLIONS........cciiieiiieccie ittt et e s re e e saeeaeesreennesreentenreenes Xviii
DOCUMENEALION SEL.....c.eecviiteeiteseeee ettt e e e e st e e s resae e saesae e beente st e eaeenreeneenseenns XiX
Performing Basic Configuration..........cccccoeeeeeeiiieeeeeecieeee e 1-1
Introduction to basic CONfIQUIaLiON ..........ccciveereecree e e 1-1
COoNNECING 10 @ NEW UNIT ....c.veieesieiesieecieeeeese et e e re e s sresaeseeseeneeneeneenensens 1-3
NEW APX 8000 UNIT......ccerreieieeriesieseeseereeeeseeeesesseesessessesssssessessesssssessessessssessessessessesseses 1-3
NEW MAX TINT UNIT...viiiiiieiiieeeieeecee et st sbe s srenens 1-3
Configuring the shelf-controller 1P address on a nonredundant unit...........c.ccooevvvererenennnn. 1-4
Setting the SYSEEM Aae......c.ccceee e ere s r e se e e eeneas 1-5
Setting the SYSEEM NAIME.........coii e e ere st sresre e e e naeneenen 1-5
Setting the [Og IBVE ... e 1-5
Configuring adefault GQatEWAY ........ccceeverereerre e sr e seenen 1-6
Configuring basic DNS infOrmMation ...........coevereeieneeiese s e sesreeeeeeesre s srenees 1-6
Pinging the TAOS unit from alocal hOSt........c.cooeverieececee e 1-7
Recommended basiC SECUritY MEBSUIES.........ccuerereerierere e sees e seeseeeeseee e esse s se e s ssenes 1-7
Changing the Admin PaSSWOIQ..........cccereeeeiereeeseseesese e e e ese e sre e e seeneeseens 1-8
SeCUNNG the SEFTal POI ...t s ne e srenrens 1-8
AsSIgNING & TEINEL PASSWOIT ......eveeeieieeeeee et s er e e r e resresrenes 1-8
Requiring acceptance of the pool address.........covvvvviverivcsee e s 1-9
Ko Tato T 0o IO Y €= [ = ox 1-9
Disabling directed broadCasts.........ccovvviieiiriniese e 1-9
Configuring SNMP access to the UNit..........cceeveeeirenine e 1-10
LTS (o N 0 =) PSR 1-12
Configuring Shelf-Controller Redundancy
(APX 8000) .......eeeeeeeeeeeeeeeeeeeeeeee e et e eee e et eeee et et ee et eee e et e e et eeenns 2-1
Overview of redundanCy OPEIaLIONS ........cc.coierireriireee sttt b e s 2-1
Shelf-controller startup and primary eleCtion ...........ccooeeeirrininere e 2-1
N\ [olga gtz Ie] o 1< = 1 o o H OSSO 2-2
CONtroller SWITCHOVET ......ccueiiiciice e et sae s naesne e 2-3
L OO IMESSAGES. ...t eeueeteeee et et sieesaesieesbeesbebe e e e sbeeaeeeae e st ebeessesaeeseesasenbeeeesbeessesbsennenreenesas 2-3
Configuring the APX 8000 for shelf-controller redundancy ...........ccocooereeeeneieenceenneeenes 2-3
Assigning the SyStem [P address..... ..ot s 2-4
Assigning an Ethernet [P addreSS ... ..o 2-4
Defining the soft IP interface for fault tolerance...........ccoceieie e 2-5

APX 8000/MAX TNT Physical Interface Configuration Guide %



Contents

Chapter 3

Chapter 4

Chapter 5

Chapter 6

Configuring shelf-controller redundancy ... 2-6
Switching the primary controller at the command-line interface...........cocooenrininennns 2-8
Resetting shelf controllers and clearing controller NVRAM .......ccooioiiiiiiiieieieneee 2-8
Obtaining status information about redundant shelf controllers............cooooeiiininininciene, 2-9
Viewing CONLrOHEr UP tIME......coi it e 2-9
VieWing CONLIOIEr SLALUS.......c.eeeiieetirieie sttt e sbe e snen 2-10
Setting up atrap to monitor the secondary CONtroller...........ooo e ieninnicreneeee 2-11
Clearing the fatal-error NIStOry 10Q ........coeiireieereeeee e 2-11
Configuring the Thermal Profile for Fan
Tray Operations (APX 8000)........cccouvieiiiuriiiiiiiieeeeeeeeeeeeeeeeeeeeeaennenn 3-1
Overview of the Thermal profile for fan tray Operations..........coceceeveeeeiecvievieve s 31
Example of configuring thermal Controls..........ccoovvvvevienivenn e 32
Related [0g MESSAGES.......ecveieierieeeireeesteeie st ere e ste e seesteseesteseeseeseesesse s e ssessessesnessessees 3-3
THEMAl BIAIMS ...ttt st r e st see s beeatesbeeabesbeenbeebeeneesaeeanas 33
Thermal StatUS FEPOMING ....vecveierereereeree et e e sre e sse s e snesressesrenreneenes 34
FanStatus COMIMANG.........ccueiiiiiiieecre ettt sttt beere e b e e st e et e sbeesresbeessessaenbesreesesnns 34
ThermalStatuS COMIMANG .......c.veivieiecicreee ettt se e b saeeebeeresreesbesreesaens 35

Configuring Series56 Il and Series56 Il Modem cards, and Hybred

ACCESS CArUS ...ttt 4-1
Overview of configuring MOAEM CardsS ..........ccoeierererene e 4-1
Specifying modem Negotiation SEHINGS . .......ccoevrerrireriere e 4-2
Specifying modem modulation for Series56 11 and 111 modem cards..........cccccoervenicnnneenne. 4-3
Configuring an additional AT answer string for modem calls..........ocoveiieeieininncnenenn, 4-3
Seriess6 [ and [ Call-RoUte Profiles........coeiiieiiiine e 4-4
Preventing Series56 11 and 111 cards from delaying Frame Relay connections..................... 4-5
Hybrid Access card implementalion ............oeoereerreeneiene et 4-5
Configuring Ethernet Cards........cccccoeeeeee e 5-1
Introduction to Ethernet SIot CardS. ..o 5-1
Full-duplex 10/100Mbps Ethernet-2 Slot Card.........ccoeeveveienienie e 51
Full-duplex 10/100Mbps Ethernet-3 Slot Card.........ccoeeeieieneneneeeee e 51
Full-duplex 10/100Mbps Ethernet 3-ND (no dongle) ot card..........ccoereeenrieeienennne 5-2
Upgrading to the Ethernet-2 and Ethernet-3 slot Cards..........ccoeeeeenenencnenenc e 5-2
Ethernet configuration DASICS...........ciiiiieiiree e 5-2
EtherNet Profile ... e e e 5-3
IP-INterface Profile........ooee e e e 5-3
Configuring duplex mode on the 100Mbps Ethernet port ...........ccocverenenenenienesenere e, 5-3
Configuring an Ethernet 3-ND SIOt Card........ocoererineniie e e 5-4
IP-Interface, Ether-Info, and Ethernet profiles...........co i 5-4
AULONEGOLTBLION ...ttt ettt st et et be b b e b see st e beneeenneas 5-4
SNOW COMIMENG........cuiieiiiieiiieii bbb et 5-5
Fsck and Dircode COMMEANGAS.........coueerreirieririeseriesesie s e sre e sreneas 5-5
Configuring MUItiDSP CardsS.......cccooveeeeeiiiieieeeeicsee e 6-1
INtroduCtioN t0 MUITIDSP........ccoiiicreerreere st 6-1
48-pOrt MUILIDSP Car........cceiviiieierreee sttt e e s e e enenas 6-2
96-POrt MUITIDSP Card.......ccevveiiireerireeere e sesee e e seeees e e e sre st et seesee e esensesnennens 6-2
Card configuration CONSITAINES. ........ccerveriererreeieerise et se e e e eesreseesreseens 6-3

Vi

APX 8000/MAX TNT Physical Interface Configuration Guide



Contents

SUPPOITEd MUILIDSP SEIVICES.......ciueiiriiriirie sttt st eb e saeeas 6-3
DT = TSSOSO 6-3
RV 1 O ST SO ST ST TTPRUTTSTP 6-3
PH S bbb bbb b ee b e b 6-4
VOICE OVEN [P (WOIP) ..ttt e et s s 6-4

Obtaining status information about a MUltiDSP Card...........cccceveerereninene e 6-5
Displaying information about all installed Cards...........ccooererenenineseee e 6-5
Displaying information about an installed MUltiDSP card...........ccoovoevineienncceiencnene 6-5
Verifying that installed software and software versions are Correct...........cooeeeevereeuenne. 6-6

Configuring @ MUITIDSP Card ......cc.couereiieiereeeeee et s se et 6-6
Verifying that MultiDSP services are enabled ...........ooovereiiincenince e 6-7
Verifying call routes for MUItiDSP SErVICES.........oviiireiereeeeiereee e 6-8
Verifying that configurations are correct for related ServiCes ........ooovvereeeireecnennens 6-10
Adding an additional MUItIDSP SEIVICE.......cciiuriiiereee e 6-10

Chapter 7 Configuring PCTFI CardsS .......cciieieiiiieeeeeeeeeeeeeesee e 7-1

H gL oo (8 o 1o SO RP ST PRRTTTN 7-1

O 8 o o ] =S 7-2
BT O I o o = 7-2
The PCTFI-Stat Profil@....cvciceeece ettt r e 7-3
LI S = 0 o0 1] = 7-3
The Call-ROULE PrOfil ... ettt e nens 7-3

O I oo o U = o) o B 7-4
Configuring the PCTHFI HINK .......ccvieieseieceeeesese et se e s sre e 7-4
Enabling the T1 or EL trIDULArES. ......cveeceeeceee e 7-5
V= 1Y/ 1o e o= = o] o 7-8

Chapter 8 Configuring TL Cards ....cooeeiiiiii e 8-1

INEFOTUCTION TO TL ..ottt ettt e ettt 8-2
ISDIN PRI ..ottt sttt st 8-2
Nailed or UNChanNEiZE TL.......cooiiiierieereee e 8-2
Channelized line-Side Vs. truNK-SIde T1L .......cccuiiereineeneeseee e 8-2

Overview Of TL CONFIQUIALTON. ......c.oiueeiieeeiere e s b e se st seeneas 8-3

Making a profile the Working profil@...........coo e 8-6

Assigning NAMESt0 TL HNE Profil€S ..o e 8-7

EN@DITING @M ...t b et b e 8-8

Specifying the framing and eNCOTING .........coeoeeirerineeie e e 8-8

Configuring ISDN PRI SIGNaIING......ccoueerieiereeiniesenie e s sre s saeeas 8-8

Configuring ISDN network-side emulation ... 8-9

Configuring overlap receiving on PRI TINES ... 89

Configuring inband robbed-bit SIgNaling...........coererereierreeree e 8-11

ConfigUITNG NFAS ..ottt e st e e e e et ae b e et e s aeebesbebeseen 8-13
Configuring @Single NFAS QroUD .....coveeeeeeeeeierere et 8-13
Configuring MUItiple NFAS groUDS ......cveeeeeieeeereeere st 8-13
Configuring ISDN NFAS for Japanese SWitCh tyPesS.......cccuererereneneenieneneeresesienee 8-15

Configuring T1 R1 and R1-Modified SIgnaling..........ccoeeererereeereeeeereee e 8-15

CoNfigUITNG CLOCKING +..vevereeieree ettt st s ae bbb sbe b seens 8-17

Configuring the front-end tranNSCEIVET ...........ocooiiiieiiie e 8-17

Configuring ChanNEl USBE........coveoveieeeieee ettt et 8-18

Assigning telephone numbers to switched channels...........ocooiiiininii 8-19

ConfigUIiNG trUNK GrOUDS. ... ceerieeie ettt sttt st et ae bt s eresbesbesnens 8-20

APX 8000/MAX TNT Physica Interface Configuration Guide Vii



Contents

Configuring Nailed ChANNEIS .........ccoi bbb e 8-21
Configuring a back-to-back TL CONNECLION ........cceeieieiiiere e 8-21
Specifying analog encoding for TAOS UNit COUECS........ccueererereereeirieesieesieesre s 8-22
Configuring SPeCialized OPLIONS........ccoirierriereere et 8-22
SampPle T CONFIGUIBLION. .....cveueereieerereete sttt sr e e sn e e sre e 8-23
Default Call-ROULE PIrOfIlES.......c.oieeirieeiriiere e 8-24
Chapter 9 Configuring T1 FrameLine Cards
(MAX TNT) oottt ettt e e ettt 9-1
INtroduction t0 T FrameELIiNe. ......ccoer i 9-1
Overview of SUPPOrEd FEAIUMNES.........ccvverererec ettt st eenes o-1
PP e r e 9-1
= 0L = - YT 9-2
L0011 o o (o] (o) 9-2
RADIUS.. ...ttt 9-2
SINIMP e 9-2
Overview of T1 FrameLine Configuration ..........cceveeeeiieeesiesie s sees st sesee e 9-2
Configuring the ClOCK SOUICE.......cvceeeeeeceeeere s ettt sr e seennn 9-3
Chapter 10 Configuring EL CardsS .....ccooeoviiiiiiiieeeeeeie e 10-1
INEFOTUCTION TO EL ...t 10-2
ISDN Primary Rate INterface (PRI) .......ccooeririieeeeeeeeeere e 10-2
Nailed or uUnChanNEliZE EL.........cccooiiiiiieiene et 10-2
Overview of EL CONFIQUIALTON. ......c.oiuiiiieieiereeirtceere st sbe bbb e 10-2
Understanding configuration reqUireMENES..........cccceoeerereneresee e seeseesie e sesesesae e seeseas 10-4
Making a profile the Working profil@...........coo e 10-5
Assigning NameSto EL 1INE ProfileS ..o 10-6
ENEDITING @IINE ...t e sttt ee s 10-7
Configuring a back-to-back CONNECLTION..........ooiiiiriiiiie e 10-7
SPeCifYing the Framing........c.ci et sre e e 10-7
SPECITYING EL SIGNBIING ..ccveivereiitiieiieieeee ettt b e s besbe b e 10-8
Configuring ISDN PRI SIGNaIING ....c..coeetieeirieirierere et snea 10-8
Configuring ISDN network-side emulation ... 10-9
Configuring EL RL SIgNaAIING ....oveeeieieeeeeeirenese st e st s see e e 10-10
Configuring EL R2 SIgNAlING ...coveueeieieiieieeiine et 10-10
Configuring DPNSS SIgNalING .....coveieieieie et et see e 10-12
Configuring overlap receiving on PRI TINES .......c.ooiiiieiiieeeeee e 10-13
ConfigUING CLOCKING ...ttt et ene e e 10-13
Configuring the front-end EL tranSCEIVES .........ocoiiiiiiere i 10-13
Configuring ChanNEl USBGE........coueeeieiiieeeere et 10-14
Assigning telephone numbers to switched channels...........ocoiii i 10-14
ConfiguIiNg trUNK GrOUDS. ... ceeeeeieeieetere ettt st s et ene e e e 10-14
Configuring Nailed CANNEIS ... e e e 10-15
Specifying analog encoding for TAOS UNit COUECS........coeririiriiiieinie e 10-16
Default Call-ROULE PrOfIlES. ... .ccuiieieieeee e e 10-16
Chapter 11 Configuring E1 FrameLine Cards
(MAX TNT) ettt ettt ee et 11-1
INtroduction t0 EL FrameLiNe.......cc.couvieiieireesee e e 11-1
Overview of SUPPOrEd FEAIUMNES.........co.iitiie ettt 11-1
viii APX 8000/MAX TNT Physical Interface Configuration Guide



Contents

PP bbb b b e b bR bRt E bbb et b et ne e 11-2
FramE REIGY .....coeieiiiieie et bbbt ettt nre s 11-2
ROULTNG PIOLOCOIS. ...ttt bbbttt be e s ae b sae b e 11-2
RADIUS ...ttt bbbt bbbt bbb bbbt e 11-2
SNIMP ettt bbb b ke E bbbt e bbb 11-2
Overview of E1 FrameLine CONfiguration ............ccoeerireriinenie st 11-2
Example E1 FrameLine CONfiguration..........cocceorerinerene s 11-3
Administrative profiles for EL FrameLine..........cooi i 11-4
AdMIN-SEAEE PrOfIlE ...t e b e s e 11-5
DeViCE-SEALE PrOfIl@ ... ettt 11-5
Administrative commands and status information..............ccoeeoereieniie e 11-5
Configuring the ClOCK SOUMCE.........coviiiiieieiere et e saea 11-6
Chapter 12 Configuring T3 Cards ....c.uuuuiiiiiiiiie e e 12-1
FgLigoTo (8 Tox o lg I (o R I SRRSO 12-1
Overview of T3 CONFIQUIALION.......c.cceeeieeerere e sre st eresreeesnens 12-1
Understanding T3 configuration reqQUIrEMENES ........ccccveivieeenieneseseseseeeeesese e seeenes 12-2
Understanding T3 Slot Card profileS.......oceereereecse s 12-3
LIRS o] ()1 1= USRI 12-3
(O | = (a1 (= (o1 = 12-3
LI o] (1 =TT 12-4
Assigning anameto 8 T3 Profile......cc i 12-4
ENADITNG @1INE ... 12-5
Configuring the T3 PhySiCal TINK ........ccirieirrerer s 12-5
CoNnfigUNG CIOCKING ...c.vvreeieresreree s 12-5
Chapter 13 Configuring Serial WAN (SWAN) Cards
(MAX TNT) ettt ettt et ee et e ettt et et et ea e e e e e er et e ee e e eeeen. 13-1
INtrOdUCTION 1O SWAIN ...ttt bbbt et et sae s 131
Overview of SWAN CONFIQUIBLION .......oouiierieeeieeeiree e 131
Understanding SWAN card configuration requiremMents..........cccecevererereneesieseeseesesseseenes 13-2
Making a profile the Working profil@...........coeiiie s 13-3
Assigning aname to a SWAN Profil@........oi i 13-4
EN@DITING Q1IN ...t e et b e e 13-4
SPeCifYiNg ANaAHTE GrOUPD ..c..couiivirieiiitisiee ettt sttt e e e e se e 13-4
Specifying the SWAN internal clock SPEE.........coiieiirrieieeerre e 13-5
Frame Relay CONfIQUIALiON.........ccciiiiriiie ettt b e 13-6
Chapter 14 Configuring Unchannelized DS3 Cards
(MAX TNT) oottt et e oo, 14-1
Introduction to uNchannElized DS3...........cooi i e e 14-1
SUPPOITEA FEALUIES.......cveeeeeeiteeie sttt ettt st st e et ae b et e saeebesbebeseen 14-1
Overview of unchannelized DS3 cONfigUIation..........cccccverirerieninene e 14-2
USING the UDS3 PrOfile. ..ottt e s 14-2
Configuring the UDS3 phySiCal [INK.........c.coiieirirenere e 14-2
Chapter 15 Configuring E3-ATM Cards .....cccoevvviiiiiiieeieiiiiee e 15-1
INEFOAUCTION. ...t er e ren e 15-1
Overview of SUPPOIEd FEAIUINES.........ccereeereeeeireerere et eere e e snens 15-2
[SIC AN N\ oo o 18 = o) o 15-2

APX 8000/MAX TNT Physica Interface Configuration Guide iX



Contents

Configuring an E3-ATM phySiCal 1INK ........cccooiiriieeee e 15-3
Configuring the Connection profile for the remote device.........coocoveveviiniinncicnenn 154
Configuring aredundant CONNECLION. ...........cccairiririniene e 15-5
Displaying E3-ATM SEAIUS ......ccueieriirierie et seesb e st e e sa e ene e 15-5
DiagNOStiC COMMIBNGS .......eeueeieieeerieet ettt sttt sbe bbb se et e e seese e e saesnesbenaas 15-7
Using the ATMIINES COMMEANG.........oouiiiieierieereee et 15-7
Using the Framer COMMEANG.........cc.ooiiiiriieee et 15-8
Using the ATMDumMpCall ComMmMand...........ccoceeoireriiiiniene e 15-10
Using the OAMI00P COMMENG.........c.ooueiireriereee e s seens 15-11
Looping back the E3-ATM [INE........ooiiieeere e 15-12
Chapter 16 Configuring DS3-ATM CardsS......cccceeveeiiiiiieeeeeeer e 16-1
INtrOdUCEION 0 DS3-ATIM ..ottt e bbb 16-1
Overview of DS3-ATM SEHINGS.....vioviererererieieeereeeerese e e se e sre e seesree e eeseesessessessessens 16-1
Examples of DS3-ATM CONfiUIALIONS.........cviiiriiriinenee s 16-3
Configuring redundant Cards ..o 16-3
Looping Dack the 1IN ........cvviiiree e e e 16-4
Chapter 17 Configuring OC3-ATM Cards
(MAX TINT) ettt ettt et ettt et e et et e et e e en e ereenens 17-1
INtroduction 10 OC3-ATM ...ttt ettt eb e bbb bbb st e et e sae s 17-1
Overview Of OC3-ATM SELHINGS.....coouieririeene ettt se et e e e e ebesaesaesnen 17-1
Using OC3-ATM pOrtS aS & ClOCK SOUICE.......ccuireeeirieieeienieete sttt e e ssesae s see e 17-3
Example of an OC3-ATM CONfiQUIaLION .....ccoeiiiriiiieiiriere e e 17-4
Chapter 18 Configuring STM-0 CardsS......cccoeeiieieiieieeeieeeeeer e 18-1
INErOAUCEION 1O STIM -0 ...ttt b e s s se et se e e sre s 18-1
USING STM @Nd TL PrOFIlES ...ttt e 18-2
Sample STM-0 CONFIQUIBLTIONS........ciuiiiiiiie ettt st a e e b se e snea 18-2
Example of configuring an STM profile........cccoriiiiiiiienie e 18-2
Example of configuring @ TL datatrunk ..........ccccoereienineneniee e 18-3
Chapter 19 Signaling SYStem 7 (SS7) ..ucceiiiiiie e 19-1
INEFOTUCTION T0 SS7 ...ttt bbb bbb 19-1
System requirements for SS7 OPEratiONS.......ccvierererierereeeserie e ere e see e neeresesseenens 19-2
TAOS unit as terminator of datacallsin an SS7 Network ...........cccoeeveeneinieiniencne 19-2
TAQOS unit as terminator of voice and data callsin an SS7 network............c.cccceeuennee. 19-3
Interface between a signaling gateway and TAOS UNit.......ccccevvvverierieneneerenieeneseennns 19-4
[FTeo 411 g o= 1 K 19-4
(00 01 1] LU Y (= S 19-4
Configuring an SS7 SIgNaling QaEWEY .......ccceueeeriereresesesesiese e seeseeseeseeseeseesesseesessessesnens 19-4
Specifying the SS7 control ProtoCOl ...........cceieeereeeire e 19-6
Configuring transport-1ayer OPtioNS..........coeeeeveeriereeerese e e e e ees 19-6
System [P address CONSIAErations...........ovevrereresenieseseese e seeseesesseee s e e sreseneeseens 19-7
Example of abasic configuration ...........ccccvveeeieniicee e e 19-8
TLHNESAS SS7 AAAIIUNKS........eivieiieeirieisie et 19-8
ELINES aS SS7 da@atrUNKS. .......ccoiueuirieirieirieirie st 19-10
V.110 bearer capability for SS7 callsusing IPDC........cccoceveeeveere e 19-11
SS7 link establiShmeNnt tIMEN ..o 19-11
Two-wire continuity check on T1 and EL HINES......cccvvcvvevereveseseseceeeeeeeeee e 19-11
X APX 8000/MAX TNT Physical Interface Configuration Guide



Contents

Outgoing continuity testSON T1 and T3 ..o e 19-13
Digital milliwatt tone support on TLand T3 ..o 19-13
Analog milliwatt tone and variable tone SUPPOIt.........cccoerriererene e 19-13
Reporting VOIP Call StaiSHICS ....oviveevirieieeiiseeee et 19-14
Statistics and error reporting 0N SS7 CONNECHIONS .........oeeerierierie e 19-15
Cause codes for SS7 ASGCP callsto the TAOS UNit......ccccoeieiieninere e 19-19
SS7 IPDC support for call ID and disconnect cause codes .........coourvrereneeeeneneneennes 19-20
CLID and DNIS authentication CaUSE COUES ........cccureririrenie et s 19-23
SNIMP SUPPOIT FOF SST ...ttt e e b e ebe b b e 19-24
Chapter 20 Configuring Call ROULING ...vvveiiiiiiiiiececeeeeeeee e 20-1
Network, host, and dual-pUrPOSE HEVICES .......ceecireeceeeere et 20-1
Understanding the call-routing database...........ccoovvvverenesiee e s 20-2
How call routes affeCt dEeVICE USAQE ......ccoereeeeieeee st et 20-3
Modem usage and datahase SOrt Order .........ccoveveeveiere s 20-3
HDL C channel usage and database SOrt Order .........ccccvvvveverieeereeeseeese e 20-4
Trunk [ine usage and SOMt OFAEN ........ccveerererereresee e sees e e s e e ere e e sresreeesnens 20-5
Working with Call-RoULE Profil€S.......ccueiueierieececece s 20-5
Call-RoUte Profile SEHtINGS.....cveeereeeeeere e s sre e snens 20-5
Outbound call routing by trunk group .........cceeeeeieresene e 20-6
Multilink Frame Relay requirements with Hybrid ACCESS......cccvevvvvivvvvene e, 20-7
Concentrating multilink calls on one Hybrid Accesscard .......ccccovvevnvvereneeeeennenns 20-8
Dedicating Seriesb6 cards to modem ProCESSING ......cveereeereresereerereeseeneesesseesessenses 20-9
Enabling Series56 cards to handle HDLC ProCeSSiNg .......ccvevereereereeriereeseneesesseeessennes 20-9
Another way to route incoming calls (deprecated) ........cooveveeeeeerinerie s 20-9
Call routing algorithmMS ..........cciiiiece e sr e e 20-10
Localization of call routes within aquadrant............c.cceeeevrieiereniererneeeere e 20-10
How the system fiNdS @ rOULE..........cceieeeeeccece e 20-11
Details of hOW @route iS ChOSEN ........ovciiieiriere e 20-12
Appendix A Provisioning the SWItCh .........cccccooiiiiiii e, A-1
Provisioning the SWitCh fOr T1 @CCESS.......ccuiiiiii i A-1
What you need from your T1 SErviCe ProVider .........ccooeeieienienene e A-2
What you need from your E1 SErviCe ProVider ..........cccooeeieienene e A-2
INAEX it ———————— Index-1

APX 8000/MAX TNT Physica Interface Configuration Guide Xi






Figures

Figure 7-1 Sample PCTFI implementation ..........cccccoueveereeienieeeseneseenees e seeeesese e 7-1
Figure 14-1 Example of unchannelized DS3 slot card application ...........ccocvvveevereereenenne. 14-1
Figure 15-1 EXample E3-ATM SELUD ...vvveivireee ettt et 15-1
Figure 15-2 Routed ATM CONMNECLION ......coeiuiriiiinieniene et 15-5
Figure 16-1 DS3-ATM interface to ATM NEWOIK ........cccoeiriiiiiinenee e 16-1
Figure 17-1 OC3-ATM interface to ATM NEWOIK........ccooueerieiiiineere e 17-1
Figure 18-1 Example STM-0 CONfiguration ............coeueeeeeeniene e 18-1
Figure 19-1 TAOS terminating data callsin an SS7 NetWOrK ..........cccccvveeeerineneieneeneeene. 19-2
Figure 19-2 TAOS unit terminating voice and data callsin an SS7 network...................... 19-3
Figure 20-1 Trunk group 8 connecting to @ TAOS UNIt .....ccoveririenerierieeee e 20-6
Figure 20-2 Matching call information to a database entry..........ccccceeverienenienenese e 20-11

APX 8000/MAX TNT Physical Interface Configuration Guide Xiii






Tables

Table1-1 Basic TAOS unit configuration tasks .........cccuvivvrreneresrreereeeree e 1-2
Table4-1 Modem configuration taskS .........ccceeieririeiesirere e 4-2
Table7-1  Profiles associated with the PCTFI SIOt Card..........ovvvevnnenncinnnerecneneenens 7-2
Table 7-2  PCTFI configuration taskS........ccceroiirirere e e 7-4
Table8-1 T1line configuration taSKS ........cccccrrirrirereneire et 8-3
Table 10-1 E1line configuration tasksS ..........ccouieiereririieneeeeere e 10-2
Table12-1 T3 line configuration tasks ...........cocuoeierireieneeeee e 12-2
Table 12-2 Differences between T3 card configuration and T1 card configuration.......... 12-2
Table 13-1 SWAN-card configuration tasks...........cuerererenere e 13-2
Table 13-2 SWAN card CONfigUIaLion .........coeeereieriereeeereeee et s 13-2
Table 14-1 Unchannelized DS3 line configuration tasks..........c.ccevererereneseneesiesieseneeens 14-2
Table 15-1 E3-ATM line configuration tasksS.........ccoueeeeneerienenese e 15-2
Table19-1 Signaling gateway platforms and protocol SUPPOIT ........coevvereerieeeenerierierennens 19-1
Table 20-1 Fieldsin acall-routing database entry ..o verrerinienenie e 20-2

APX 8000/MAX TNT Physical Interface Configuration Guide XV






About This Guide

What is in this guide

This guide provides the following instructions for an APX 8000™ or MAX TNT®:

e Basic configuration of your unit

«  Configuring shelf controller redundancy (APX 8000 only)

»  Configuring Ethernet and modem cards

e Configuring T1, E1, DS3, and other network slot cards

e Configuring the unit in a Signaling System 7 (SS7) network

»  Configuring call routing

*  Provisioning the switch

Note: Thismanua describesthe full set of features for APX 8000 or MAX TNT units

A running True Access™ Operating System (TAOS) software version 9.0 or later. Some features
might not be available with earlier versions or specialty |oads of the software.

This manual hereafter refers to your product as a TAOS unit except when referring to features
specific to a particular unit.

A Warning: Beforeinstalling your TAOS unit, be sure to read the safety instructionsin the
Access Networ ks Safety and Compliance Guide. For information specific to your unit, see the
“Safety-Related Electrical, Physical, and Environmental Information” appendix in your unit’'s
hardware installation guide.

What you should know

Thisguideisfor the person who installs, configures, and maintains a TAOS unit. To configure
aunit, you need to understand the following:

e Wide areanetwork (WAN) and local area network (LAN) concepts

e Dial-in connections such as Point-to-Point Protocol (PPP) and Multilink PPP (MP)
e Connection cost management and accounting

* Modems

e Frame Relay

e Asynchronous Transfer Mode (ATM)

e |Prouting

*  Network security
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About This Guide
Documentation conventions

Documentation conventions

Following are al the special characters and typographical conventions used in this manual:

Convention

Monospace t ext

Bol df ace nono-
space text

Italics

Keyl-Key2

Press Enter

Note:

A

Caution:

A

Warning:

/N

Warning:

M eaning

Represents text that appears on your computer’s screen, or that could
appear on your computer’s screen.

Represents characters that you enter exactly as shown (unless the char-
actersaredsoini t al i cs—seeltalics, below). If you could enter
the characters but are not specifically instructed to, they do not appear
in boldface.

Represent variable information. Do not enter the words themselvesin
the command. Enter the information they represent. In ordinary text,
italics are used for titles of publications, for some terms that would
otherwise be in quotation marks, and to show emphasis.

Square brackets indicate an optional argument you might add to a
command. To include such an argument, type only the information
inside the brackets. Do not type the brackets unless they appear in
boldface.

Separates command choices that are mutually exclusive.

Points to the next level in the path to a parameter or menu item. The
item that follows the angle bracket is one of the options that appear
when you select the item that precedes the angle bracket.

Represents a combination keystroke. To enter a combination key-
stroke, pressthe first key and hold it down while you press one or
more other keys. Release all the keys at the same time. (For example,
Ctrl-H means hold down the Control key and press the H key.)

Means press the Enter, or Return, key or its equivalent on your com-
puter.

I ntroduces important additional information.

Warnsthat afailureto follow the recommended procedure could result
in loss of data or damage to equipment.

Warns that a failure to take appropriate safety precautions could result
in physical injury.

Warns of danger of electric shock.

XViii
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About This Guide
Documentation set

Documentation set

The APX 8000/MAX TNT documentation set consists of the following manuals.
* Read mefirst:

Edge Access Safety and Compliance Guide
Contains important safety instructions and country-specific compliance information
that you must read before installing aDSLTNT unit.

DSLTNT Command-Line Interface Guide

Introduces the DSLTNT command-line environment and shows how to use the
command-line interface effectively. This manual describes keyboard shortcuts and
introduces commands, security levels, profile structure, and parameter types.

* Ingtallation and basic configuration:

APX 8000 Hardware Installation Guide
Shows how to install APX 8000 hardware and includes APX 8000 technical
specifications.

MAX TNT Hardware I nstallation Guide
Shows how to install MAX TNT hardware and includes technical specifications for
these units.

APX 8000/MAX TNT Physical Interface Configuration Guide

Shows how to configure the cardsinstalled in aDSLTNT unit and their line attributes
for such functions as framing, signaling, and channel usage. It also describes how
calls are routed through the system and includes information about configuring the
unit in a Signaling System 7 (SS7) environment. This guide explains shelf controller
redundancy for an APX 8000 unit.

e Configuration:

APX 8000/MAX TNT ATM Configuration Guide (this manual)

Describes how to configure Asynchronous Transfer Mode (ATM) operations on a
DSLTNT unit. This guide explains how to configure physical layer attributes and how
to create permanent virtual circuit (PVC) and switched virtual circuit (SVC) ATM
interfaces. It includes information about ATM direct and ATM-Frame Relay circuits.

APX 8000/MAX TNT Frame Relay Configuration Guide

Describes how to configure Frame Relay operationson a DSLTNT unit. This guide
explains physical layer configuration and restrictions and how to create permanent
virtual circuit (PVC) and switched virtual circuit (SVC) interfaces. It includes
information about Multilink Frame Relay (MFR) and link management, aswell as
Frame Relay and Frame Relay direct circuits.

APX 8000/MAX TNT WAN, Routing, and Tunneling Configuration Guide

Shows how to configure LAN and WAN routing for analog and digital dial-in
connections on aDSLTNT unit. This guide includes information about I P routing,
Open Shortest Path First (OSPF) routing, Internet Group Management Protocol
(IGMP) routing, multiprotocol routers, Virtual Routers (VRouters), and tunneling
protocols.

MultiVoice™ for APX 8000 and MAX TNT Configuration Guide

Shows how to configure the MultiVoice application to run on an APX 8000 or
MAX TNT unit in both Signaling System 7 (SS7) and H.323 Voice over IP (VoIP)
configurations.
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About This Guide
Documentation set

* RADIUS: DSLTNT RADIUS Guide and Reference
Describes how to set up aDSLTNT unit to use the Remote Authentication Dial-In User
Service (RADIUS) server and contains a complete reference to RADIUS attributes.

e Administration and troubleshooting: APX 8000/MAX TNT Administration Guide
Describes how to administer aDSLTNT unit, including how to monitor the system and
cards, troubleshoot the unit, and configure the unit to use the Simple Network
Management Protocol (SNMP).

* Reference:
— APX 8000/MAX TNT Reference

An alphabetic reference to all commands, profiles, and parameters supported on
DSLTNT units.

— DSLTNT Glossary
Defines terms used in documentation for DSLTNT units.
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Performing Basic Configuration 1

Introductionto basic configuration . ............ ... 1-1
Connectingtoanew Unit. ... .. ... e 1-3
Configuring the shelf-controller IP address on anonredundant unit. .............. 1-4
Settingthesystemdate. . . ... ... 1-5
Setting the system name. . . . ... ot 1-5
Settingthelog level . ... 1-5
Configuring adefault gateway . . .. ... ..ot 1-6
Configuring basic DNSinformation .. ............. . o i, 1-6
Pingingthe TAOSunitfromaloca host............. ... .. .. 1-7
Recommended basic security Measures. ... ... ..ot 1-7
Whereto o NEXE . .. oo 1-12

Introduction to basic configuration

Table 1-1 lists the sections describing the tasks you must perform for the TAOS unit basic
configuration. The table includes a brief description of each task and lists the commands and
parameters you will use.

For information about more advanced configuration of your TAOS unit, see the following
configuration guide:

e APX8000/MAX TNT ATM Configuration Guide
e APX8000/MAX TNT Frame Relay Configuration Guide
e APX8000/MAX TNT WAN, Routing, and Tunneling Configuration Guide

For information about commands, profiles, and parameters, seethe
APX 8000/MAX TNT Reference manual.
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Introduction to basic configuration

Table 1-1. Basic TAOSunit configuration tasks

Section

Description of task

Related commands or parameters

“Connecting to anew unit” on
page 1-3

Connect the TAOS unit to a
terminal or workstation and an
Ethernet network.

“Configuring the shelf-controller IP
address on a nonredundant unit” on

page 1-4

Specify the date and time for the
TAOS unit system clock.

adm n> setip-address

“ Setting the system date” on
page 1-5

Set the correct date and time with
the Date command.

admin> date ymmddhhmm

“ Setting the system name” on
page 1-5

Specify the name of the TAOS unit.
Thisnameis used for
authentication.

System profile > Name

“Setting the log level” on page 1-5

Specify the level of event
information that the TAOS unit
displays at the console.

Log profile > Save-level

“Configuring adefault gateway” on
page 1-6

Designate a default gateway so that
the TAOS unit can forward packets
for which it has no route.

IP-Route > gateway-address

“Configuring basic DNS
information” on page 1-6

Specify a Domain Name System

(DNS) server so that you can use
names instead of |P addresses to

reach | P hosts.

IP-global profile > Domain-name

IP-global profile >
DNS-primary-server

IP-global profile >
DNS-secondary-server

“Pinging the TAOS unit from a
local host” on page 1-7

After configuring the TAOS unit
with its basic settings, you can use
Ping to verify that it is
communicating on the network.

Ping

“Recommended basic security
measures’ on page 1-7

Before making the TAOS unit
accessible to users, Lucent
recommends that you configure
some basic security on the unit.

User > Password
Serial > Auto-Logout
Serial > User

IP-global profile >
Must-Accept-Address-Assign

IP-global profile>
Ignore-1CM P-Redirects
SNMP profile

1-2
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Connecting to a new unit

Connecting to a new unit

To communicate with anew TAOS unit, you must assign an |P address to the shelf controller.
Once thisis done, you can perform further configuration over aL AN using Telnet.

Use the following procedures to connect a new TAOS unit, if you have not already done so,
and assign an Ethernet | P address.

New APX 8000 unit

Use the following procedureto initially set up an APX 8000 unit:

1 Connect aPC terminal or workstation to the serial port on the shelf controller (see the APX
8000 Hardware Installation Guide). If the APX 8000 is equipped with redundant shelf
controllers, connect to the serial port on the primary controller.

2 Connect an Ethernet cable between the network and the Ethernet port on the shelf
controller (see the APX 8000 Hardware Installation Guide). If the APX 8000 is equipped
with redundant shelf controllers, connect to the Ethernet port on the primary controller.

3 Configure an IP address and network mask inthei p- i nt er f ace profile.

— For an APX 8000 unit with one shelf controller, see “ Configuring the shelf-controller
I P address on a nonredundant unit” on page 1-4.

—  For an APX 8000 unit with redundant shelf controllers, see “ Assigning an Ethernet IP
address’ on page 2-4.

4 Verify that the connection and I P address are correct by pinging any device on the
network.

5 If redundant controllers are used, set the secondary and soft | P addresses (see “ Assigning
an Ethernet IP address’ on page 2-4 and “ Defining the soft | P interface for fault tolerance”
on page 2-5 for details).

Exit the terminal or workstation.

7  Telnet from aworkstation on the LAN. The system will prompt you for the username and
password.

User: admn
Password: Ascend

8 Complete the configuration.

New MAX TNT unit

Use the following procedureto initially set upaMAX TNT unit:

1 Connect a PC terminal or workstation to the serial port on the shelf controller (see the
MAX TNT Hardware Installation Guide). Ensure that the speed is set to 9600 bps.

2 Connect an Ethernet cable to the network and to the Ethernet port on the shelf controller
(see the MAX TNT Hardware Installation Guide).

3 Configure an IP address and network mask inthei p-i nt er f ace profile (see
“Configuring the shelf-controller |P address on a nonredundant unit” on page 1-4).

4 Verify that the connection and the | P address are correct by pinging any device on the
network.
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Configuring the shelf-controller IP address on a honredundant unit

adm n> ping 10.10.10.1
64 bytes from 10.10.10.1: icnp_seq=0 ttl =255 tinme=0 ns
Exit the terminal or workstation.

6 Telnet tothe MAX TNT using aworkstation on the LAN. The system will prompt you for
ausername and password.

User: admn
Password: Ascend

7  Complete the configuration.

Configuring the shelf-controller IP address on a
nonredundant unit

See “Assigning an Ethernet IP address’ on page 2-4 for details about | P address configuration
for an APX 8000 unit with redundant shelf controllers.

All TAOS units have an Ethernet port on the shelf controller. This Ethernet port is designed for
out-of-band management and light traffic loads. It is not intended to be the primary Ethernet
interface for the system. If your unit will be routing heavy Ethernet traffic, use an Ethernet
card.

To assign an | P address to the Ethernet interface of the shelf controller on a nonredundant APX
8000 or aMAX TNT, use the Read and List commandsto display the controller’s |P-Interface
profile, then set the IP-Address parameter. For example:

adm n> read ip-interface {{1 controller 1} O
| P-1 NTERFACE/{ { shelf-1 controller 1} O} r
adm n> |ist

interface-address* = { { shelf-1 controller 1} 0}
i p-address = 0.0.0.0/0

2nd-i p-address = 0.0.0.0/0

ri p-nmode = routing-off

}
ead

adm n> set ip-address = 10.2.3.4/24
admin> wite

After you assign the unit’s hostname and | P address, you might need to modify the host
information on your local Domain Name System (DNS) server to include the TAOS unit.

1-4
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Setting the system date

Setting the system date

If the system date displayed on your screen isincorrect, set the correct date and time with the
Date command. For example, to set the date and time to October 22, 2000, 8:50 in the
morning:

adm n> date 0010220850

The format for setting the date and time is yymmddhhmm. Enter the hour in military (24-hour)
time.

Setting the system name

You can assign the TAOS unit a system name of up to 24 characters. Because the system name
isused for authenticating connections, keep it relatively simple and use only standard
characters.

Hereis an example of how to set the TAOS unit system name:

adm n> read system
SYSTEM r ead

admi n> | i st

name = ""
systemrnt-mgn = no
use-trunk-groups = no
idle-logout =0
parallel-dialing = 5
single-file-incomng = yes
adm n> set name = apxO01
admin> wite

Setting the log level

While you are configuring the TAOS unit, you might want to increase the log level to display
messages that can help you debug configuration settings. First display the current settings, then
enter anew log level.

To display the system-wide event-logging parameters, use the Read and List commands:

adm n> read | og
LOG read

adm n> |ist
save-level = info
save- nunber = 100
sysl og-enabl ed = no
host = 0.0.0.0
facility = local O
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Configuring a default gateway

To change the log level, specify an option for the Save-Level parameter:

adm n> set save-level = [none|energency|alert|criti-
cal | error|warni ng| notice|info| debug]
admn> wite

If your local network supports a Syslog server, you can configure the server’s | P address and
the Syslog facility number by setting the Host and Facility parameters in this profile.

Configuring a default gateway

If the TAOS unit does not have aroute for the destination address of a packet, it forwards the
packet to the default router. Most sites use the default router (such as a GRF® router or a
UNIX host running the route daemon) to distribute routing tasks among devices. If you do not
configure a default route, the TAOS unit drops packets for which it has no route.

You configure the default route in the IP-Route profile. The name of the default | P-Route
profile is aways Default, and its destination is always 0.0.0.0.

To configure the default route, first use the Read and List commands to display the default
IP-Route profile, and then set the Gateway-Address parameter. For example:

adm n> read ip-route default
| P- ROUTE/ def aul t read

adm n> |ist

name* = def aul t

dest-address = 0.0.0.0/0

gat eway-address = 0.0.0.0
metric =1

cost =1

preference = 100
third-party = no

ase-type = type-1

ase-tag = c0:00: 00: 00
private-route = no
active-route = no

adm n> set gateway-address = 10.2.3.17
adm n> set active-route=yes
admin> wite

| P- ROUTE/ default witten

Configuring basic DNS information

The example in this section uses the domain name abc.com and sets the I P address of the
primary Domain Name System (DNS) server on the local network. Setting this basic
information enables you to access | P hosts by name instead of by IP address.

Here is an example that shows how to configure the DNS information:

adm n> read i p-gl obal
| P- GLOBAL read
adm n> |ist

1-6
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Pinging the TAOS unit from a local host

donmai n-nanme = ""

dns-primary-server = 0.0.0.0
dns- secondary-server = 0.0.0.0
net bi os-prinmary-ns = 0.0.0.0
net bi os- secondary-ns = 0.0.0.0
nmust - accept - addr ess- assi gn = no

pool - base-address = [ 0.0.0.0 0.0.0.0 ]

adm n> set donmi n-name = abc. com

adm n> set dns-primary-server = 10.1.2.3

adm n> set dns-secondary-server = 10.24.112.57
admin> wite -f

Pinging the TAOS unit from a local host

After you configure the TAOS unit for IP network access, go to an | P host on thelocal network
and use the Ping command to verify that the unit can communicate on the network. For
example:

host-1% ping 10.2.3.4
In addition, you can verify that the TAOS unit isintegrated into your DNS system. For
example:

host - 1% pi ng apx01

Recommended basic security measures

The TAOS unit is shipped from the factory with all its security features set to defaults that
enable you to configure and set up the unit without any restrictions. Before you make the
TAOS unit generally accessible, you must change the default security settings to protect the
configured unit from unauthorized access.

Before bringing the TAOS unit online, Lucent recommends performing the following
important security measures:

e “Changing the Admin password” on page 1-8

e “Securing the serial port” on page 1-8

e “Assigning a Telnet password” on page 1-8

*  “Requiring acceptance of the pool address’ on page 1-9

e “Ignoring ICMP redirects’ on page 1-9

« “Disabling directed broadcasts’ on page 1-9

e “Configuring SNMP access to the unit” on page 1-10

For additional security measures, see the APX 8000/MAX TNT/DSLTNT WAN, Routing and
Tunneling Configuration Guide.
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Recommended basic security measures

Changing the Admin password

A user who knows the password to the Admin level can perform any operation on the
TAOS unit, including changing the configuration. The Admin password is set to Ascend by
default. Lucent recommends that you assign a secret password immediately to prevent
unauthorized users from gaining access to the unit by means of the default password.

Following is an example of changing the Admin password:

default> auth adnin
Password: Ascend

admi n> read user admn
USER/ adm n read

admi n> set password = secret
admin> wite
USER/ admin witten

Note that the Allow-Password permission is set to No in the Admin login. Although this
setting protects the unit’s passwords, it also prevents the Save command from storing
passwords in a configuration file. To save passwords in a configuration file, you can set
Allow-Password to Yes in the Admin profile, or you can create another User profile for the
purpose of backing up the unit and set Allow-Password to Yesin that profile.

Securing the serial port

By default, when users connect to the serial port on the shelf controller, they arelogged in with
the Admin User profile. To secure the serial port with a username and password, proceed as
follows:

1 Read the Serid profile:

adm n> read serial { 1 17 2}
2 Setthe User profileto null:

adm n> set user =
3 Set Auto-Logout to Yes:

adm n> set auto-logout = yes

This setting automatically logs out the current User profile if the Data Terminal Ready
signal (DTR) islost on the serial port.

4 Writethe profile:
admin> wite

Now users connecting to the serial port must supply avalid username and password for access
to the TAOS unit through the serial port.

Assigning a Telnet password

Lucent recommends that you assign a Telnet password, which can be up to 21 charactersin
length, to prevent unauthorized Telnet sessions. A user who opens a Telnet session to the
TAOS unit is prompted to supply this password.
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Following is an example of assigning a Telnet password:

admi n> read i p-gl obal
| P- GLOBAL read

admi n> set tel net-password = SDwi w87

admin> wite
| P-GLOBAL written

All users attempting to access the TAOS unit unit via Telnet are prompted for the Telnet
password. They are allowed three tries, each with a 60-second time limit, to enter the correct
password. If all three tries fail, the connection attempt times out.

Requiring acceptance of the pool address

During PPP negotiation, acaller can reject the | P address offered by the TAOS unit and present
its own IP address for consideration. For security reasons, you might want to set the
Must-Accept-Address-Assign parameter to Yesto ensure that the TAOS unit terminates such a
cal:

admi n> read i p-gl obal
| P- GLOBAL read

admi n> set nust-accept-address-assi gn = yes

admin> wite
| P-GLOBAL written

If you enforce acceptance of the assigned address, the Answer-Defaults profile must enable
dynamic assignment, the caller’s configured profile must specify dynamic assignment, and the
caller’s PPP dia-in software must be configured to acquire its | P address dynamically. For
more details, see the APX 8000/MAX TNT/DSLTNT WAN, Routing and Tunneling
Configuration Guide.

Ignoring ICMP redirects

The Internet Message Control Protocol (ICMP) was designed to find the most efficient IP route
to adestination. ICMP redirect packets are one of the oldest route-discovery methods on the
Internet. They are also one of the least secure, because ICMP redirects can be counterfeited to
change the way a device routes packets. The following commands configure the TAOS unit to
ignore ICMP redirect packets:

admi n> read i p-gl obal
| P- GLOBAL read
admi n> set ignore-icnp-redirects = yes

admin> wite
| P-GLOBAL written

Disabling directed broadcasts

Denial-of-service attacks known as “ smurf” attacks typically use ICMP Echo Request packets
with a spoofed source address to direct packets to |P broadcast addresses. These attacks are
intended to degrade network performance, possibly to the point that the network becomes
unusable.
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To prevent the TAOS unit router from being used as an intermediary in this type of
denial-of-service attack launched from another network, you must disable the TAOS unit from
forwarding the directed broadcasts it receives from another network. The following example
shows how to disable directed broadcasts that are not generated locally on all IP interfaces of a
TAOS unit with afour-port Ethernet card in shelf 1, slot 12:

adm n> read ip-int {{1 c 1} 0}
| P- I NTERFACE/ { { shelf-1 controller 1} 0} read

adm n> set directed-broadcast-all owed = no

admin> wite
| P-I NTERFACE/{ { shelf-1 controller 1} 0} witten

admn> read ip-int {{1 12 1} 0}
| P- 1 NTERFACE/{ { shelf-1 slot-12 1} 0} read

adm n> set directed-broadcast-all owed = no

admin> wite
| P-I NTERFACE/ { { shelf-1 slot-12 1} 0} witten

admn> read ip-int {{1 12 2} 0}
| P- I NTERFACE/{ { shelf-1 slot-12 2} 0} read

adm n> set directed-broadcast-all owed = no

admin> wite
| P-I NTERFACE/ { { shelf-1 slot-12 2} 0} witten

adm n> read ip-int {{1 12 3} 0}
| P- 1 NTERFACE/ { { shelf-1 slot-12 3} 0} read

adm n> set directed-broadcast-all owed = no

admin> wite
| P-I NTERFACE/{ { shelf-1 slot-12 3} 0} witten

admn> read ip-int {{1 12 4} 0}
| P- I NTERFACE/{ { shelf-1 slot-12 4} 0} read

adm n> set directed-broadcast-all owed = no

admin> wite
| P-I NTERFACE/ { { shelf-1 slot-12 4} 0} witten

Configuring SNMP access to the unit

For Simple Network Management Protocol (SNMP) access, an SNM P manager must be
running on a host on the local | P network, and the TAOS unit must be able to find that host by
means of either a static route or RIP. In addition to these restrictions, the TAOS unit hasits own
SNMP password security (community strings), which you must set up to protect the TAOS unit
from being reconfigured from an unauthorized SNM P station.

Overview of SNMP security

The SNMP profile contains SNM P-readabl e information about the unit and its SNMP security.
There are two levels of security:

e Community strings limit access to the TAOS unit to the community of SNMP managers
who know the strings.

e Address security excludes SNMP access unlessit is initiated from a specified | P address.
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Following are the parameters related to SNMP security:

SNVP
enabl ed = no
read- conmunity = public
read-wite-comunity = wite
enforce-address-security = no

read- access-hosts = [ 0.0.0.0 0.0.0.0 0.0.0.0 0.0.0.0 0.0.0.0 ]
wite-access-hosts = [ 0.0.0.0 0.0.0.0 0.0.0.0 0.0.0.0 0.0.0.0 ]
contact = ""
| ocation = ""

queue-depth = 0

Enabling SNMP in the TAOS unit

If you leave the Enabled parameter in the SNMP profile set to No (the default), SNMP utilities
cannot access the TAOS unit. The following commands enable SNMP on a unit:

admi n> read SNWP
SNWP read

adm n> set enabl ed = yes

admin> wite
SNVP written

Setting community strings

You can specify up to 32 characters as the Read-Write-Community string. The following
exampl e changes the default community strings:

admi n> read snnp
SNWP read

admin> | i st

enabl ed = yes

read-community = *****xx
read-wite-comunity = **x**
enf or ce- addr ess-security = no

read- access-hosts = [ 0.0.0.0 0.0.0.0 0.0.0.0 0.0.0.0 0.0.0.0 ]
write-access-hosts = [ 0.0.0.0 0.0.0.0 0.0.0.0 0.0.0.0 0.0.0.0 ]
contact = ""

| ocation = here
queue-depth = 0

admi n> set read-community = private
admi n> set read-wite-comunity = secret

admin> wite
SNVP witten

Setting up address security

If the Enforce-Address-Security parameter is set to No (its default value), any SNMP manager
that presents the correct community name is allowed access. If the parameter is set to Yes, the
TAOS unit checks the source | P address of the SNM P manager and allows access only to those
IP addresses listed in the Read-A ccess-Host and Write-Access-Host arrays. Each array can
include up to five host addresses.
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Where to go next

In the following example, commands enforce address security and specify atrusted addressfor
read and write access:

admi n> read snnp
SNWP read

admin> | st

enabl ed = no

read-comunity = public
read-wite-comunity = wite
enf or ce- addr ess-security = no

read- access-hosts = [ 0.0.0.0 0.0.0.0 0.0.0.0 0.0.0.0 0.0.0.0 ]
write-access-hosts = [ 0.0.0.0 0.0.0.0 0.0.0.0 0.0.0.0 0.0.0.0 ]
contact =""
| ocation = ""

admi n> set enforce-address-security = yes
adni n> set read-access 1 = 10.2.3.4
adnin> set write-access 2 = 10.2.56.123

admin> wite
SNVP witten

Where to go next

For APX 8000 units with two shelf controllers, proceed to Chapter 2 to configure
shelf-controller redundancy. Then proceed to the appropriate chapters to configure slot cards
for your unit.

For APX 8000 units with asingle shelf controller and for MAX TNT units, proceed to the
appropriate chapters to configure slot cards for your unit.
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Overview of redundancy operations

The APX 8000 can operate with a single shelf controller or with two redundant shelf
controllers. When the APX 8000 runs with two shelf controllers, one controller takes on the
active role of primary controller while the other performs as the passive, secondary controller
that automatically takes over control of the system if the primary controller fails. In an APX
8000 with asingle shelf controller, no controller redundancy exists.

In an APX 8000 with two shelf controllers, the primary shelf controller performsall controller
operations for the APX 8000:

e Managing the dot cards

e Maintaining a central repository of the unit’s configurations (including the current
NVRAM configuration)

e Performing call control and processing operations

e Managing all centralized functions, such as SNMP access and communication with a
RADIUS server

Inaddition, al profiles are modified on the primary controller. When a configuration changeis
made on the primary controller, the entire configuration is copied to the secondary controller.
The secondary controller must be loaded with the same boot and operational code as the
primary controller.

Shelf-controller startup and primary election

When an APX 8000 with redundant controllers boots up, each shelf controller passes the
power-on self tests (POST) during the boot code loading process. The controllers establish
communication with each other over the packet bus, and exchange context information
(Redundancy profile and Redundancy-Stats profile information) through the heartbeat
protocol. Each controller hasits own context (known as Context[1] or Context[2]), which is
associated with the controller’s serial number. The controllers use the context information to
track each other’s status.
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The controllers next elect the controller that will be primary. The election processis based on a
hierarchical list of complex criteria. The first criterionin thelist is evaluated and if the
criterion is found to be true, one of the controllersis made primary. If the criterion isfound to
be false, the next criterion in the list is evaluated.

Following is an example of theinitial criteriathat might be used to designate the primary
controller:

1 If onecontroller is missing, the existing (current) controller is made primary.
2 If one controller is not communicating, the current controller is made primary.

3 If both controllers are communicating, the controllers use the Redundancy profile's
Primary-Preference setting to determine which controller is primary.

4 If Primary-Preference is set to No- Pr ef er ence, the controller that last acted as the
primary controller is made primary.

If aprimary controller is still not determined, additional criterion are evaluated. If all election
criteriafail to designate a primary controller, the controller with more resources (for example,
more RAM) is made primary.

If the criteria cannot determine which controller is primary, the system selects the right
controller (slot 42) to be primary and the left controller (slot 41) becomes the secondary
controller.

Once a controller is elected as primary, the primary controller proceeds to load operational
code. When the primary is finished loading its code, the secondary controller loads its
operational image and gets a copy of the profiles.

Note: Both controllers must load the same boot and operational code version.

Normal operation

During normal operation, the two shelf controllers communicate with each other over the
packet busin a back-and-forth heartbeat, exchanging context information. The status lights on
each controller indicate the following activities:

e Theheartbeat (HRT) status light on each controller visually indicates that the heartbeat
protocol is active by blinking on and off every 4 secondsin aregular pattern that alternates
between the two controllers. In a TAOS unit that has only one shelf controller, the HRT
status light flashes on for 40 milliseconds every 4 seconds.

« Theprimary (PRI) statuslight on each controller islit if the controller isthe primary and is
off if the controller is secondary.

e Theoperationa (OPR) status light is lit when the operational code is successfully loaded
onto the controller.

The secondary controller does not perform controller operations unless the primary controller
resets or fails, or if you change the functionality of the shelf controllers. The secondary
controller's main role is to monitor the primary and be ready to take over primary controller
functions. The secondary controller maintains the current configuration and the fatal-error
history log.

2-2
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Controller switchover

If the primary controller fatals, the secondary controller automatically takes over as primary
controller. The new primary (old secondary) downs all slot cards and then brings the system
back up. All connections are dropped. After the primary shelf controller comes up, the slot
cards are reset. The system is now ready to take new calls. Each time a controller is selected as
the primary controller, an entry is made in the fatal-error history log.

A switchover, when control passes from the primary controller to the secondary, isinitiated by
one of the following occurrences:

e The primary controller has a hardware or software problem that causes the module to
reset. The secondary is assigned to act asthe primary.

e You enter the switchover command, Redundant - Control | er-Swi tch atthe
command line interface, which switches control from the primary to the secondary
controller.

APX 8000 dlot cards communicate with the primary controller through the packet bus. The
primary controller is assigned virtual slot number 43, through which communication with the
dot cards occurs. If a switchover occurs, the new primary controller inherits virtual slot
number 43.

Log messages

Log messages are issued to notify you of significant events related to shelf controller
redundancy. For example, the following cases result in alog message:

e A shelf controller becomes primary.

e A fatal log entry is generated when a shelf controller has a software crash.

* A controller becomes primary when no secondary controller is present.

e The primary controller loses heartbeat communication with the secondary controller.

e Theprimary controller establishes heartbeat communication with the secondary controller.

Configuring the APX 8000 for shelf-controller
redundancy

Setting up the APX 8000 for shelf-controller redundancy includes the following tasks:

e Assigning the system IP address

e Assigning the shelf-controller Ethernet | P address

e Assigning the soft |P address

»  Configuring shelf-controller redundancy

Youcanusether edundant - cont r ol | er - swi t ch command-lineinterface command to

switch primary controller functionality from one controller to the other. See “ Switching the
primary controller at the command-line interface” on page 2-8 for instructions.
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Assigning the system IP address

To configure an APX 8000 that has redundant shelf controllers, you must map system IP
settings to the unit’s soft I P interface. The soft |P interface is associated with the shelf
controller that is currently primary.

Set the IP-Global profile's System-IP-Addr parameter to the address of the soft |P interface.
System-1P-Addr must not be set to a particular physical interface, such asthe address of a shelf
controllers. In aredundant shelf-controller system, the physical address of the primary
controller changes according to which controller is currently primary, and the system IP
address must be a single, unchanging address that always maps to the current primary
controller.

Configuration of the soft IP interface address is described in the section “ Defining the soft 1P
interface for fault tolerance” on page 2-5.

Assigning an Ethernet IP address

An APX 8000 creates an I P interface for the Ethernet port of each shelf controller. The
IP-Interface profile index is based on each controller’s slot number. The left controller slot on
the TAOS unit is number 41, and the right controller slot is 42.

Tolist the IP interfaces, usethe Di r command, as follows:

adm n> dir ip-interface

6 06/17/1999 03:06: 00 { { any-shelf any-slot 0} O}

19 06/21/1999 23:54:02 { { shelf-1 left-controller 1} 0}
19 06/25/1999 17:45: 30 { { shelf-1 right-controller 1} 0}

The IPinterface profileindicated by {{ shelf-1 left-controller 1 } 0} isfor
the shelf controller in the first controller slot. The IP profileindicated by {{ shel f-1
right-controller 1 } 0} isfortheshef controller inthe second controller slot. The
IP-Interface profile with the zero index { { any-shel f any-slot 0 } 0} isreserved
for the soft I P interface.

Examples of setting shelf-controller Ethernet IP address

Each shelf controller needsto be assigned an | P address. Following are examples that show
how to configure the Ethernet | P addresses.

In the following example, the shelf controller in the left controller slot position (slot 41) is the
primary controller. The primary controller is assigned the address 192.168.100.1/24:

adm n> read ip-interface { { 1 41 1} 0}
| P- I NTERFACE/ { { shelf-1 left-controller 1} 0} read

adm n> set ip-address = 192.168.100.1/24

admin> wite
| P- I NTERFACE/{ { shelf-1 left-controller 1} O} witten

The following commands assign the address 192.168.100.2/24 to the secondary (right) shelf
controller. The commands must be performed on the primary (left) controller.

admn> read ip-interface { { 1 42 1} 0}
| P- I NTERFACE/{ { shelf-1 right-controller 1} 0} read

24
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adm n> set ip-address = 192.168. 100. 2/ 24

admin> wite
| P-I NTERFACE/{ { shelf-1 right-controller 1 } 0} witten

After you assign | P addresses to the controllers, you can verify that the TAOS unit isavalid IP
host on its configured networks by pinging other hosts on those networks, as shown in the
following example:

admi n> ping 192. 168. 100. 56

PI NG 192. 168. 100. 56: 56 Data bytes

64 bytes from 192. 168. 100.56: icnp_seq=0 ttl =255 time=0 s
64 bytes from 192. 168.100.56: icnp_seq=1 ttl =255 time=0 s

--- 192.168.100.56: Ping statistics ---
2 packets transmitted, 2 packets received, 0% packet | oss
round-trip mn/avg/ max = 0/0/0 ns

Defining the soft IP interface for fault tolerance

The APX 8000 supports an internal soft IP interface that is always available. It is associated
only with the primary controller and is hidden from the secondary controller.

The APX 8000 sets up the soft | P interface after you power on the unit and a controller
becomes primary. If a switchover occurs and the secondary controller becomes primary, the
soft IP interface isinitialized and associated with the new primary controller. The soft IP
interface address is reachable as long as one | P interface on the APX 8000 (on an Ethernet
card, for example) is operational.

The IP-Interface profile with the zero index is reserved for the soft |P interface. For example,
thefirst line of the following di r command output shows the zero index:
adm n> dir ip-interface
6 06/17/1999 03:06: 00 { { any-shelf any-slot 0} O}
19 06/21/1999 23:54:02 { { shelf-1 left-controller 1} 0}
19 06/25/1999 17:45:30 { { shelf-1 right-controller 1} 0}

If RIPis enabled, the APX 8000 advertises the soft | P interface address as a host route (with a
prefix length of /32) using the loopback interface. If RIP is not enabled, routers one hop away
from the APX 8000 must have a static route to the soft interface address.

Example of setting the soft IP address

You activate the soft IP interface by entering an IP addressfor { { any- shel f any- sl ot
0} 0}. Thefollowing example shows how to set the soft |P address to 192.168.100.128/24:

adm n> read ip-interface { 0 0 0 }
| P- I NTERFACE/ { { any-shelf any-slot 0} 0} read

adm n> set ip-addr = 192.168.100. 128/ 24

admin> wite
| P- 1 NTERFACE/ { { any-shelf any-slot 0} 0} witten
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Configuring shelf-controller redundancy

When setting up shelf-controller redundancy, you might need to configure the following
profiles:

e Physica interface profiles (such as | P-Interface, Serial, Ethernet, Ether-Info)
e Redundancy profile

Note: Lucent recommends that you modify profiles on the primary controller only. Modified
profiles are sent to the secondary controller.

During profile configuration, thewr i t e and del et e command-line interface commands
check for permission before allowing you to write or delete any profile. Profile writes or
deletes are not allowed on the secondary controller, but you can force implementation of the
commandsiif you usethe - f command option. When you use - f , awarning message alerts
you that a profile written on the secondary might be overwritten by atransfer from the primary
controller.

Physical interface profiles

The profiles of the physical interfaces, such as |P-Interface, Serial, Ethernet, and Ether-Info,
are indexed by each controller’s slot number. The left shelf-controller ot is 41, and the right
shelf-controller slot is 42.

For example, to read the IP Interface profile for the shelf controller in the left controller slot,
enter the following command:

admn> read ip-interface { { 1411} 0}

The APX 8000 has only one shelf, which isidentified asshel f - 1.

Redundancy profile

The Redundancy profile maintains each controller’ s configuration information (context). The
shelf controllers exchange context information during heartbeat communications and use it to
track each other’s status. The context information for each controller is stored as an array and
isidentified as Context[1] or Context[2].

Configuration of the Redundancy profile primarily involves the following subprofiles and
parameters:

*  Primary-Preference is a parameter that allows the user to indicate a preference for electing
acontroller as primary.

« Context isasubprofile that contains context subprofiles for both controllers, Context[1]
and Context[2].

e Context [N] isasubprofile that contains the context information for an individual
controller (Context[1] or Context[2]).

Note: Configuration of the Redundancy profile parameters must be done only on the primary
controller. Profiles written on the secondary controller can be overwritten.

Usether ead and wr i t e command-line interface commands to make Redundancy the
working profile and list the Redundancy profile contents.

2-6
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adm n> read redundancy
REDUNDANCY r ead

adm n> |ist

[i n REDUNDANCY]

context = [ { } {} ]

pri mary-preference = no-preference

The following example shows how you can configure the Primary-Preference parameter to
indicate a preference for the controller in the right shelf-controller slot to be elected primary:

adm n> read redundancy
REDUNDANCY r ead

adm n> set primary-preference = right-controller-preferred

admn> wite
REDUNDANCY written

Note: Primary-Preference settings remain in effect after areboot. For example, if the left
controller is configured with a particul ar setting, after a reboot the left controller till retains
that setting.

The Redundancy-Stats profile contains system-maintained statistical information about each
controller. The statistical information for each controller islocated in Context-Stats[1] or
Context-Staty[2].

The following example shows how you can view the contents of the Redundancy-Stats profile:

adm n> read redundancy-stats
REDUNDANCY- STATS r ead

adm n> |ist

[i n REDUNDANCY- STATS]

context-stats = [ { nonitoring secondary defer-to-running-prinary
no-functi on+

admi n> |ist context 1

[ i n REDUNDANCY- STATS: cont ext -stats[1]]
state = nmonitoring

function = secondary

sel ect-reason = defer-to-running-prinmary
prior-function = no-function

| ast-reboot = crash

fan = { 317834728 }

adm n> |ist context 2

[ i n REDUNDANCY- STATS: cont ext - st at s[ 2] ]
state = nmonitoring

function = primry

sel ect-reason = comruni cati on-1 o0ss
prior-function = no-function

| ast -reboot = crash

fan = { 317838764 }

The Redundancy and Redundancy-Stats profiles are visible through SNMP.

Refer to the APX 8000/MAX TNT/DSLTNT Reference for additional information about the
Redundancy and Redundancy- Stats profiles.
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Switching the primary controller at the command-line interface

You can manually switch primary shelf-controller functionality to the secondary controller by
entering thecommand r edundant - cont r ol | er - swi t ch at the command-lineinterface.
This command causes the primary controller to give up bus (slot card) ownership and allow the
other controller to become primary. The switchover to the secondary controller occur only if
the secondary controller is present. After the busis released, the old primary shelf controller
reboots and assumes the role of secondary controller.

Switchover takes place only if the following conditions are met:
e The secondary controller is present.
e The primary controller currently controlsthe bus.

e The secondary controller requests control of the bus, which isthe normal operating state
of the secondary controller. The secondary controller is ready to automatically gain bus
ownership whenever the primary releases its ownership.

After you usether edundant - contr ol | er - swi t ch command, a prompt appears that
asks for confirmation of your request. To switch primary controller functionality to the
secondary controller without being prompted for confirmation, usethe - f command option, as
follows:

adm n> redundant-control ler-switch -f

When the command is entered on the primary controller, controller functionality is switched to
the secondary controller. When the switchover command is entered on the secondary
controller, no switchover occurs.

If the switchover command is entered on the primary when the secondary is not requesting
control of the bus, no switchover occurs:

adm n> redundant-controller-switch
The rempote controller is not requesting the bus,
it cannot becone PRI MARY!

If the switchover command is entered on the primary controller when only one controller is
present, anotice is displayed:

adm n> redundant-control l er-switch
There is no renpte controller!

Resetting shelf controllers and clearing controller NVRAM

The shelf controllers can be reset from the command line with ther eset command. The
controller’'s NVRAM can be cleared from the command line with the nvr amcommand. The
use of these commands is described in this section.

Refer to the APX 8000/MAX TNT/DSLTNT Reference for additional information onther eset
and nvr amcommand-line interface commands and command options.

Resetting the controllers

Ther eset command resets one or both APX 8000 redundant shelf controllers. When you
reset the unit, it restarts, and all active connections are terminated. All users are logged out, and
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the default security level isreactivated. In addition, a system reset can cause a WAN lineto
temporarily be shut down due to momentary loss of signaling or framing information. After a
reset, the unit runs power-on self-tests (POST).

Ther eset -r command resetsthe secondary controller or both controllers. Ther eset - f
command resets the controller where the command isinvoked. When the primary controller is
reset, the secondary controller automatically takes over control and becomes primary.
Following is an example of what you enter to reset both controllers:

admn> reset -r b

Clearing NVRAM

The nvr amcommand clears NVRAM and resets one or both APX 8000 redundant shelf
controllers.

Thenvram -r command clears NVRAM and resets the secondary controller or both
controllers. The-f, -t , - u, and - c command options apply to the controller where the
command isinvoked. When the nvr amcommand is performed on the primary controller and
NVRAM iscleared and the controller reset, the secondary controller automatically takes over
control and becomes primary.

Enter the following command to clear NVRAM and reset the secondary shelf controller:

adm n> nvramr s

Enter the following command to clear NVRAM and reboot both shelf controllers:

adm n> nvramr b

Obtaining status information about redundant shelf
controllers

You can use the following methods to obtain information about the redundant shelf controllers:

e The command-lineinterface upt i me command indicates the length of time the
controllers have been operational .

e The command-line interface show command provides status information about the
redundant shelf controllers.

*  The Trap profile parameter Secondary-Controller-State-Change-Enabled alows atrap to
be sent to the NavisAccess™ manager whenever the secondary controller goesin or out of
service.

Following are descriptions of these methods.

Viewing controller up time

Theupt i me command reports the length of time the primary controller has been operational.
It also indicates the time elapsed since the secondary controller started communications with
the primary. If a controller reboots or if communication between the two controllersis
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disrupted and then reestablished, the upt i me command reports the time elapsed since the
secondary controller reestablished communications with the primary.

Theupt i me command does not report the version number of code used by the controllers, but
instead reports the primary or secondary status of each controller. The code version is obtained
with thever si on command.

The following example showsthe upt i me command entered on the primary controller. The
- a option displays the up time for all dot cards.

adm n> uptime -a

06: 28: 41

{ shelf-1 slot-3} 8t 1-card 0 days 00:08:53 8.0

{ shelf-1 slot-12 } hdl c2-card 0 days 00:08:53 8.0

{ shelf-1 slot-16 } csnx-card 0 days 00:08:53 8.0

{ shelf-1 slot-19 } hdl c2-card 0 days 00:08:53 8.0

{ shelf-1 slot-23} csnx-card 0 days 00:08:53 8.0

{ shelf-1 slot-32 } hdl c2-card 0 days 00:08:53 8.0

{ shelf-1 slot-34} 4et her 2-card 0 days 00:08:53 8.0

{ shelf-1 left-controller } [...] 0 days 00:40:37 ( SECONDARY )
{ shelf-1 right-controller } [...] 0 days 00:41:21 ( PRI MARY )

The following example showsthe upt i me command entered on the secondary controller:
adm n> uptinme -a

06: 28: 26
{ shelf-1 left-controller } [...] 0 days 00:40:37 ( SECONDARY )
{ shelf-1 right-controller } [...] 0 days 00:41:21 ( PRI MARY )

Viewing controller status

The show command reports the communi cations status of the primary and secondary
controllers and indicates which controller (Ift or right) isthe primary and secondary shelf
controller.

When the show command is entered on either the primary or secondary shelf controller, UP is
reported for the other controller’s status if the current controller is able to communicate with
the other controller. DOWN is displayed if the other controller is present but not communicating
with the current controller. If the other controller is not present, the status of that controller is
reported as ABSENT with theshow - a command.

The following example displays the show command entered on the primary controller, when
theright controller is primary:

adm n> show
Controller { right-controller } ( PRI NMARY ):

{ left-controller ) uP ( SECONDARY )
{ shelf-1 slot-1 0} DOMWN et her 3-card
{ shelf-1 slot-3 0} uP 8t 1-card

{ shelf-1 slot-12 0 } uP hdl c2-card
{ shelf-1 slot-16 0 } uP csnx-card

{ shelf-1 slot-19 0 } uP hdl c2-card
{ shelf-1 slot-23 0} uP csnx-card

{ shelf-1 slot-32 0} uP hdl c2-card
{ shelf-1slot-34 0} UP 4et her 2-card

2-10
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The following exampl e displays the show command entered on the secondary controller when
theright controller is primary:

adm n> show
Controller { left-controller } ( SECONDARY ):
{ right-controller ) uP ( PRI MARY )

Setting up a trap to monitor the secondary controller

In the Trap profile, you can configure the Secondary-Controller-State-Change-Enabled
parameter to send atrap to the NavisA ccess manager whenever the secondary controller goes
in or out of service. When the parameter isset toyes, atrap is sent when the secondary
controller goesin or out of service. When the parameter is set tono, notrap is sent.

Usether ead and| i st commandsto make Trap the working profile and list its contents. Use
theset command to modify the settings in the profile.

The following example shows how to set the parameter to not send a trap to the NavisAccess
manager:

adm n> set secondary-controll er-state-change-enabl ed=no

Clearing the fatal-error history log

Thecl r - hi st ory command clears the fatal-error history log. In systems with redundant
shelf controllers, thecl r - hi st or y command-line interface command is intended only for
use on the primary controller. The fatal-error log cannot be cleared on the secondary controller,
unless you force implementation of the command by using the - f command option.

Whencl r-history -f isusedonthesecondary controller, awarning message appearsto
alert you that the cleared log can till be overwritten during transfer of information from the
primary controller during heartbeat communications.
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Overview of the Thermal profile for fan tray operations

On the APX 8000, an on-board digital temperature chip on the shelf controller and a
temperature device at the intake end of the fan controller are used to measure incoming
ambient air temperature. The APX 8000 fan tray is capable of running at different speeds, and
of adjusting as needed to dissipate system heat or reduce unnecessary fan noise.

You control fan tray operations by configuring the Thermal profile. Following are the relevant
settings, shown with default values:

[in THERMAL]

fantray-l ownoi se-rpm = 2500
operation-nmode = full-speed-only
| owtenperature-trigger = 34

hi gh-tenperature-trigger = 40

al armtenperature-trigger = 55

Parameter Specifies

Fantray-L ownoise-RPM Number of revolutions per minute (RPM) of the fan tray when
the low noise speed has been selected. Valid values range from
2000 to 3000, with a default of 2500.

APX 8000/MAX TNT Physical Interface Configuration Guide 31



Configuring the Thermal Profile for Fan Tray Operations (APX 8000)
Overview of the Thermal profile for fan tray operations

Parameter Specifies

Operation-Mode Mode of operation in which the fan tray runs. When the
parameter issettof ul | - speed- onl y, thefansin the fan
tray operate at full speed at all times. (Thisisthe default mode.)
When set to lownoi se- speed- onl y, the fans operate at the
low noise speed (as specified in the Fantray-L ownoise-RPM
setting) at all times. When the parameter is set to
aut o- r egul at i on mode, the fan speeds are controlled
dynamically on the basis of temperature. In
aut o- r egul at i on mode, the fansrun at low noise speed
when the system starts up. The system monitors the unit
temperature, and when it reaches a high-temperature threshold
(as specified in the High-Temperature-Trigger setting), it
switches the fans to full speed and logs a message. When the
unit temperature falls below the low-temperature threshold (as
specified in the Low-Temperature-Trigger setting), the system
switches the fans back to low noise speed.

Low-Temperature-Trigger ~ Low-temperature threshold setting, from O to 60 degrees
Celsius (32 to 140 degrees Fahrenheit). If thefan tray isin
auto-regulation mode and this threshold is crossed, the system
switches the fans to low noise speed and logs a message. If you
specify a higher value than the High-Temperature-Trigger
setting, the system displays an error message when you attempt
to write the profile.

High-Temperature-Trigger  High-temperature threshold setting, from O to 60 degrees
Celsius (32 to 140 degrees Fahrenheit). If thefan tray isin
auto-regulation mode and this threshold is crossed, the system
switches the fans to full speed and logs a message. If you
specify alower value than the Low-Temperature-Trigger
setting, the system displays an error message when you attempt
to write the profile.

Alarm-Temperature-Trigger Temperature threshold setting, from O to 60 degrees Celsius (32
to 140 degrees Fahrenheit). If this threshold is crossed, the
system generates an Alarm event, the Alarm Relay on the shelf
controller isturned on, and the Alarm status light on the front
panel of the fan tray illuminates.

Example of configuring thermal controls

The commands in the following example show how to configure the fan tray to run the fans at
2500 RPM until the unit reaches a temperature of 37 degrees Celsius (98.6 degrees
Fahrenheit), at which time the system switches the fans to full speed and maintains that setting
until the unit temperature drops below 30 degrees Celsius (86 degrees Fahrenheit). If the
system ever reaches a temperature of 50 degrees Celsius (122 degrees Fahrenheit), the system
triggersalarms.

adm n> read thernal
THERVAL read

adm n> set operation-nbde = auto-regul ation

3-2
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adnmin> wite

THERVAL written

adm n> |ist

[in THERMAL]

fantray-| ownoi se-rpm = 2500
operation-nobde = auto-regul ation
| owtenperature-trigger = 30

hi gh-tenperature-trigger = 37

al armtenperature-trigger = 50

Related log messages

When the fan tray is in auto-regulation mode, the system can generate the following Info log
messages to indicate that the system has switched the fans from low noise to full speed, or vice
versa

LOG info, Shelf 1, Slot 42, Tine: 10:31: 39--
Fantray now running in | ownoi se-node (30 O

LOG info, Shelf 1, Slot 42, Tine: 10: 34:40--
Fantray now running at full speed (37 O

If you modify the fan operation mode setting in the Thermal profile, the system generates an
Info log message such as the following:

LOG info, Shelf 1, Slot 42, Tine: 11:06: 44--
Fantray set to run in Auto-regul ati on node

Thermal alarms

When the temperature of the system reaches the Alarm-temperature-trigger threshold specified
inthe Thermal profile, the system isin an alarm state. When this happens, the following events
occur:

*  The system generates an Error log message such as the following:

LOG error, Shelf 1, Slot 42, Tinme: 11:10:23--
Tenperature Alarmtriggered (50 O

* TheAlarm relay on the shelf controller is enabled. This turns on whatever signal is
connected to the Alarm relay on the shelf controller.

e TheAlarm status light in the fan tray front panel turns ON.

When the temperature falls back 2 degrees Celsius below the Alarm temperature trigger
threshold, the alarm state is cleared and the following events occur:

e The system generates a Warning log message such as the following:

LOG war ni ng, Shelf 1, Slot 42, Tinme: 11:11:33--
Tenmperature Alarmcleared (48 O

e TheAlarm relay onthe shelf controller is disabled.
e TheAlarm status light in the fan tray front panel turns OFF.

The 2-degree temperature cushion retards system response slightly so that the Alarm state is
not triggered repeatedly around a threshol d.
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Thermal status reporting

A power-on self test (POST) isrun on the fan tray of the APX 8000 during the BOOT loader
and during the operational load. If the fan tray POST fails, the POST failure status light
(amber) flashes 10 times and the following log message is generated:

LOG energency, Shelf 1, Slot 42, Tinme: 15:23:57--
post failed, type (10)

In addition, two new commands are supported for displaying information about the fan tray
and the unit’s thermal status. Both commands, along with the automatic fan tray speed
regulation, are available on both shelf controllersin aredundant system.

Fanstatus command

Thef anst at us command displays fan tray status information such as the fan revolutions
per minute (RPM), status (OK or BAD), and the unit’'s ambient temperature. Note that the
current fan mode can be displayed as either full speed or low noise. For example, the following
output shows the fan mode set to full speed with an ambient temperature of 33 degrees Celsius
(91.4 degrees Fahrenheit):

adm n> fanstat us
APX8000 Fantray status

Fantray amnbi ent tenperature: 33 C
Current fan node: Full-speed

Fan # RPM St at us
1 3367 GOOD
2 3214 GOOD
3 3075 GOOD
4 3075 GOoD
5 3214 GOoD
6 3289 GOOD

The following command output shows the fan mode set to low noise with an ambient
temperature of 27 degrees Celsius (80.6 degrees Fahrenheit):

adm n> f anst at us
APX8000 Fantray status

Fantray anbi ent tenperature: 27 C
Current fan node: Low noise

Fan # RPM St at us
1 1992 GOCD
2 2050 GOCD
3 1992 GOCD
4 2020 GOCD
5 2050 GOCD
6 2020 GOCD
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Thermalstatus command

Thet her mal st at us command displays a number of temperature-related values to show
the overall thermal status of the unit. For example, it displays:

e Ambient temperature at fan tray intake.
e Shelf controller temperature.
e High, Low, and Alarm temperature thresholds.

e Slot card temperature for slot cards that support temperature reporting. Currently, no slot
cards support thermal information reporting.

«  Power supply thermal status, and whether the power supplies are in an overheated state.

e Fantray status, including the fan tray operational mode, number of revolutions per minute
at low-noise speed, and current revolutions per minute of each fan.

For example:

adm n> t her nal st at us

System Thermal status

Anbi ent tenperature at intake : 27 C (80 F)
Shel f controller tenperature : 35 C (95 F)
H gh tenperature threshold : 36 C (96 F)
Low t enperature threshol d : 32 C (89 F
Al arm tenperature threshold : 38 C (100 F)
Sl ot cards:

(no slot cards contain thermal information)

Power supply thermal status

Power Supply # Tenp
A XK
B oK
C n/ a
D K

Fantray status
Fan operational node: auto-regulation

Low noi se RPM 2000

Current fan node: Ful | - speed

Fan # RPM St at us
1 3289 GOooD
2 3214 GOooD
3 3075 GooD
4 3143 GOooD
5 3214 GOooD
6 3289 GooD
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Typically, Series56 |1™ and Seriesb6 |11 Digital Modem slot cards do not require any
configuration. Depending on your network, situations might require you to change the way the
modems operate. This chapter describes how to modifiy modem configuration to
accommodate your networking environment. The chapter also provides some guidelines for
use of Hybrid Access (HDLC) cards.

Note: Modem cards are not supported on DSLTNT units, but DSLTNT units support Hybrid
Access cards.

Overview of configuring modem cards

When you make a change to the modem configuration, the change appliesto all the modemsin
the APX 8000 or MAX TNT unit. You configure modems in the Terminal-Server profile.

Table 4-1 lists common tasks you might have to perform to customize modem configurations,
the sections describing those tasks, and the associated parameters.

For complete information about the associated parameters, see the
APX 8000/MAX TNT/DSLTNT Reference.
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Table 4-1. Modem configuration tasks

Description of task

Section

Associated parameters

Some analog modem calls might require
changes to the digital modem’s default
behavior to successfully complete
negotiation.

“ Specifying modem negotiation
settings’ on page 4-2

V42/MNP
Max-Baud-Rate
Modem-Transmit-Level
Cell-Mode-First
Cell-Leve

7-Even

You might need to change the modulation
of Series56 Il and 111 modems from the
default of V.90. For example, in some cases,
V.32 and V.34 modems do not successfully
complete modem training after reception of
the V.8bis tone from the APX 8000 and
MAX TNT unit Series56 Il and Il modems.
Configuring V.34 modulation can help this
problem.

“ Specifying modem modul ation
for Series56 |1 and 111 modem
cards’ on page 4-3

Modem-Mod

You might need to modify the AT answer
strings that the APX 8000 and MAX TNT
unit sendsto its modems. You can do thisby
specifying an extraanswer string in the
command line interfaces.

“Configuring an additional AT
answer string for modem calls’ on

page 4-3

AT-Answer-String

Because the Series56 |1 and |11 dlot cards
can terminate both modem and HDL C calls,
the APX 8000 and MAX TNT unit creates
two call route profiles for each channel on
the card: one for adigital call and onefor a
modem call.

“Seriesb6 |1 and |11 Call-Route
profiles’ on page 4-4

N/A

Specifying modem negotiation settings

Callsfrom analog modems are directed first to the digital modems, where the connection must

be negotiated before being directed to by the terminal -server software. Optionsin the

Terminal-Server > Modem-Configuration subprofile allow you to modify the way the digital

modems negotiate a connection.

To specify changesin how the negotiation occurs:
1 Read the Terminal-Server profileinto the editing buffer:

adm n> read term nal -server
TERM NAL- SERVER r ead
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2  List the parametersin the Modem-Configuration subprofile. For example:
adm n> |ist nodem configuration
v4a2/ mp = will-v42
max- baud-rate = 33600- max- baud

nodemtransmt-level = -13-db-mdmtrn-1evel
cell-node-first = no
cell-level = -18-db-cell-Ievel

7-even = no
3 Modify the parameters as required.

For information about the parameters, see the APX 8000/MAX TNT/DSLTNT Reference.

Specifying modem modulation for Series56 Il and Ill
modem cards

The Modem-Mod parameter in the Terminal-Server profile allows you to specify the modem
modulation that Series56 11 and |11 modems use. The possible settings are K56-Modulation,
V 34-Modulation, and VV90-Modulation (the default).

To support the ITU-T standard V.8bis (Voice Call Ready), a 56K bps modem in the APX 8000
and MAX TNT unit normally sends atone at the beginning of modem training. Thisis
commonly referred to as CRe and is adual tone (1375Hz + 2002Hz) followed by a single tone
at 400Hz with a combined duration of approximately 500ms. Although V.8hisis designed not
to interfere with V.32bis modem negotiation, some V.32 and V.34 modems do not successfully
complete modem training after reception of the V.8bistone.

Note: If you configure the Series56 Il and |1l modems to use V.34 modulation, they never
exceed the speeds used by V.34 modems (33.6K bps), and they do not send the V.8bis tone.

To configure modem modulation for calls coming in to Series56 |1 and 111 modem cards,
proceed asin the following example:

adm n> read term nal -server
TERM NAL- SERVER r ead

adm n> set nmodem confi guration nodem nod = v34-nodul ati on

admn> wite
TERM NAL- SERVER wite

Configuring an additional AT answer string for modem
calls

The AT-Answer-String parameter in the Terminal-Server profile enables you to specify extra
AT commands in the answer string of the system’s modem configuration.

The answer string is the last of four strings that the APX 8000 or MAX TNT sendsto the
modem upon answering a call. Commands entered in this string might overwrite settings
specified elsewhere. For example, if the Max-Baud-Rate parameter sets the maximum baud
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rate and the AT-Answer-String parameter specifies a different baud rate, the answer string
overwrites the configured maximum baud rate.
Following is the relevant parameter, which is shown with its default setting:

[in TERM NAL- SERVER: nodem confi gurati on]

AT-answer-string = ""

The value of this parameter must be valid AT commands, up to 36 characters. Do not begin the
string with AT. An AT is appended to the beginning of this string automatically beforeit is sent
to the modem. Also, do not include an A (answer) or aD (dial) command anywherein the
string. An A command is appended automatically to the end of thisstring, and aD commandin
the answer string causes the call to fail.

Note: Bevery careful when entering AT commands in this parameter. The system does not
prevent you from entering incorrect strings.

The following example sets the AT-Answer-String parameter to S37=11, which causes the
following string to be sent to the modem:

ATS37=11A

When the modem receives this string, it forces aV.32bis 14400 connection.

admi n> read term nal -server
TERM NAL- SERVER r ead

adm n> set nmodem AT-answer-string = S37=11

admin> wite
TERM NAL- SERVER written

Series56 Il and Il Call-Route profiles

When you install a Series56 |1 or Series56 111 slot card, the TAOS unit creates two call route
profiles for each channel on the card. One for adigital data call and one for a modem voice
call. For example:

adnmin >callroute -d

devi ce # source type tg sa phone
1:14:01/0 0 0:00:00/0 voice-call-type 0 O
1:14:01/0 1 0:00:00/0 digital-call-type 0 O
1:14:02/0 0 0:00:00/0 voice-call-type 0 O
1:14:02/0 1 0:00:00/0 digital-call-type 0 O
1:14:03/0 0 0:00:00/0 voice-call-type 0 O
1:14:03/0 1 0:00:00/0 digital-call-type 0 O
1:14: 04/ 0 0 0:00:00/0 voice-call-type 0 O
1:14:04/0 1 0:00:00/0 digital-call-type 0 O
1:14: 05/0 0 0:00:00/0 voice-call-type 0 O
1:14:05/0 1 0:00:00/0 digital-call-type 0 O

Note that in Call-Route profiles, voi ce- cal | -t ype refersonly to amodem call.

4-4
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Preventing Series56 Il and Ill cards from delaying
Frame Relay connections

If the APX 8000 or MAX TNT has a Frame Relay datalink that uses a single nailed channel,
you must install Series56 |1 or Series56 111 dot cards in lower-numbered dlots than the Hybrid
Access (HDLC) dlot cards, or dedicate the Series56 cards to modem processing by deleting the
Digital Call-Type profiles. Otherwise, you are likely to experience delays in establishing
Frame Relay connections. See Chapter 20, “Configuring Call Routing” for more information.

Hybrid Access card implementation

Each ISDN call, and each channel of a nailed session, requires an HDLC channel to process
the HDL C-encapsul ated data received from or destined to a WAN interface. Because the
following cards require HDL C channels, you might need to install a Hybrid Access card in
your unit:

e Eight-port E1 card
e Eight-port T1 card
e T3cad

The Hybrid Acces card is supported onthe DSLTNT. On an APX 8000 or MAX TNT unit,
Seriesh6 |1 and 111 cards also provide up to 48 HDL C channels per card.
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Introduction to Ethernet slot cards

This chapter explains how to install and configure the Ethernet slot cards. For information
about configuring I P routing, see the APX 8000/MAX TNT WAN, Routing, and Tunneling
Configuration Guide.

The following Ethernet slot cards are available for the platforms indicated:

e 10/100Mbps Ethernet-2 card with three 10Mbps ports and one 100M bps
port—APX 8000, MAX TNT and DSLTNT units

e 10/100Mbps Ethernet-3 card with a single 100M bps port—APX 8000 and MAX TNT
units

e 10/100Mbps Ethernet 3-ND (no dongle) card with four full-duplex 10/100Mbps
ports—APX 8000, MAX TNT and DSLTNT units

Full-duplex 10/200Mbps Ethernet-2 slot card

The Ethernet-2 card has three 10BaseT ports and one full-duplex 100BaseT port. If you are
replacing an older Ethernet card with the new Ethernet-2 card, you must create new Ethernet
profiles for the Ethernet-2 card. For details, see “Upgrading to the Ethernet-2 and Ethernet-3
slot cards’ on page 5-2.

Full-duplex 10/200Mbps Ethernet-3 slot card

The Ethernet-3 slot card has one full-duplex 10/100M bps port that is designed to have a high
packet-per-second throughput to support Voice over IP (Vol P). The Ethernet-3 card autosenses
10Mbps or 100M bps but does not support autonegotiation, in which Ethernet devices negotiate
a common speed and duplex mode.
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Full-duplex 10/100Mbps Ethernet 3-ND (no dongle) slot card

The Ethernet 3-ND (no dongle) slot card is an enhancement of the Ethernet 3 slot card. The
Ethernet 3-ND slot card for APX 8000/MAX TNT units has four full-duplex 10/100Mbps
Ethernet ports and has a high packet-per-second throughput to support voice over IP (VoIP).
An Ethernet 3-ND card supports autonegotiation, in which Ethernet devices exchange
information and agree on a communication mode. For example, some communication options
are 10Mbps or 100Mbps, full or half duplex. Because of the autonegotiation feature on the
Ethernet 3-ND card, profiles and commands are dightly different than for the Ethernet-2 and
Ethernet-3 cards. These differences are described in “ Configuring an Ethernet 3-ND slot card”
on page 5-4.

The peak rate of asingle Ethernet 3-ND card port is 100,000 packets per second. To obtain
performance in excess of 100,000 packets per second, at |east two Ethernet 3-ND ports must be
used simultaneously.

The maximum performance of the Ethernet 3-ND card is 120,000 packets per second (64-byte
packets). Thisisthe maximum combined rate of all four ports.

Upgrading to the Ethernet-2 and Ethernet-3 slot cards

To upgrade from an existing 10Mbps or 10/100Mbps Ethernet card to an Ethernet-2,
Ethernet-3, or Ethernet 3-ND dot card, proceed as follows:

1 Remove the existing Ethernet slot card.

2 Enter the Slot command with the - r option to remove the existing Ethernet profiles. For
example, if the Ethernet card wasin slot 1:

adm n> slot -r 1
slot 1 renpved
3 Install the Ethernet-2, Ethernet-3, or Ethernet 3-ND dlot card.

4 Configure Ethernet profiles for the new card as explained in the following sections of this
chapter.

Ethernet configuration basics

The Ethernet slot cards provide multiport Ethernet routing capabilities. The configuration of
each port on an Ethernet dot card isidentical to the configuration of the Ethernet port on the
shelf controller. (For complete information about configuring the Ethernet ports for routing,
see the APX 8000/MAX TNT WAN, Routing, and Tunneling Configuration Guide.)

Note: All TAOS units have an Ethernet port on the shelf controller. This Ethernet port is
designed for out-of-band management and light traffic loads. It is not intended to be the
primary Ethernet interface for the system. If your TAOS unit will be routing heavy Ethernet
traffic, use an Ethernet card.

A TAOS unit creates the following profiles when it detects an Ethernet port:
e Ethernet profile

e |P-Interface profile
e SNMP profiles (Admin-State and a Device-State profile)

52

APX 8000/MAX TNT Physical Interface Configuration Guide



Configuring Ethernet Cards
Configuring duplex mode on the 100Mbps Ethernet port

For an explanation of SNMP profiles, see the APX 8000/MAX TNT Administration Guide.

Ethernet profile

TAOS creates a default Ethernet profile for each Ethernet port it detects, including the shelf
controller. The Ethernet profile specifies the link-layer configuration for the port.

For example, with an Ethernet-2 card installed in dot 4, the Dir command displays a screen
similar to the following:

admi n> dir et hernet

08/ 06/ 1998 17:03: 48
08/ 06/ 1998 17:11: 46
08/ 06/ 1998 17:11: 46
08/ 06/ 1998 17:11: 46
08/ 06/ 1998 17:11: 46

shelf-1 controller 1}
shelf-1 slot-4 1}
shelf-1 slot-4 2}
shelf-1 slot-4 3}
shelf-1 slot-4 4}

o1 o1 o1 01 Ol
e e e e e

If the 10/100Mbps Ethernet-2 card is installed, the 100Mbps Ethernet port is displayed as
port 4.

IP-Interface profile

TAOS creates adefault | P-Interface profile for each Ethernet port it detects, including the shelf
controller. You can create multiple | P interfaces for each physical Ethernet port, but the default
I P-Interface profile must have an | P address, or the other | P-Interface profilesfor the same port
will not function. For information about configuring I1P-Interface profiles, see the

APX 8000/MAX TNT WAN, Routing, and Tunneling Configuration Guide.

Configuring duplex mode on the 100Mbps Ethernet
port

The Duplex-Mode parameter in the Ethernet profile allows you to set the physical Ethernet
interface of the 100BaseT port on the Ethernet-2, Ethernet-3, or Ethernet 3-ND card to
full-duplex or half-duplex mode. Full-duplex mode (the default) provides increased
throughput, but half-duplex mode enables the unit to operate with older equipment that does
not support full duplex.

The commands in the following example set the port to half-duplex mode:

adm n> read ethernet { 1 7 4}
ETHERNET/{ shelf-1 slot-7 4 } read

admi n> |ist

[in ETHERNET/{ shelf-1 slot-7 4 }]
interface-address* = { shelf-1 slot-7 4}
l'i nk-state-enabled = no

enabl ed = yes

ether-if-type = utp

bri dgi ng- enabl ed = no

filter-name =

dupl ex-mode = ful | - dupl ex
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adm n> set dupl ex-node = hal f

admin> wite
ETHERNET/{ shelf-1 slot-7 4 } witten

Configuring an Ethernet 3-ND slot card

With minor differences, you configure the Ethernet 3-ND card the same way you configure an
Ethernet 2 or Ethernet 3 dot card. This section describes the differences. For information about
configuring Ethernet ports, see the MAX TNT Hardware I nstallation Guide. For information
about configuring I P interfaces, see the APX 8000/MAX TNT WAN, Routing, and Tunneling
Configuration Guide.

Note: The Ethernet 3-ND slot card uses the load type enet 3nd. For example:

| oad enet3nd net 172.20.32.92 tntenet3nd.ffs

IP-Interface, Ether-Info, and Ethernet profiles

When an APX 8000/MAX TNT unit first detects the presence of an Ethernet 3-ND card, it
creates default Ether-Info and Ethernet profiles for each of the four Ethernet ports. These
profiles are identical to the profilesthe APX 8000/MAX TNT creates for both the Ethernet 2
and Ethernet 3 cards.

The port number (the third number enclosed in brackets in the profile'sindex) must be 1, 2, 3,
or 4. For example:

adm n> read | P-I NTERFACE {{1 6 1} 0}
adm n> read | P-I NTERFACE {{1 6 1} 0}
adm n> read ETHER-INFO {1 6 1}

adm n> read ETHER-INFO {1 6 4}

adm n> read ETHERNET {1 6 1}

adm n> read ETHERNET {1 6 4}

Autonegotiation

You enable and disable autonegotiation in the Ethernet profile. When autonegotiation is
enabled, the Ethernet port automatically sets its speed and duplex mode by using the
autonegotiation protocol. When autonegotiation is disabled, the Ethernet port is configured by
using the Duplex-Mode and Media-Speed-Mbit parametersin the Ethernet profile. The
following example shows an Ethernet profile with autonegotiation disabled:

admin> read ethernet {1 15 1}
ETHERNET/{ shelf-1 slot-15 1 }

[{in ETHERNET/ { shelf-1 slot-15 1 }]
interface-address* = { shelf-1 slot-15 1}
|'i nk-state-enabled = no

enabl ed = yes

fill-1 =0
ether-=if-type = utp
fill-2 =0

bri dgi ng-enabl ed = no

54
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filter-name =
dupl ex-mode = ful | - dupl ex
medi a- speed-nbit = 100nb
aut o-negotiate = no

Show command

The Show command displays the following name for the Ethernet 3-ND slot card:

et her 3nd-card

For example:

adm n> show

Shel f 1 ( standal one):

{ shelf-1 slot-5 0 } UP ether3nd-card
adm n>

Fsck and Dircode commands

The Fsck and Dircode commands display the following load name for the Ethernet 3-ND slot
card:

et her 3nd-card

For example:

admin> fsck 1
ffs check in progress for card 1...
Dir 1 not in use

Dir 2 has magic, version 2, size 16, sequence 0x10
Using dir entry: 2, total data bl ocks: 0x40, directory size: 16

shel f controller: (0xfe)

reg good 1042168 (0x0fe6f8) may 8 10: 26
8htl -card: (0x20)

reg good 563696 (0x0899f0) nmay 8 10: 26
et her 3nd- card: (0x20)

reg good 563696 (0x0899f0) May 8 10: 28
flash card 1 fsck: good.

admi n>

adm n> di rcode

flash card code directory:

Card 1, format version 2, directory size 16, capacity 8WVB
shel f-control l er reg good 1234085 Cct 29 13:10 9. 0b0eO
8tl-card reg good 210403 Cct 29 13:10 9. 0beO

4ether-card reg good 183802 Cct 29 13:10 9. 0beO

hdl c-card reg good 591336 Cct 29 13:10 9. 0beO

et her3nd-card reg good 161840 Cct 29 15:12 9. 0beO

adm n>
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Introduction to MultiDSP

The MultiDSP card is a highly versatile, digital signal processor (DSP) slot card for
MAX TNT and APX 8000 units.

The following services are supported by the MultiDSP card:

« Data(digital, analog)

e V.110 rate adaption standard for ISDN

»  Persona Handyphone System (PHS), supporting PHS Internet Access Forum Standards
(PIAFS) 1.0,2.0,2.1

* Voiceover IP (VolP), including real-time fax functionality (MAX TNT only)

The MultiDSP support provided by a particular MultiDSP card or MAX TNT and APX 8000
unit depends on the following factors:

e Thetype of MultiDSP card(s) installed in the unit
«  Softwarelicenses (hash codes) currently downloaded on the unit shelf controller

e MultiDSP card use constraints (See “ Card configuration constraints’ on page 6-3 for
details.)

Analog modem serviceis, by default, always enabled. Each additional MultiDSP service has a
software license (hash code) that must be downloaded to the unit shelf controller for the
particular service to be enabled onaMAX TNT or APX 8000 unit. The hash codes enable
different types of callsto be serviced by the same DSP port on the card.

The MultiDSP services currently enabled (licensed) on MAX TNT and APX 8000 units can be
viewed in the Base profile. For details, see the" Configuring a MultiDSP card” on page 6-6.

MAX TNT and APX 8000 units support two types of MultiDSP cards—a 48-port card and a
96-port card. Each MultiDSP card type supports slightly different services. Following are
descriptions of each card.
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48-port MultiDSP card

The 48-port MultiDSP card supports up to 48 ports of service.

Note: In MAX TNT and APX 8000 profiles and parameters, the 48-port MultiDSP card is
identified as madd or madd-card.

For aMAX TNT or APX 8000 unit with a 48-port MultiDSP card, L ucent recommends that
you limit the number of enabled MultiDSP services to two. Voice over IP (VolP) is currently
supported on the MAX TNT only.

When two services are supported by the card, one service must be data and the other can be
V.110 PHS or VoIP. The following possible configurations are supported by the 48-port card:

« Data(analog and/or digital) service only
e V.110 service only

e PHSserviceonly

e VolPserviceonly (MAX TNT only)

e Dataand V.110 services

e Dataand PHS services

e Dataand VoIP services (MAX TNT only)

Downloaded software licenses (hash codes) determine which MultiDSP services are supported
by a particular unit and 48-port MultiDSP card. For example, if aunit islicensed to run both
data and Vol P, the ports on each installed 48-port MultiDSP card can handle data and/or Vol P
cals.

96-port MultiDSP card

The 96-port MultiDSP card supports up to 96 ports of service.

Note: In MAX TNT and APX 8000 profiles and parameters, the 96-port MultiDSP card is
identified as madd2-card.

A MAX TNT or APX 8000 unit with a 96-port MultiDSP card installed can have software
licenses for up to two of the following MultiDSP services: data and V.110. The following
possible configurations are supported by the 96-port card:

« Data(analog and/or digital) service only
e V.110 service only
+ Dataand V.110 services

Downloaded software licenses (hash codes) determine which MultiDSP services are supported
by a particular unit and 96-port MultiDSP card. For example, if aunit islicensed to run both
dataand V.110, the ports on each installed 96-port MultiDSP card can handle data and/or V.110
cals.

6-2

APX 8000/MAX TNT Physical Interface Configuration Guide



Configuring MultiDSP Cards
Supported MultiDSP services

Card configuration constraints

The following constraints affect the mixing of slot cardsin MAX TNT and APX 8000 units.

Using 48-port and 96-port MultiDSP cards

You cannot mix 48-port and 96-port MultiDSP cards in the same MAX TNT or APX 8000
unit. However, you can use multiple 48-port or multiple 96-port MultiDSP in the same unit.

Using Series56 cards with MultiDSP cards

The single-dot Series56 11 card and the single-slot Series56 |11 card can be used with a
MultiDSP card in the sasme MAX TNT or APX 8000 unit. The dual-slot Series56 modem card
cannot be used in aMAX TNT unit that has a MultiDSP card installed.

Supported MultiDSP services

Data

V.110

The following sections describe the services (applications) supported by the MultiDSP card.
See “Configuring aMultiDSP card” on page 6-6 for information on configuring these services
inaunit.

The MultiDSP card supports calls made through anal og modems that comply with standards
such as V.90, and digita calls made through the High-Level Data Link Control (HDLC)
protocol. Digital calls can come from an ISDN Primary Rate Interface (PRI) line, a Signaling
System 7 (SS7) network, or an E1 line with R2 signaling.

Although analog modem serviceis enabled by default, additional software licenses might be
reguired to support digital calls that use particular signaling schemes or protocols. For
example, a software license is required to support the R2 call setup signaling protocol. Also,
software licenses are required to support the Ascend SS7 Gateway Control Protocol (ASGCP)
and the IP Device Control (IPDC) protocol, which are the call setup intermachine trunk (IMT)
protocols for SS7.

For information about configuring a unit for specific types of digital calls, refer to subsequent
chaptersin this guide and to the configuration guides listed under “Documentation set” on

page xxi.

V.110 is arate adaption standard that allows telephones using the digital cellular Global
System for Mobile Communication (GSM) to connect to an ISDN network.

The V.110 serviceis supported by both the 48-port and 96-port MultiDSP card and requires a
V.110 software license. V.110 support also requires a software license for the associated digital
signaling scheme, which can be PRI, R2, ASGCP IMT/SS7, or IPDC IMT/SS7.
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PHS

V.110 features supported by the MultiDSP card include the following:

«  Asynchronous, answer-mode only (answer, but no call out), with 1 start bit, 8 data bits,
and 1 stop hit.

« Rate-adaptive mode. Supported rates are 2400bps, 4800bps, 9600bps (default), 19200bps
and 38400bps.

The Personal Handyphone System (PHS) provides mobile tel ephone access to userslocated in
Japan and other Asian countries. PHS provides data communication services at bandwidths up
to 64K bps and offers voice communication services.

The MultiDSP card supports the following data PIAFS standards:

e PIAFS 1.0: Fixed data rate of 32Kbps.

* PIAFS 2.0: Fixed datarate of either 32Kbps or 64K bps for the duration of a call.

 PIAFS2.1: Datarate that can dynamically switch between 32K bps and 64K bps during a
call, depending on the available wireless bandwidth.

A PHS software license is required to support PIAFS 1.0 and 2.0 functionalities. The license
supports fixed data rates of 32Kbps or 64Kbps. The datarate used by the unit is determined by
the rate from the PRI line. PHS service is currently available only with Japan PRI signaling.

To support PIAFS 2.1 functionality, two software licenses are required—theinitial PHS
software license for PIAFS 1.0 and PIAFS 2.0, and a separate PHS PIAFS 2.1 software
license. The two licenses are also available bundled into one license package.

Voice over IP (VoIP)

VolIPis aservice that offers voice telephony across | P network infrastructures. The MultiDSP
Vol P implementation relies on the MultiVoice Gateway to connect callsto public and private
packet networks. The MulitDSP card's Vol P implementation supports the International
Telecommunication Union Telecommunication Standardization Sector (ITU-T) standard for
H.323 signaling and messaging.

Vol P features supported by the MultiDSP card include the following:

e |ITU-T H.323 signaling and messaging.

e Voice compression and packetization.

e Connection of each port to asingle DSO (voice calls).

e Cut-through of progress tone signals from the distant Public Switched Telephone Network
(PSTN).

e Encoding schemes G.711 A-law, G.711 p-law, G.723.1, G.728, G.729, and RT-24 (a codec
(coder/decoder) developed by Lucent).

«  Silence suppression and detection for G.729, configured through aMAX TNT unit’s Vol P
profile. Silence suppression is automatically enabled for G.723.1.

e Real-timefax (T.38 fax).
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A Vol P software license is required for MultiDSP support of the Vol P service. An additional
software licenseis required for support of real-time fax functionality.

Vol P functionalities, including real-time fax, are configured through the MAX TNT Vol P
profile.

For details about Vol P and MultiVoice configuration, refer to the MultiVbice for MAX TNT
Configuration Guide. In addition, see “Configuring a MultiDSP card” on page 6-6.

Obtaining status information about a MultiDSP card

Information can be displayed about all installed cards or only an installed MultiDSP card.

Displaying information about all installed cards

The show command displays the following information about currently installed slot cards,
including the MultiDSP card:

e Location of al installed cards by shelf number, slot number, and item or port number,
including the MultiDSP card

»  Statusof each card (for example, if the card is Up or Down)
e Typeof cardscurrently installed

Note: The 48-port MultiDSP card is displayed with the name madd or madd-card. The
96-port MultiDSP card is displayed with the name madd2-card.

Use the show command to confirm that the MultiDSP card is listed as one of the installed
cardsand isshown installed in the correct slot. For example, inaMAX TNT unit the command
displays the following information if the unit has only one shelf (shelf 1) and a 96-port
MultiDSP card isinstalled in slot 3:

adm n> show
Shel f 1 ( standal one ):
{ shelf-1 slot-3 0} uP madd2- card

Displaying information about an installed MultiDSP card

Use the show command with the MultiDSP card shelf number and slot number to display the
following information about a particular installed MultiDSP card:

e The card’s ports by shelf number, slot number, and port number
e Status of each port (for example, whether the port is Up or Down)
*  The port service type (for example, modem)

Enter the show command, aong with the shelf number and port number, to confirm that all
MultiDSP card ports are shown in the listing.

Note: For the 96-port MultiDSP card, the show shel f sl ot command displays

96 modems (ports). For the 48-port card, only the odd-numbered modems (1, 3, ..., 95) are
active. Themodem - a command verifiesthat only 48 modems are available on the 48-port
card.
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For example, enter the following command to display information about a 96-port MultiDSP
card (identified as madd2-card) installed in shelf 1, slot 10 of aMAX TNT unit:

adm n> show 1 10

{ shelf-1 slot-10 0 } uP madd2- car d:

{ shelf-1 slot-10 1 } uP nmadd- nrodem 1
{ shelf-1 slot-10 2 } uP madd- nrodem 2
{ shelf-1 slot-10 3 } uP madd- nrodem 3
{ shelf-1 slot-10 96 } uP madd- nrodem 96

Verifying that installed software and software versions are correct

Thedi r code command displays descriptions and version numbers of all software currently
installed on the unit’s flash memory card.

Usethedi r code command to verify that the software version numbers for the system (shelf
controller) and MultiDSP card (shown as madd-card) are correct.

The following example shows the installed software versions for aMAX TNT system (shelf
controller) and 48-port MultiDSP card:
admi n> di rcode

Fl ash card code directory:
Card 1, directory size 16

shel f-controller 1838073 Thu Jan 6 19:15:52 2000 Version 8.0.0
madd- car d 1336282 Thu Jan 6 19:16:00 2000 Version 8.0.0

Configuring a MultiDSP card

When aunit detects the presence of a card in one of its slots, the unit creates default profiles
appropriate for that type of card. Some default profiles might need to be reconfigured when a
new card isinstalled in aslot.

Minimal configuration is required to set up MultiDSP services on a unit. Licensed MultiDSP
services are automatically enabled. Depending on the type of MultiDSP card installed, 48 or 96
default call routes are created for each enabled service when the card is installed.

Configuration might be required for implementing Vol P MultiVoice functionality. Vol P
MultiVoice configuration is described in the MultiVoice for MAX TNT Configuration Guide.

MultiDSP configuration includes the following tasks:

«  Veifying that the correct software licenses are loaded on the MAX TNT or APX 8000
unit and that the desired MultiDSP services are enabled. The Base profile provides this
information.

«  Confirming that the call routes are correct for the desired MultiDSP services. The
Call-Route profile controls call routing in the unit. The unit automatically generates call
routes for modem calls and licensed services when aMultiDSP card is installed or when
thesl ot -r andsl ot - u commands are issued.
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«  Veifying that al other configurations associated with the MultiDSP services have been
performed. For example, for Vol P MultiDSP support, all required configurations for Vol P,
real-time fax (optional), and other desired MultiVoice features must also be performed.

e Adding support for an additional MultiDSP service, if necessary.

Verifying that MultiDSP services are enabled

The Base profile is aread-only, system-wide profile that displays enabled features, network
interfaces, and system information. Included in the Base profile are the MultiDSP services.
The Base profile indicates which MultiDSP services are currently enabled (licensed). Because
the MultiDSP modem function does not require a software license, no modem-related
parameter appears in the Base profile.

Display the Base Profile to verify that desired services are licensed on the unit. Use the get
base command to view the profile.

The following Base profile parameters relevant to the MultiDSP card. Verify that the
appropriate services are supported for your MultiDSP applications.

Base profile parameter Valueif supported

Data-Call-Enabled Yesif the unit supports data calls over ISDN (digital) lines.
The parameter is also used by Series56 and Hybrid Access
(HDLC) cards.

R2-Signaling-Enabled Yes for R2 signaling support.

SS7-ASG Yesfor ASGCP SS7 IMT signaling support.

XCOM-SS7 Yesfor IPDC SS7 IMT signaling support.

V110-Enabled Enabled if V.110 softwareis licensed on the unit.
PHS-Support Yesif Personal Handyphone System PIAFS 1.0, PIAFS 2.0

support is licensed on the unit. For PIAFS 2.1 support, the
PHS-2-1-Support parameter must also be enabled by a
software license.

PHS-2-1-Support Yesif PIAFS 2.1 support islicensed on the unit. The
PHS-Support parameter must also be enabled by a software
license. (The two PHS licenses are also available bundled
into one package.)

Vol P-Enabled Yesif Vol P is enabled by a software license.

RTFax-Enabled Yesif real-time fax (T.38) is licensed. For real-time fax
support, the Vol P-Enabled parameter must a so be enabled
by a separate software license.

The following example shows relevant Base profile parameters and values for a unit installed
with a48-port MultiDSP card that supports modem calls, digital HDL C calls, and PHS PIAFS
1.0 and PIAFS 2.0 calls (but not PIAFS 2.1 calls):

adm n> get base
dat a- cal | -enabl ed = yes

phs-2-1-support = no
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phs-support = yes
voi p-enabl ed = no
v110- enabl ed = di sabl ed

rtfax-enabled = no

Verifying call routes for MultiDSP services

You can verify call routes for enabled MultiDSP services by viewing the Call-Route profiles
and the call route entries. Procedures for viewing the Call-Route profiles and entries are
described in this section.

Viewing the Call-Route profile and its Call-Route-Type parameter

When a 48-port or 96-port MultiDSP card isinitially detected by the unit, the unit creates
Call-Route profiles for each MultiDSP service—modem, digital, PHS, Vol P or V.110.

Usethedi r cal | - r command to display the Call Route profiles. The following example
displays Call Route profiles for a 48-port card (indicated by madd) installed in slot 5 of a
MAX TNT unit:

adm n> show

Shel f 1 ( standal one ):

{ shelf-1 slot-5 0} uP madd- card
admin> dir call-r

30 12/07/1999 10: 22: 12 {{{shelf-1 any-slot 0} 0} 0}
33 12/10/1999 18:25:32 {{{shelf-1 slot-5 0} 0} 0}
33 12/10/1999 18:25:32 {{{shelf-1 slot-5 0} 0} 1}
33 12/10/1999 18:25:32 {{{shelf-1 slot-5 0} 0} 2}
33 12/10/1999 18:25:32 {{{shelf-1 slot-5 0} 0} 3}
33 12/10/1999 18:25:32 {{{shelf-1 slot-5 0} 0} 4}

Thefirst entry isthe system default. The other profiles are for each of the MultiDSP services.
You can edit the profile list to include only currently enabled MultiDSP services.

Each profile contains an index that uses the following format:

{{{shelf slot port} logical-itent entry}

The system index is the following:
{{{shelf-1 any-slot 0} 0} O0}.

Each MultiDSP service hasaunique ent r y field number. The following table displaysthe
ent ry number associated with each MultiDSP service type:

Call-Route profile Associated MultiDSP servicetype
ent ry field number

0 Analog modem
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Call-Route profile Associated MultiDSP servicetype
ent ry field number
Digital
2 PHS
3 VolP
4 V.110

The following example shows a Call-Route profile for the VoIP service (ent ry is3) ona
48-port MultiDSP card installed in slot 5:

33 12/10/1999 18:25:32 {{{shelf-1 slot-5 0} 0} 3}

About the Call-Route-Type parameter

Each Call-Route profile contains the Call-Route-Type parameters specific to that profile. The
Call-Route parameters might require configuration.

One Call-Route parameter, Call-Route-Type, specifies the type of call that the MAX TNT can
route to a host device. The following Call-Route-Type values apply to MultiDSP services.

Call-Route-Type values for Description
MultiDSP services

Voice-Call-Type Call type for analog mode calls. The unit can route voice
bearer calls, excluding 3.1KHz audio calls, to a host
device.

Digital-Call-Type Call typefor digital calls. The unit can route digital calls,
including 3.1KHz audio bearer channels, to a host device.

PHS-Call-Type Call typefor PHS calls.

VOIP-Call-Type Call typefor Vol P calls. VoI P calls can be routed to a host
device that accepts Vol P calls.

V110-Call-Type Call typefor V.110 calls. Digital calls recognized as

containing V.110 rate-adapted bearer channels can be
routed to a host device.

Usetheread call -route andl i st commandsto view a specific profile’s parameters.
To identify the specific profile, you must include the profile'sindex. The following example
shows Call Route parameters for the profile that coversthe V.110 service (ent ry field is 4),
for aunit with aMultiDSP card in slot 5:

admn> read call-route { { { shelf-1slot-501} 0} 4}
CALL-ROUTE/{ { { shelf-1 slot-5 0} 0} 4}

admi n> |ist

[in CALL-ROUTE/ { { { shelf-1 slot-5 } 0 4 }]
index* = { { { shelf-1slot-501} 0} 4}
trunk-group = 0
phone- nunber =
preferred-source = { { any-shelf any-slot 0 } 0}
call-route-type = v110-cal |l -type

“ow
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Viewing call-routing database entries

Unlike the Call Route profiles, entriesin a call-routing database are created for the analog
modem service, digital service, and for each licensed MultiDSP service.

When acard comes up, the MAX TNT or APX 8000 unit creates a call-routing database. The
number of database entries created per service depend on the following:

e Type (48-port or 96-port) of MultiDSP card being used.

«  Enabled MultiDSP services. (Analog modem service is aways enabled.)

A call route entry is created for each available port and each enabled service. To view the
entries in the call-routing database, usethe cal | r out e - a command.

Note: For the 48-port MultiDSP card, only the 48 odd-numbered ports are available (port 1,
3,5 ..., 95).

For example, if a48-port MultiDSP card isinstalled in slot 5 of the MAX TNT and the
supported MultiDSP services are data (analog modem and digital) and PHS, 48 call route
entries are created for analog modem service, 48 call route entries are created for digital
service, and 48 call route entries are created for PHS service:

admn> callroute -a

1:05:01/0 0 0:00:00/0 voice-call-type 00
1: 05:03/0 0 0:00:00/0 voice-call-type 00
1:05:95/0 0 0:00:00/0 voice-call-type 00
1:05:01/0 1 0:00:00/0 digital-call-type 00
1:05:03/0 1 0:00:00/0 digital-call-type 00

1: 05:95/0 :00:00/0 digital-call-type 00
1:05:01/0 :00: 00/ 0 phs-call-type 00
1:05:03/0 2 0:00:00/0 phs-call-type 0

N -
o o
o

1:05:95/0 2 0:00:00/0 phs-call-type 00

Verifying that configurations are correct for related services

Each MultiDSP service might require additional configuration for setting up that service on the
unit. For additional information and procedures, see the configuration guides listed under
“Documentation set” on page xxi and the latest release note.

Adding an additional MultiDSP service

To enable an additional MultiDSP service, you must perform the following steps:

1 Theunit must have the proper software license for the desired service. For further
information about adding MultiDSP software licenses, contact your Lucent Sales
Representative.

2 Oncethe unit islicensed for the new service, delete the existing profiles for MultiDSP
cardsinstalled in the unit, and bring up the current profiles (that now include the new
license).
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For example, if you want to delete the profiles and then bring up the current profilesfor a
card installed in dot 5, enter the following commands:

admn> slot -r 1 5
adm n> slot -u

When the MultiDSP cards are brought up, the unit creates new profiles and call route entries
for each service, including the new service.
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Introduction

A peripheral control and timing facilities interface (PCTFI) card connects atime slot
interchanger (TSI) in a 5ESS SM-2000 switch withaMAX TNT or APX 8000 unit. The
PCTFI eliminates separate T1 (or E1) digital trunk interfacesin the switch, providing higher
speed and broader connectivity between the 5ESS switch and MAX TNT or APX 8000
devices. In addition, the PCTFI card enables switching facilities to use less hardware and
cabling, making installation, configuration, and maintenance easier.

Theimpact of PCTFI implementation isillustrated in Figure 7-1.
Figure 7-1. Sample PCTFI implementation
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With PCTFI Card

Carrier
services

MAX TNT/APX

SM-2000 links
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The PCTFI slot card provides an interface to access and transport products that share a
common architecture. Other basic capabilities include;

e 28T1or 21 E1 tributaries per link
« Direct connection to the time slot interchanger (TSI) of the 5ESS SM-2000 switch
e PCTFI link redundancy by means of switch-over from the 5ESS SM-2000 switch

PCTFI profiles

Table 7-1 lists the profiles that are created when a PCTFI slot card isinstalled and configured
inaMAX TNT or APX 8000.

Table 7-1. Profiles associated with the PCTFI slot card

Profile Description

PCTFI Contains the parameters that are specific to the PCTFI slot card.
PCTFI-Stat Displays the status of the physical interface.

T1-Stat Displays the status of the virtual tributary interface for each

individua line. If the TAOS device is supporting T1 connections, 28
T1-Stat profiles are created. If it is supporting E1 connections, 21
status profiles are created (also identified as T1-STAT).

Call-Route Contains standard line-card call routing parameters.

On MAX TNT or APX 8000 units that support T1, 28 T1 profiles are created and associated
with the shelf and slot position of the PCTFI card.

On MAX TNT or APX 8000 units that support E1, 21 E1 profiles are created and associated
with the shelf and slot position of the PCTFI card.

The PCTFI profile

The following example shows the PCTFI profile with default parameter values for a PCTFI
cardingtalled in dot 5:

adm n> read pctfi {1 5 0}

PCTFI/{ shelf-1 slot-5 0} read

adm n> |ist

[in PCTFI/{ shelf-1 slot-5 0 }]

nane = ""

physi cal -address* = { shelf-1 slot-5 0 }
enabl ed = no

i nterface-version
trace-id-0 = 0
trace-id-1 =1
node = t1

pelts
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The PCTFI-Stat profile

The following example shows the PCTFI-Stat profile with default parameter values for a
PCTFI card installed in slot 5. The PCTFI interface and its associated T1 (or E1) lines are not
enabled.

adm n> read pctfi-stat {1 5 0}

PCTFI - STAT/{ shelf-1 slot-5 0 } read

admi n> |ist

[in PCTFI - STAT/{ shelf-1 slot-5 0 }]

physi cal -address* = { shelf-1 slot-5 0 }

I i nk-0-status = unavail abl e

I ink-1-status = unavail abl e

side-select = side-1

virtual -ds1-line-status = [ { unused non-cas } { unused non-cas
} { unused non-+

T1-Stat profiles

The following example shows the default values for the second of 28 T1-Stat profiles that are
created to reflect the operation of the 28 virtual T1 lines associated with each PCTFI interface.
This example displays operational status for aPCTFI card installed in slot 5.

adm n> get tl-stat {1 5 2}

[in T1-STAT/{ shelf-1 slot-5 2 }]

physi cal -address* = { shelf-1 slot-5 2 }

line-state = active

channel -state = [ idle idle idle idle idle idle idle idle idle
idle idle idle i+

error-count =[ 000000000000000000000O0O00O0]]
| oss-of -carrier = Fal se

| oss-of -sync = Fal se

ai s-receive = Fal se

yel | owreceive = Fal se

ber-receive = Fal se

carrier-established = Fal se

net wor k- | oopback = Fal se

The Call-Route profile

Aswith any other line slot card, a standard Call-Route profileis created for each PCTFI dlot
card. Thefollowing example shows default Call-Route profile valuesfor acard installed in ot
5.

adm n> read call-route {{{1 5 0}0}0}
CALL-ROUTE/{ { { shelf-1 slot-5 0} 0} 0} read
adm n> |ist

[in CALL-RQUTE/{ { { shelf-1 slot-5 0
index* ={ { { shelf-1slot-501} 0}
trunk-group = 0

phone- nunber = ""

preferred-source = { { any-shelf any-slot 0} 0}
call-route-type = trunk-call-type

} 0} 01}]
0}
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PCTFI configuration

Table 7-2 lists common tasks you perform when you configure a PCTFI slot card. The table
includes a brief description of each task and lists the parameters you will use.

Table 7-2. PCTFI configuration tasks

Task Description of task Associated parameter settings
“Configuring the PCTFI The PCTFI physical link must be PCTFI { shelf# slot# O}
link” on page 7-4. enabled, and the Trace-id values must Name (An assigned name is entered to

be set to match the settingsin the 5ESS | identify the slot card.)
RC/V terminal view (9.24). A name Enabled (Must be set to yes to enable
can also be assigned to the link during | the slot card.)

configuration. Trace-1d-0 (Must be set to avalue from
0to 15.)
Trace-1d-1 (Must be set to avalue from
0to 15.)
Enablingthe T1 or E1 Each of the individual tributariesmust | T1 { shelf# dot# linet}
tributaries. be enabled in the virtual bundle of 28 Line-Interface
T1or 21 E1 lines created for the Enabled (Must be set toyes to enable
PCTFI dlot card. the tributary.)

Configuring the PCTFI link

By default, a PCTFI interface is disabled when the card isfirst installed. Proceed asfollows to
name and enable the link for acard installed in dot 5, and set Trace-Id parameters:

1 Readthe PCTFI profile:

adm n> read pctfi {1 5 0}
PCTFI/{ shelf-1 slot-5 0 } read

2 List the parametersin the PCTFI profile. For example:

adm n> |ist

[in PCTFI/{ shelf-1 slot-5 0 }]

name = ""

physi cal -address* = { shelf-1 slot-5 0 }
enabl ed = no

i nterface-version = pelts

trace-id-0 = 0

trace-id-1 =1

node =t1l

3 NametheT1 (or E1) line. For example:

adnmi n> set name = SNFCO1lswi tch5
4 Enabletheline:

adm n> set enabled = yes

5 Set the Trace-Id parameters to match the settingsin the 5SESS RC/V terminal view (9.24).
For example:
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adnmin> set trace-id-1
adnmin> set trace-id-0

6 Writethe profile. For example:

admin> wite
PCTFI/{ shelf-1 slot-5 0 } witten

Enabling the T1 or E1 tributaries

If the shelf containing the PCTFI slot card supports T1 or DS-3 service, 28 DS-1 tributaries
and their associated T1 profiles are created when the card isinstalled. If the shelf containing
the PCTFI dot card supports E1 or E3 service, 21 E1 tributaries and their associated E1
profiles are created. Although some of the profile information is different, the procedure for
enabling the tributariesisidentical for T1 and E1 tributaries:

1 Readthefirst line profile into the editing buffer:
admin> read profile shelf-N slot-N N
2 Set the Enabled parameter in the Line-Interface subprofiletoyes:
adm n> set line-interface enabl ed=yes
3 Writethe profile to save the new setting:
admin> wite
4 Usethe Set Phy command to specify theindex for the next line profile:
admi n> set phy shelf-N slot-N N
5 Enter the Write command to apply the new setting to the newly specified profile:
admin> wite

6 Repeat step 4 and step 5 for each remaining line profile.

Example of enabling T1 tributaries

This example show how to enable T1 tributaries for a PCTFI card installed in slot 5.

adm n>read t1 {1 5 1}
T1/{ shelf-1 slot-5 1} read

admi n> |ist

[in T1/{ shelf-1 slot-5 1 }]

nane = ""

physi cal - address* = { shelf-1 slot-5 1}

line-interface = { no d4 am eligible mddle-priority inband te
Wi nk-start dig+

admin> list line-interface

[in T1/{ shelf-1 slot-5 1 }:line-interface]
enabled = no

frame-type = d4

encodi ng = ami

cl ock-source = eligible

clock-priority = mddle-priority

si gnal i ng- node = i nband

i sdn-enul ation-side = te

robbed- bit-node = w nk-start
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default-call-type = digita
switch-type = att-pri
nfas-group-id = 0

nfas-id = 0
i ncom ng-cal |l -handling = internal - processi ng
call-by-call =0

dat a- sense = nor nal

idle-node = flag-idle

FDL = none

front-end-type = dsx

DSX-1ine-length = 1-133

CSU bui | d-out = 0-db

overl ap-receiving = no

pri-prefix-nunmber = ""

trailing-digits = 2

t302-ti mer = 10000

channel -config = [ { switched-channel 9 "" { any-shelf any-slot 0} 1
} { switc+

mai nt enance-state = no

i nput - sanpl e- count = one-sanpl e

sendDi sc-val = 0

hunt - gr p- phone- nunber-1 = ""

hunt - gr p- phone- nunber - 2
hunt - gr p- phone- nunber - 3
collect-incomng-digits no
tl-inter-digit-timeout = 3000

rl-use-anir = no

ri-first-digit-tiner = 340

ril-anir-del ay 350

ril-anir-tinmer = 200

ri-nodified = no

first-dsO =0

last-dsO = 0

nai | ed-group = 32768

ss7-continuity = { | oopback single-tone-2010 }

admi n> set enabl ed = yes

adnin> wite
T1/{ shelf-1 slot-5 1} witten

adm n> |i st

admi n> set phy = {1 5 2}

(New i ndex val ue; saving will overwite T1/{ shelf-1 slot-5 2 }.)
adnin> wite

T1/{ shelf-1 slot-5 2 } witten

admi n> set phy = {1 5 3}

(New i ndex value; saving will overwite T1/{ shelf-1 slot-5 2 }.)
admin> wite

T1/{ shelf-1 slot-5 3} witten

adm n> set phy = {1 5 4}

(New i ndex val ue; saving will overwite T1/{ shelf-1 slot-5 2 }.)
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adnin> wite
T1/{ shelf-1 slot-5 4} witten

Example of enabling E1 tributaries

This example show how to enable E1 tributaries for a PCTFI card installed in slot 5.

adm n>read el {1 5 1}
El/{ shelf-1 slot-5 1} read

adm n> |ist

[in E1/{ shelf-1 slot-5 1 }]

name = ""

physi cal - address* = { shelf-1 slot-5 1}

line-interface = { no none g703 eligible mddle-priority isdn te digi-
tal net5-p+

admin> list line-interface

[in E1/{ shelf-1 slot-5 1 }:line-interface]
enabled = no

t-online-type = none

frame-type = g703

cl ock-source = eligible

clock-priority = mddle-priority
signal i ng-nbde = isdn

i sdn-enul ation-side = te

default-call-type = digita

switch-type = net5-pr

i ncom ng-cal |l -handling = internal - processing
front-end-type = short-hau

overl ap-receiving = no

pri - prefix-nunber "
trailing-digits = 2

t302-ti mer = 10000

channel -config = [{unused-channel 9 "" { any-shelf any-slot 0} 1}
{swi tche+

| ayer3-end = x-side

| ayer2-end = b-side

nl-val ue = 64

| oop-avoi dance = 7

nunber - conpl et e = end- of - pul si ng

admi n> set enable = yes

adnin> wite
El/{ shelf-1 slot-5 1} witten

adm n> |i st

admi n> set phy = {1 5 2}

(New i ndex value; saving will overwite T1l/{ shelf-1 slot-5 2 }.)
admin> wite

T1/{ shelf-1 slot-5 2 } witten

admi n> set phy = {1 5 3}

(New i ndex value; saving will overwite T1/{ shelf-1 slot-5 3 }.)
admin> wite
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T1/{ shelf-1 slot-5 3} witten
adm n> set phy = {1 5 4}
(New i ndex val ue; saving will
admin> wite

T1/{ shelf-1 slot-5 4} witten

overwite T1/{ shelf-1 slot-5 4 }.)

Verifying operation

Once the PCTFI interface and the T1 or E1 tributaries are enabled, you can check the function
of the PCTFI connection by listing the virtual line status in the PCTFI-Stat profile. All enabled

lines should be operational, as shown in the following example:

admi n> get pctfi-stat {1 5 0} virtual
[in PCTFI-STAT/{ shelf-1 s

virtual -dsl-line-status[1] = { operational non-cas }
virtual -dsl-line-status[2] = { operational non-cas }
virtual -dsl-line-status[3] = { operational non-cas }
virtual -dsl-line-status[4] = { operational non-cas }
virtual -dsl-line-status[5] = { operational non-cas }
virtual -dsl-line-status[6] = { operational non-cas }
virtual -dsl-line-status[7] = { operational non-cas }
virtual -dsl-line-status[8] = { operational non-cas }
virtual -dsl-line-status[9] = { operational non-cas }
virtual -dsl-line-status[10] = { operational non-cas }
virtual -ds1-line-status[11] = { operational non-cas }
virtual -ds1-line-status[12] = { operational non-cas }
virtual -dsl-line-status[13] = { operational non-cas }
virtual -dsl-line-status[14] = { operational non-cas }
virtual -ds1-line-status[15] = { operational non-cas }
virtual -dsl-line-status[16] = { operational non-cas }
virtual -ds1-line-status[17] = { operational non-cas }
virtual -ds1-line-status[18] = { operational non-cas }
virtual -ds1-line-status[19] = { operational non-cas }
virtual -ds1-line-status[20] = { operational non-cas }
virtual -ds1-line-status[21] = { operational non-cas }
virtual -ds1-line-status[22] = { operational non-cas }
virtual -ds1-line-status[23] = { operational non-cas }
virtual -ds1-line-status[24] = { operational non-cas }
virtual -ds1-line-status[25] = { operational non-cas }
virtual -ds1-line-status[26] = { operational non-cas }
virtual -ds1-line-status[27] = { operational non-cas }
virtual -ds1-line-status[28] = { operational non-cas }

ot-5 0 }:virtual -dsl-1ine-status]
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Introduction to T1

ISDN PRI

A T1line consists of 24 channels. Each channel can transmit and receive data or digitized
voice. The line uses framing and signaling to achieve synchronous and reliabl e transmission.
The most common configurations for T1 lines are ISDN Primary Rate Interface (PRI) and
nailed (leased) or unchannelized T1, including fractional T1. (For information about
provisioning your T1 line for use with the TAOS unit, see Appendix A, “Provisioning the
Switch.”)

In North America and Japan, a TY/PRI line typically supports 23 B channels and one

D channel. But if non-facility associated signaling (NFAS) isin use, more than one ISDN PRI
line on asingle T1 card can share asingle D channel. PRI configurations are used to receive
multiple, simultaneous ISDN calls from analog-modem and digital-services dial-in traffic.
Another common use of T1/PRI isto connect a Private Branch Exchange (PBX) to a central
office switch.

Nailed or unchannelized T1

Unchannelized T1 lines can be used for nailed connections such as to a Frame Relay network.
In such cases the configuration is static, and the TAOS unit treatsthe T1 line asiif it were a
single connection at afixed speed, without individual channels.

Typically, when you pay your telephone company for aleased (nailed) line, you pay more for
higher bandwidth. Anything in the range of Obpsto 1.544Mbps can be delivered on aT1 line,
and provisioned at some 64K bps fraction of the full T1 bandwidth.

Channelized line-side vs. trunk-side T1

Calls entering the tel ephone network from the TAOS unit must enter the central office (CO)
through an ISDN PRI line. However, calls coming in on a channelized T1 line can enter either
on the line side or trunk side. For best results, ensure that the channelized T1 calls enter the
switch on the trunk side.

T1 linesthat terminate on the line side of the switch undergo an additional anal og-to-digital
conversion that reduces the data transfer rate. Some service providers and carriers have
agreements to ensure that a T1 always enters the trunk side of the CO switch, but in most
cases, ho such agreement exists. The only way to guarantee adigital connection isto make sure
that calls from the TAOS unit enter the CO on the trunk side of the switch over an ISDN PRI or
atrunk-side T1 line.

8-2
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Overview of T1 configuration

Table 8-1 lists the sections describing common tasks you might have to perform to configure a
T1line. The tableincludes a brief description of each task and lists the parameters you will

use.

For information about administering the T1 card, including such tasks as specifying afacilities
datalink (FDL) and displaying the status of the lines, see the APX 8000/MAX
TNT Administration Guide.

For complete information about the associated parameters, see the APX 8000/MAX
TNT/DSLTNT Reference.

Table 8-1. T1 line configuration tasks

signaling” on page 8-8

Section Description of task Associated parameters
“Making a profile the working Before you can edit a profile, you must N/A
profile’ on page 8-6 make it the working profile.
“Assigning namesto T1 line Assign anameto the T1 profile. Name
profiles’ on page 8-7
“Enabling aline” on page 8-8 Make aline available for use. Enabled
“ Specifying the framing and Each T1 line requires framing and Frame-Type
encoding” on page 8-8 encoding. Framing specifies the format Encoding
for the sequence of bits sent on the line.
Encoding affectsthe way datais
represented by the digital signals on the
line.
“Configuring ISDN PRI You must specify the type of network Switch-Type

switch providing ISDN serviceonaT1
PRI line.

“Configuring ISDN
network-side emulation” on

page 8-9

ISDN emulation enables you to build,
send, receive, and process |SDN data.

ISDN-Emulation-Side

“Configuring overlap receiving
on PRI lines” on page 8-9

T1or E1 PRI lineswith overlap
receiving enablethe TAOS unit to gather
the complete called number from the
network switch via a series of
Information messages, enabling the use
of features such as called-number
authentication.

Signaling-Mode
Overlap-Receiving
PRI-Prefix-Number
Trailing-Digits
T302-Timer
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Table 8-1. T1 line configuration tasks (continued)

Section

Description of task

Associated parameters

“Configuring inband robbed-bit
signaling” on page 8-11

If the lines use inband signaling, change
the signaling mode to robbed bit and
specify the type of robbed bit signaling
to use. You can also specify that the
TAOS unit process the numbers dialed
for use with Dialed Number

I dentification Service (DNIS) and
Calling Number Identification (CLID)
authentication.

Signaling-Mode
Robbed-Bit-Mode
Collect-Incoming-Digits
DSP-DTMF-Input-Sample-Count

“Configuring NFAS’ on
page 8-13

Specify non-facility associated signaling
(NFAS) if you want two or more PRI
lines to share a D channel.

Switch-Type
NFAS-ID
NFAS-Group-ID

“Configuring T1 R1 and
R1-Modified signaling” on

R1 isamultifrequency inband signaling
system that uses a set of register signals

Signaling-Maode

source for synchronous connections.

Also specify the priority of the T1 lines
to be used for clocking.

i R1-Use-ANIR
page 8-15 known as MFR1 tones as addressing .se S
signals. R1 signaling can optionally be | R1-First-Digit-Timer
used yv_ith Automatic Nu_mbgr . R1-ANIR-Delay
Identification (ANI), which is similar to _
Caller ID (CLID). R1-ANIR-Timer
R1-Modified
“Configuring clocking” on Set Clock-Source to specify whether the | Clock-Source
page 8-17 T1 line can be used as the master clock Clock-Priority

“Configuring the front-end
transceiver” on page 8-17

Set the front-end type of the T1
transceiver to CSU (channel service
unit) or DSX (digital signal cross

Front-End-Type
DSX-Line-Length

to switched channels’ on
page 8-19

rightmost digits necessary to distinguish
one number from another. These are
called add-on numbers.

connect), depending on the type of CSU-Build-Out
device the TAOS unit connects to.
“Configuring channel usage” on | Specify how each of the 24 channelsof a | Channel-Usage
page 8-18 T1llineisto be used.
“ Assigning telephone numbers Typically, you specify only the Phone-Number

“Configuring trunk groups’ on
page 8-20

A trunk group isagroup of channelsthat
has been assigned a number.

Trunk-Group

84
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Table 8-1. T1 line configuration tasks (continued)

Section

Description of task

Associated parameters

“Configuring nailed channels’
on page 8-21

You must assigh anailed channel to a
group to make it available for use. The
group humber can bereferredtoin a
Connection or Frame-Relay profileto
specify a permanent leased connection
using that group of nailed channels.

Nailed-Group

“Configuring a back-to-back T1
connection” on page 8-21

For diagnostic purposes you might
sometimes want to configure a

back- to-back connectionT1 connection
between ports on two TAOS unit units.

Signaling-Mode set to Inband (the
default)

Robbed-Bit-Mode set to
Wink-Start (the default)

Clock-Source set to Eligible (the
default)

“ Specifying analog encoding for
TAOS unit codecs’ on page 8-22

Codecs connected to T1 use a different
encoding standard for digitized analog
data than do codecs connected to E1.
The default for T1 is U-Law, the default
for ELisA-Law.

Analog-Encoding

“Configuring specialized
options’ on page 8-22

Typically, the D channel of a PRI line
uses normal data. However, for some
connections, you might need to invert
the data to avoid transmitting a pattern
that the connection cannot handle.

Most installations use the default for the
Idle-M ode setting, which determines
what pattern the D channel looks for to
specify the idle indicator.

Data-Sense
Idle-Mode

Chapter 20, “Configuring Call
Routing”

The TAOS unit uses call routing to
determine where to route incoming and
outgoing calls. The preferred way to set
up call-routing isto put all call-routing
information in one place: a Call-Route
profile.

If you do not use Call-Route profiles,
specify the physical address of adevice
to which calls received on this channel
are routed.

Default-Call-Type
Call-by-Call-Service
Shelf

Slot

Item
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Making a profile the working profile

When the TAOS unit detectsthat aT1 card has been installed, it creates adefault T1 profile for
each of the eight lines on the card.

In thefollowing display example, the Dir command shows eight default T1 profiles created for
acard instaled in slot 2:

admin> dir t1

305 12/11/1996 15:58:20 { shelf-1 slot-2 2}
305 12/11/1996 15:58:20 { shelf-1 slot-2 4}
305 12/11/1996 15:58:20 { shelf-1 slot-2 5}
305 12/11/1996 15:58:20 { shelf-1 slot-2 6 }
305 12/11/1996 15:58:20 { shelf-1 slot-2 7 }
305 12/11/1996 15:58:20 { shelf-1 slot-2 8 }
320 12/20/1996 20:55:31 { shelf-1 slot-2 3}
317 01/08/1997 09:58:55 { shelf-1 slot-2 1}

By default, the line is not enabled, which means that it is not available for use. Its default
signaling method is inband, typically used for channelized connections.

To configureaT1 profile, first make it the working profile by reading it into the edit buffer. For
example:

admn>read t1 {1 2 1}
T1/{ shelf-1 slot-2 1} read

Once you have read in a profile, it remains the working profile until you read in another
profile. You can use the Set command to change one or more of the profile’s parameters.

To save your configuration changes, use the Write command. For example:

admn> wite
T1/{ shelf-1 slot-2 1} witten

To list the parametersin a T1 profile, use the List command, asin the following example:

admi n> |ist

[in T1/{ shelf-1 slot-6 4 }]

name = ""

physi cal -address* = { shelf-1 slot-6 4 }

line-interface = { no d4 am eligible lowpriority inband +

The following example shows the parametersin a T1 profile:

[in T1/{ shelf-1 slot-6 4 }:line-interface]
enabled = no

frane-type = d4

encodi ng = ami

cl ock-source = eligible

clock-priority [owpriority

si gnal i ng- node i nband

robbed- bit-node = w nk-start
default-call-type = digita

switch-type = att-pr
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nfas-group-id =0

nfas-id = 0
i ncom ng-cal |l -handling = internal-processing
call-by-call =0

dat a- sense = nor nal
idle-node = flag-idle
FDL = none
front-end-type = dsx
DSX-1ine-1ength = 1-133
CSU- bui | d-out = 0-db
overl ap-receiving = no
pri-prefix-nunber =
trailing-digits = 2
t302-ti mer = 10000
channel -config = [ { unused-channel 9 "" { any-shelf
any-slot +

mai nt enance-state = no

i nput - sanpl e-count = one-sanpl e

sendDi sc-val =0

hunt - gr p- phone- nunber - 1
hunt - gr p- phone- nunber - 2
hunt - gr p- phone- nunber - 3
collect-incomng-digits
ril-use-anir = no
ri-first-digit-timer = 340
ri-anir-del ay 350
ri-anir-tiner 200
ri-nmodified = no

no

Assigning names to T1 line profiles

InaT1 profile, the Name parameter enables you to assign the profile aname. The name can
include up to 16 characters. It isdisplayed after the line’s physical addressin the Dir command
output. For example:

admn>read t1 {1 12 0}

adm n> set nanme = T1 Trunk

admn> wite

T1/{ shelf-1 slot-12 0 } witten

admn> dir T1

17 04/17/1997 19:00:02 { shelf-1 slot-12 0} "T1 Trunk"

For T1 lines, the Line Status window displays thefirst eight characters of the name if one has
been assigned. For example:

T1 Trunk 1/12/0 LAla la la la la la la

If the name islonger than eight characters, the last character displayed isaplussign (+).
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Enabling a line

By default each T1 lineis disabled. To enable the T1 line, read its profile to make it the
working profile, then set the Line Interface subprofile’s Enabled parameter to Yes, asin the
following example:

admn>read t1 {1 2 1}

T1/{ shelf-1 slot-2 1} read
adm n> set line enabled = yes
admin> wite

T1/{ shelf-1 slot-2 1 } witten

Specifying the framing and encoding

You must specify the framing and the encoding for each T1 line. If you are using ISDN, you
must specify the extended superframe (ESF) format, which consists of 24 consecutive frames,
separated by framing bits. If the lineis not configured for ISDN signaling, use D4 framing
(also known as the superframe format), which is the defaullt.

The T1 Encoding value sets the layer-1 line encoding used for the physical links, which affects
the way in which datais represented by the digital signals on the line. The default, alternate
mark inversion (AMI) encoding, is often used, although bipolar with 8-zero substitution
(B8ZS) encoding might be required if thelineis configured for ISDN signaling. If set to None,
encoding is similar to AMI, but without density enforcement.

Your T1 service provider must provide the correct framing and encoding values for your lines.

To specify the framing and encoding, set the Frame-Type and Encoding parameters:

admin>read t1 {1 2 1}

T1/{ shelf-1 slot-2 1} read

adm n> set line frame-type = [esf| d4]
adm n> set encodi ng = [ani | b8zs| none]

admin> wite
T1/{ shelf-1 slot-2 1} witten

Configuring ISDN PRI signaling

When you set the signaling modeto | SDN, you must set channel 24 asthe D channel. Note that
ISDN signaling often requires ESF framing and B8ZS encoding.

For ISDN signaling you must also specify the type of switch providing T1/PRI service to your
TAOS unit. Obtain the information from your ISDN carrier. (For example, if your carrier is
AT&T, the switch type is ATT-PRI.)

Configure ISDN PRI service asfollows:

admin>read t1 {1 2 1}

T1/{ shelf-1 slot-2 1} read

adm n> set line frame-type = esf

adm n> set line encoding = b8zs

adm n> set line signaling-node = isdn
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adm n> set line switch-type = switchtype

adm n> set |ine channel 24 channel - usage=d- channel
admin> wite

T1/{ shelf-1 slot-2 1} witten

To see acomplete list of switch types supported on the TAOS unit, refer to the TAOS unit
online help or the APX 8000/MAX TNT/DSLTNT Reference.

Configuring ISDN network-side emulation

You can configure PRI lines to use either network-side or user-side ISDN emulation.
Previoudly, PRI lines on the TAOS unit supported only user-side emulation. Following isthe
relevant parameter, shown with its default setting:

[in T1/{ any-shelf any-slotO }:line-interface]
i sdn-emul ation-side = te

ISDN isanonsymmetrical protocol used by telephone carriersto provide digital servicesto
end users. There are no ISDN links between telephone carrier Central Offices (COs). ISDN
links exist only between the CO and the customer. Therefore, an ISDN link can be viewed as
having two sides— the network side, or network terminating (NT) equipment, and the user
side, or terminal equipment (TE). The user side can connect only to the network side, and vice
versa. Both the network side and the user side perform the same functions, but the format of
the messagesis different. For example, the network side must always set a bit and the user side
must always clear it. These differences allow either side to determine whether the other end is
theright one.

ISDN emulation enables you to build, send, receive, and process ISDN data. ISDN monitoring,
on the other hand, allows you only to decode the ISDN data.

Configuring overlap receiving on PRI lines

Overlap receiving affects the procedure of establishing an incoming call receivedonaT1 or
E1 PRI line in the TAOS unit. With overlap receiving, the TAOS unit can gather the complete
called number from the network switch via a series of Information messages, enabling the use
of features such as called-number authentication.

The Q.931 specification states that either en-bloc receiving or overlap receiving can be used to
handle an incoming call. With en-bloc receiving, the Setup message received from the network
switch must contain all information required to process the call. With overlap receiving, the
Setup message can contain incomplete called number information, with the remainder of the
call information (if any) sent in one or more additional |nformation messages after the network
switch receives a Setup Acknowledge message from the called unit.

Following are the relevant parameters, which are shown with sample settings for T1 and E1
lines:

[in T/ { shelf-1 slot-5 1 }:line-interface]
si gnal i ng- mbde = isdn-nfas

overl ap-receiving = yes

pri-prefix-nunmber = 3069
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trailing-digits = 2
t302-timer = 10000

[in E1/{ shelf-1 slot-12 1 }:line-interface]
signal i ng-nbde = isdn

overl ap-recei ving = yes

pri-prefix-number = 3069

trailing-digits = 2

t302-timer = 10000

To configure overlap receiving, you need to set some or all of the following parameters:

Par ameter Specifies

Signaling-Mode Type of signaling onthe T1 or E1 line. It must specify ISDN (or

ISDN-NFAS, for T1) to use overlap receiving. If it is set to any other
value, Overlap-Receiving does not apply.

Overlap-Receiving  Enables/disables overlap receiving for incoming calls on the PRI line.

If set to No (the default), the PRI-Prefix-Number, Trailing-Digits, and
T302-Time parameters do not apply for overlap receiving.

PRI-Prefix-Number  Portion of the line's telephone number to be used when matching the

called-party number in the Setup message from the network switch.
The reason for specifying this number isto enable the TAOS unit to
quickly determine when the called-party number is complete when
overlap receivingisin use. The unit usesthis number and the specified
number of trailing digits to recognize that the called-party number is
complete, even if the caller did not include a Sending Complete code
(for example, by dialing the pound sign).

Typically, the PRI prefix isan ISDN-subscriber number, that might
include an area code or an area and country code combination (which
must be separated from the | SDN-subscriber number by a hyphen).
With this additional information, the TAOS unit looks for just the first
match of PRI-Prefix-Number against the called-party number in the
Setup message (first with area code, and if that fails, then without area
code).

The default null value disables the T302-Timer optimization.

Trailing-Digits Number of digits required to follow the prefix number for the

TAOS unit to consider the called number complete. Callers can
indicate Sending Complete by amethod such as dialing the pound sign
(#). If acaller does not indicate Sending Complete and the TAOS unit
cannot determine whether the called number is complete, the

TAOS unit waits until the T302 timer expires even if the caller has
dialed all the required digits.

The Trailing-Digits setting enables the TAOS unit to reset the timer
when the specified number of digits has been received. Trailing-Digits
can specify avalue from 1 to 6. The default valueis 2.
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Par ameter Specifies

T302-Timer Number of milliseconds that the system waits for additional called
number information for an incoming call. The valid range is from 100
to 30000 (.10 second and 30 seconds).

The default is 10000 (0.10 seconds).

The TAOS unit begins collecting thetrailing digit information, and for
each call Setup message from the switch that does not include
“Sending Complete Information Element,” it startsthe T302 timer (the
Setup Ack timer).

The TAOS unit stops the timer when it receives a message that
includes “ Sending Complete Information Element.” The TAOS unit
assumes there are no more trailing digit digits to collect when the
T302 timer stops or expires.

The following example enables overlap receiving on an E1 PRI line;

admn> read el {1 16 7}
E1l/{ shelf-1 slot-16 7 } read

adm n> set signaling-nmde = isdn

adm n> set overl ap-receiving
adm n> set pri-prefix-nunber = 049-228-555

yes

adm n> set trailing-digits = 4

adm n> set t302-tinmer = 5000

With this configuration, if acaller dials 049-228-555-1212, the TAOS unit matches the prefix,
finds four trailing digits, and immediately begins processing the call. It might use
called-number authentication (if applicable) before establishing a session. Similarly, if alocal
caller dials 555-1212, the TAOS unit fails the first match, tries without the country code and
fails again, tries without the area code, and succeeds. It then finds four trailing digits and
begins processing the call.

Configuring inband robbed-bit signaling

When the lineis configured for inband signaling, the TAOS unit does not receive
bearer-capability information from the carrier. Therefore, it cannot determine when acall is
voice-service or digital-service. For cal-routing purposes, all callsininband lines are treated
asdigital calls. You can change this default by setting the Default-Call-Type parameter.

Trunk-side T1 lines must use wink-start call control, which isthe default. It enables the switch
to seize the trunk by going off hook after receiving a 200ms wink.

Line-side T1 lines must use loop-start call control. Regardless of the type of call control
mechanism you choose, the switch must not forward dialed digits to the TAOS unit. Doing so
disrupts the handshaking process during multichannel calls. Lucent recommends that
channelized T1 lines be trunk side rather than line side.

On lines configured for inband signaling, you must specify that the TAOS unit process the
calling and called dual-tone multifrequency (DTMF) digitsif you want to use Dialed Number
Identification Service (DNIS) and Calling Number Identification (CLID) authentication or
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accounting. (On lines configured for PRI signaling, thisinformation is presented as part of the
call setup message and does not require special configuration on the TAOS unit.)

To configure the TAOS unit to process the DTMF digitsin acall, use the
Collect-Incoming-Digits and DSP-DTM F-Input-Sample-Count parametersin a T1 profile.

The Collect-Incoming-Digits parameter enables the TAOS unit to process the DTMF digitsin
acall. The DSP-DTMF-Input-Sample-Count parameter specifies the number (one or two) of
Goertzel input samples that the TAOS unit computes to decode aDTMF digit. A setting of
Two-Samples creates a more accurate result.

To configureaT1 line for inband (robbed-bit) signaling, proceed as in the following example:

1

Read in the T1 profile:

admin>read t1 {1 2 1}
T1/{ shelf-1 slot-2 1} read

List the Line-Interface subprofile:

admn> list line

enabl ed=no

frane-type=d4

encodi ng=am

cl ock-source=eligible
clock-priority=nmiddle-priority
si gnal i ng- node=i nband

robbed- bi t - node=wi nk-start
default-call-type = digita
collect-incom ng-digits = no
dsp- dt nf =i nput - sanpl e- count =one- sanpl e

Enable the line:

adm n> set enabled = yes

Specify inband signaling:

adm n> set signaling-node = inband
Specify the Robbed-Bit-Mode:

adnmi n> set robbed-bit-node = w nk-start
Specify call type:

adm n> set default call type = voice

If you are using DNIS or CLID authentication, set the TAOS unit to processthe DTMF
digits and specify the sample size used to decode the digits:

adm n> set collect-incomng-digits = yes
adm n> set dsp-dtnf-input-sanpl e-count = one-sanple

Write the profile to save the changes:

admin> wite
T1/{ shelf-1 slot-2 1 } witten
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Configuring NFAS

A group of T1 lines configured for NFAS signaling sharesa D channel. Onelineinthegroupis
configured with a primary D channel, and another line is configured with a secondary

D channel. The secondary D channel isused only if the primary line fails or receives asignal
commanding a change to the other D channel. All lines within an NFAS group must reside on
the same dlot card. Your service provider must supply you with the NFAS ID numbers for your
line.

The TAOS unit supports multiple NFAS groups on a single card. An NFAS group contains a
minimum of two PRIs. A T1 card supports up to four NFAS groups, and a T3 card supports up
to 14 NFAS groups. To configure an NFAS group, you must set the NFAS-group-1D parameter.
Lines with the same NFA S-group-1D value are in the same NFAS group.

Configuring a single NFAS group

To configuretwo T1 lines for NFAS, proceed as in the following example, in which the
administrator configures ports 3 and 4 of the card in slot 2 of shelf 1:

admn>read t1 {1 2 3}
T1/{ shelf-1 slot-2 3 } read

adm n> set line enabled = yes

adm n> set line signaling-node = isdn-nfas
adm n> set line nfas-id =0
adm n> set channel 24 channel = nfas-prinmary

admin> wite
T1/{ shelf-1 slot-2 3 } witten

admin> read t1 {1 2 4}
T1/{ shelf-1 slot-2 4 } read

adm n> set line enabled = yes

adm n> set line signaling-node = isdn-nfas
admi n> set line nfas-id =1
adm n> set l|line channel 24 channel = nfas-secondary-d

admin> wite
T1/{ shelf-1 slot-2 4 } witten

Configuring multiple NFAS groups

To configure multiple NFAS groups, you must first obtain an NFAS ID for each DS1 from
your service provider and an NFAS group ID for each group of PRI lines that shares a

D channel. Within an NFAS group, all PRIs share the same NFAS-group-I1D value and have
unique NFAS-ID values.

Telcos often use NFAS-1D=0 for the PRI with the primary D-Channel, and NFAS-ID=1 for the
PRI with the secondary D channel. You must set both the NFAS-group-1D parameter and the
NFAS-ID parameter for each DS1.

In the following example, an administrator configurestwo NFAS groupson a T1 card. Each
group contains four DS1s. The example uses the NFAS group IDs 1 and 2, but the actual
values you use depend on how your lines are provisioned.
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admn>read t1 {1 2 1}

T1/{ shelf-1 slot-2 1} read

set i sdn- nf as

set

adm n>
adm n>
adm n>

I ine signaling-node =
line nfas-id = 0
set line nfas-group-id
adm n> set channel 24 channe
admn> wite

T1/{ shelf-1 slot-2 1 } witten

n>read t1 {1 2 2}

1
nfas-pri mary

adm

T1/{ shelf-1 slot-2 2 } read

adm n> set line signaling-node = isdn-nfas

admi n> set line nfas-id =1

adm n> set line nfas-group-id =1

adm n> set line channel 24 channel = nfas-secondary
admin> wite

T1/{ shelf-1 slot-2 2 } witten

admin> read t1 {1 2 3}

T1/{ shelf-1 slot-2 3 } read

adm n> set line signaling-node = isdn-nfas
admi n> set line nfas-id = 2

adm n> set line nfas-group-id =1

admin> wite

T1/{ shelf-1 slot-2 3 } witten

admin> read t1 {1 2 4}

T1/{ shelf-1 slot-2 4 } read

adm n> set line signaling-nmode = isdn-nfas
admi n> set line nfas-id = 3

adm n> set line nfas-group-id =1

admin> wite

T1/{ shelf-1 slot-2 4 } witten

The following commands configure NFAS group 2, which contains lines 5 through 8:

admin> read t1 {1 2 5}

T1/{ shelf-1 slot-2 5} read

set i sdn- nf as

set

adm n>
adm n>
adm n>

I ine signaling-node =
line nfas-id = 0
set line nfas-group-id
adm n> set channel 24 channe
admn> wite

T1/{ shelf-1 slot-2 5} witten

admin>read t1 {1 2 6}

2
nfas-pri mary

T1/{ shelf-1 slot-2 6 } read

adm n> set line signaling-nmode = isdn-nfas

admi n> set line nfas-id =1

adm n> set line nfas-group-id = 2

adm n> set line channel 24 channel = nfas-secondary
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admin> wite
T1/{ shelf-1 slot-2 6 } witten

admin>read t1 {1 2 7}
T1/{ shelf-1 slot-2 7 } read

adm n> set line signaling-node = isdn-nfas
adm n> set line nfas-id = 2

adm n> set line nfas-group-id = 2

admin> wite

T1/{ shelf-1 slot-2 7 } witten

admin>read t1 {1 2 8}
T1/{ shelf-1 slot-2 8 } read

adm n> set line signaling-node = isdn-nfas
adm n> set line nfas-id = 3

adm n> set line nfas-group-id = 2

admin> wite

T1/{ shelf-1 slot-2 8 } witten

Configuring ISDN NFAS for Japanese switch types

To introduce non-facility associated signaling (NFAS) support for Japanese switches, TAOS
unit supports implicit identification of the primary D-channel interface and explicit
identification of all other interfaces, as required by Japanese switches.

Following is an example of PRI/T1 line configuration for NFAS with a Japanese switch:

admin>read t1 { 1 1 1}
T1/{ shelf-1 slot-1 1} read

adm n> set line-interface signaling-node = isdn-nfas
adm n> set line-interface switch-type = japan-pri
adm n> set line-interface nfas-group-id = 0

adm n> set line-interface nfas-id =0

adnmi n> set |ine-interface channel 24 channel =
nf as- pri mary- d- channel

admin> wite
T1/{ shelf-1 slot-1 1} witten

Configuring T1 R1 and R1-Modified signaling

R1 isamultifrequency inband signaling system that uses a set of register signals known as
MFR1 tones as addressing signals. Each address (tel ephone number) is preceded by a KP pulse
and followed by an ST pulse denoting the end of addressing.

R1 signaling can optionally be used with Automatic Number Identification (ANI), whichis
similar to Caller ID (CLID). When it isin use, you can specify whether to send an Automatic
Number ID Request (ANIR) to the switch. If you specify that the unit must send an ANIR to
the switch, you can also specify how long it waits before sending the request, and how long the
ANIR signal lasts.
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The following parameters enable R1 signaling on T1 lines and specify the timing of certain
signals from the switch. These parameters are shown with their default settings:

[in T1/{ any-shelf any-slot 0 }:line-interface]
si gnal i ng- node

rl-use-anir =

ri1-anir-del ay
rl-anir-tiner

= i nband

no
ri-first-digit-timer = 240

350
200

rl-nodified = no

Parameter
Signaling-Mode
R1-Use-ANIR

R1-First-Digit-Timer

R1-ANIR-Delay

R1-ANIR-Timer

R1-Modified

Specifies
For T1 R1 signaling, you must set Sighaling-Mode to R1-1nband.

Enables/disables ANI processing (CLID). It is set to No by
default. If set to Yes, the system performs ANI processing on
incoming calls.

Timein millisecondsto wait for thefirst digit from the switch after
sending the KP pulse. The default setting is 340 ms. The valid
rangeis from O to 1000.

Time in milliseconds to wait before sending the ANIR signal after
receipt of the ST pulse from the switch. The default setting is
350 ms. The valid range is from 300 to 2000.

Duration in milliseconds of the ANIR signal. The default setting is
200 ms. Thevalid range is from 180 to 400.

Enables/disables amodified version R1 signaling that is required
in Taiwan. It is set to No by default, which indicates regular R1
signaling (described in the ITU recommendation Q.310- 332).
TAOS units located in Taiwan must set this parameter to Yes.

Following is an example that shows how to configure R1-Modified signaling (Taiwan) with

ANIRinaT1 profile:

admn>read t1 { 1 5 1}
T1/{ shelf-1 slot-5 1} read

adm n> set i
adm n> set |i
adm n> set |i
adm n> set |i
adm n> set i
adm n> set i

admin> wite

ne

ne

ne

ne

ne

ne

signal = r1-inband
ri-use-anir = yes
ri-first-digit-timer = 360
ri-anir-delay = 360
rl-anir-timer = 220

ri-nmodified = yes

T1/{ shelf-1 slot-5 1} witten
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Configuring clocking

You can configure the TAOS unit to use any of the T1 lines as a master phase-locked loop
(PLL) clock source for synchronous connections for an entire system. In synchronous
transmission, both the sending device and the receiving device must maintain synchronization
to determine where one block of data ends and the next begins.

From the T1 lines configured as eligible clock sources, the TAOS unit chooses a clock source
on the basis of priority. If multiple T1 lines are configured as dligible clock sources and have
an equal clock priority, the TAOS unit chooses one of them at random. Once chosen as the
clock source, the line used until it becomes unavailable or a higher-priority source becomes
available.

If no eligible external sources are available, the system uses an internal clock generated from
the primary shelf controller. Using theinternal clock is generally not recommended.

The Clock-Source diagnostic command displays the current master clock source and any
available clock source. Sources from layer 2 up, which are preferred, are marked with an
asterisk.

To specify aclock source and set a priority, proceed as follows after reading in the line's T1
profile:

adm n> set clock-source = eligible
adm n> set clock-priority = high-priority
admn> wite

Configuring the front-end transceiver

The front-end type of the T1 transceiver can be CSU or DSX.

If you are connecting the TAOS unit to a DSX, set the Front-End-Type to DSX. With this
setting you must also specify the length of the physical T1 linein feet. The value must reflect
the longest line length you expect to encounter in your installation, up to a maximum of

655 feet (200m).

If you are not connecting the TAOS unit to aDSX, set Front-End-Typeto CSU. You might also
have to set aline buildout value to specify the amount of attenuation, in decibels, that the
TAOS unit must apply to theline. If the TAOS unit is too close to arepeater, you need to add
some attenuation to reduce the strength of the signal. Ask your service provider whether you
need attenuation and, if so, how much.

To specify DSX settings, proceed as in the following example after reading in the line's T1
profile:

adm n> set front-end-type = dsx
adm n> set dsx-line-length = 1-133
admin> wite
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To specify CSU settings, proceed asin the following example after reading in the line's T1
profile:

adm n> set front-end-type = csu
adm n> set csu-build-out = 7.5-db
adm n> write

Configuring channel usage

You must specify how each of the 24 channels of a T1 lineisto be used. By default, T1
channels are configured as switched. (If you are going to set up the linesfor NFAS, see
“Configuring NFAS” on page 8-13 for additional channel-configuration information.)

You can configure each of the 24 channels of a T1 line for one of the following uses:

e unused- channel —Channel is unused. Send the single idle code defined for this
channel.

« swi t ched- channel —A switched channel, which will be robbed-bit or D channel,
depending on how the lineis configured at a higher level.

e nail ed- 64- channel —Clear-channel 64Kbps circuit. Does not require any setup
information.

e d-channel —Channel is used for ISDN D channel signaling directed at the appropriate
controller for the physical interface.

e nfas-primary-d- channel —Theprimary D channel for agroup of T1 lineswith the
same NFAS ID. All other channels on the NFAS line must be set to
swi t ched- channel , nai | ed- 64- channel , or unused- channel . Within an
NFAS group, only one line should be configured to provide the primary ISDN D channel.

« nfas-secondary-d- channel —The secondary D channel for agroup of T1 lines
with the same NFAS ID. All other channels on the NFAS line must be set to
swi t ched- channel , nai | ed- 64- channel , or unused- channel . Within an
NFAS group, you configure only one line to provide the secondary (backup) D channel.

To specify the channel usage:
1 ListtheLine-Interface parameters:
admin> list line-interface
2 Set the Channel-Usage parameter for the first channel:

adm n> set channel 1 channel - usage=[ unused-channel |

swi t ched- channel | nail ed-64-channel| d-channel| nfas-pri-
mar y- d- channel | nf as-secondary-d-channel ]

admin> wite
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Assigning telephone numbers to switched channels

Channel assignments typically specify add-on numbers, not full telephone numbers. Add-on
numbers include only the rightmost digits needed to distinguish one number from another. For
example, if alineisassigned 23 numbers, all of which begin with 212-555-, the add-on
number is the unique set of digits to the right of these common digits.

The most common reason multichannel callsfail to add channels properly isthat the calling
unit cannot use the add-on numbersiit receives. To avoid this problem, make sure that the
add-on numbers you assign al have the same number of digits.

When acaller initiates amultichannel cal, it first dials the base channel and then requests
additional numbers for dialing the additional channels. When it receives add-on numbers, the
caller integrates them with the number it dialed for the base channel asfollows:

e |f the add-on number has fewer digits than the dialed number, the caller pads the add-on
number with the leftmost digits that are included in the dialed number but not in the
add-on number. For example, if the add-on number is 6532 and the dialed-number is
9-212-555-1212, the caller uses 9-212-555-6532 to dial the next channel.

« |If the add-on number has more digits than the dialed number, the caller discards extra
digitsin the add-on numbers, starting with the leftmost digit.

e |If the add-on number has the same number of digits as the dialed humber, the entire
add-on number is used. For example, if 6532 isthe add-on number and 6588 is the dialed
number, the caller uses 6532 to dial the next channel.

To assign add-on numbers to the channels of a T1 line, proceed asin the following example:

adnmin> |list |ine channel

channel - confi g[ 1] ={swi t ched-channel 9 "" {any-shelf any-slot 0} 0 }
channel - confi g[ 2] ={swi t ched-channel 9 "" {any-shelf any-slot 0} 0 }
channel - confi g[ 3] ={swi t ched-channel 9 "" {any-shelf any-slot 0} 0 }
channel - confi g[ 24] ={swi t ched-channel 9 "" {any-shelf any-slot 0} 0}
admi n> set 1 phone = 60
adm n> set 2 phone = 61
adm n> set 3 phone = 62
adm n> set 4 phone = 63
admi n> set 5 phone = 64

In ahunt group, agroup of channelsis assigned the same tel ephone number. When a call
comesin on that number, the TAOS unit uses the first available channel to which the number is
assigned. Because channels in a hunt group share a common tel ephone number, the add-on
numbersin the profile are al the same.

The following example shows how to configure two groups of four channels with hunt groups:

adm n> set 6 phone
adm n> set 7 phone
adm n> set 8 phone
adm n> set 9 phone
adm n> set 10 phone
adm n> set 11 phone
adm n> set 12 phone

oo
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adm n> set 13 phone = 72
admin> wite

Configuring trunk groups

Like nailed channels that have been assigned a group number, switched channelsin atrunk
group can be referred to from a Connection profile and Call-Route profile to direct outbound
callsto use that specific bandwidth. Trunk groups also serve a variety of other purposes, such
as separating lines supplied by different carriers so those lines can be used as backup for each
other if one switch becomes unavailable. The decision to use trunk groupsis aglobal one.
Once you have enabled the use of trunk groups, every switched channel must be assigned a
trunk group number or it will not be available for outbound calls.

Trunk groups limit the number of channels available to multichannel calls, because only
channels within the same trunk group can be aggregated.

To enable trunk groups, open the System profile and set Use-Trunk-Groupsto Yes, asin the
following example:

adm n> read system

SYSTEM r ead

adm n> |ist

name = ""

systemrnt-ngm = yes
use-trunk-groups = no
idle-logout =0
parallel-dialing = 2
single-file-incomng = yes
anal og-encoding = a-l aw
sessi oni d-base = 0

adm n> set use-trunk-groups = yes
admin> wite

Then assign the channels of each T1 line to a trunk group, as
in the follow ng exanple:

admin> list line channel 1
channel - usage = swi tched- channe
trunk-group = 9
phone- nunmber =
call-route-info = { any-shelf any-slot 0 }
nail ed-group = 0

adm n> set trunk-group = 4

admn> list .. 2

channel - usage =
trunk-group = 9
phone- nunmber =
call-route-info = { any-shelf any-slot 0 }
nail ed-group = 0

adm n> set trunk-group = 4

admin> list .. 3
channel - usage =
trunk-group = 9

swi t ched- channel

swi t ched- channel
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phone- nunber =
call-route-info = { any-shelf any-slot 0 }
nail ed-group = 0

adm n> set trunk-group = 4
admin> wite

Note: Command history isvery useful for repeating commands. Press the Up-Arrow to
redisplay the command, and then press Enter. (For more information, see the TAOS
Command-Line Interface Guide.)

Configuring nailed channels

The number of nailed (leased) channels must be the same at both ends of the connection. For
example, if there are five nailed channels at the local end, there must be five nailed channels at
the remote end. However, channel assignments do not have to match. For example Channel 1
might be switched at the local end and nailed at the remote end.

Note that channelsin a nailed group must be contiguous on the T1 line.

When you configure Connection profiles to use the leased connection, you must specify the
Nailed-Group number in the Telco-Options subprofile.

To configure a nailed channel, proceed as in the following example;

admin> list line channel 1

channel -usage = swi t ched-channel
trunk-group = 9

phone- nunber = ""

call-route-info = { any-shelf any-slot 0 }
nai |l ed-group = 0

adnmi n> set channel = nail ed
adnmin> set nailed = 3
admin> list .. 2

channel -usage = swi t ched-channel
trunk-group = 9

phone- nunber = ""

call-route-info = { any-shelf any-slot 0 }
nai |l ed-group = 0

adnmi n> set channel = nailed

adnmin> set nailed = 3

admin> wite

Configuring a back-to-back T1 connection

For diagnostic purposes, you might sometimes want to configure a back-to-back T1
connection between ports on two TAOS units. Inthe T1 profile for one end of the line you
want to connect with a back-to-back connection, specify the following values:

e Signaling-Mode set to Inband (the default)
* Robbed-Bit-Mode set to Wink-Start (the default)
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e Clock-Source set to Eligible (the default)

In T1 profile for the other end of the line, specify the following values:

e Signaling-Mode set to Inband (the default)

* Robbed-Bit-Mode set to Inc-W-200 or Inc-W-400

»  Clock-Source set to Eligible (the default)

Connect the two ports with a T1-crossover cable. You can now configure Connection profiles
between the units and dial over the connection as you would over the WAN. (For information

about configuring Connection profiles, see the APX 8000/MAX TNT/DSLTNT WAN, Routing
and Tunneling Configuration Guide.)

Specifying analog encoding for TAOS unit codecs

Codecs connected to T1 use a different encoding standard for digitized analog data than do
codecs connected to E1. The default for T1 is U-Law, the default for E1 is A-Law.
To specify the analog encoding, proceed asin the following example:
1 Openthe System profile:
adm n> read system
2 Specify the analog encoding for al the codecs in the TAOS unit:
adm n> set anal og-encodi ng = u-Ilaw
3 Writethe System profile to save the changes:

admin> wite
SYSTEM wri t t en

Configuring specialized options

The settings described in this section are not normally used. Depending on your configuration,
however, you might need to change the default values.

Typically, the D channel of a PRI line uses normal data. However, for some connections you
might need to invert the data to avoid transmitting a pattern that the connection cannot handle.
Inversion changes 1sto Os and Osto 1s. Both sides of the connection must agree to use inverted
data.

I dle mode determines whether the D channel looks for aflag pattern (01111110) or a mark
pattern (11111111) astheidleindicator. The default setting, Flag-Idle, is usually correct.

To set these options, use the Data-Sense and |dle-Maode parameters:

adm n> set data-sense = [normal |inv]
adm n> set idle-node = [mark-idle|flag-idle]
admin> wite
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Sample T1 configuration

This section provides an example of how to configure a T1 dot card. The example uses the
following setup:

Thecardisin shelf 1, slot 2.
All lines use PRI signaling.
Switch typeis NTI-PRI.

Thelineis connected to aDSX and islessthan 100 feet (30.5m) long. It therefore uses the
default settings for Front-End-Type and DSX-Line-Length.

All the channels are switched (the default), with the exception of channel 24, which is set
for D channel signaling.

All the channels are assigned to trunk group 9 (the default).

The Default-Call-Typeis digital (the default), so all callsreceived on this card are routed
to the Hybrid Access (HDLC) card.

Therest of the line parameters are left at their default values.

To configure the T1 card as in this example:

1

Create anew T1 profile:

admin> new t1l
T1/{ any-shelf any-slot 0 } read

Set the physical address for thefirst T1 line:
adm n> set physical -address ={ 1 2 1}

This applies the changes to the T1 line in the specified slot.

3

List the contents of the line profile:

admin> list line-interface
enabled = no

frane-type = d4

encodi ng = ami

cl ock-source = eligible
clock-priority m ddl e-priority
si gnal i ng- node i nband
robbed- bit-node = w nk-start
default-call-type = digita
switch-type = att-pr

nfas-id = 0

call-by-call =0

dat a- sense = norm
idle-node = flag-idle

FDL = none

front-end-type = dsx

DSX-1ine-l1ength = 1-133

CSU- bui | d-out = 0-db

channel -config = [ { switched-channel 9 "" { any-shelf
any-slot 0} 0} { switc+

mai nt enance-state = no

sendDi sc-val = 0
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4 Enabletheline
adm n> set enabled = yes
5 Settheframetype:
adm n> set frame-type = est
6 Settheline encoding:
adm n> set encodi ng = b8zs
7  Setthe signaling mode:
adm n> set signaling-node = isdn
8  Set the switch type:
adm n> set switch-type = nti-pri
9 Next, assign all the channels to trunk group 7:
adm n> set channel 1 truck-group =7
10 Pressthe Up-Arrow key or Ctrl-P to redisplay the Set command you just entered.

11 Usethe Left Arrow key or Control-B to change the channel number and trunk group for
all the channels.

12 Change the channel usage of channel 24 to D Channel, because this channel carriesthe
signaling for the PRI line.

adm n> set channel 24 channel -usage = d -channel
13 Write the profile to commit your changes:

admin> wite

T1/{ shelf-1 slot-2 2 } witten

14 Becausethe T1linesareal configured similarly, you can write the changes to the rest of
the lines by setting the physical address and then writing the same profile for each of the
lines:

adm n> set physical -address = { 2 1 2}
admin> wite

T1/{ shelf-1 slot-1 2 witten

adm n> set physical -address = { 2 1 3}
T1/{ shelf-1 slot-1 3} witten

Continue until you have configured all the lines.

Default Call-Route profiles

When the TAOS unit detects that a T1 card has been installed, it creates on default Call-Route
profile associated with the card. For example

adnin> dir call-r
9 12/11/1996 15:58:08 { { { any-shelf any-slot 0} 0} 0}
13 01/06/1997 17:17:10 { { { shelf-1 slot-2 0} 0}

This default Call-Route profile routes outbound trunk calls to any line on the card. To handle
inbound modem and L AN-session traffic, you must configure specific call routes. For details,
see Chapter 20, “ Configuring Call Routing.”
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Introduction to T1 FrameLine

The T1 FrameLine dot card provides 10 unchannelized T1 lines, each of which can be used for
one nailed connection. Associated with each T1 line is a Serial Communications Adapter
(SCA), which is responsible for receiving and transmitting HDL C frames. Because thereis
only one SCA per line, only one PPP or Frame Relay link (possibly with multiple DLCIs) can
be active per line.

Unlike other slot cards, such as the Series56 |1 and Series56 |11 Digital Modems cards or
Hybrid Access (HDLC) cards, call routing profiles are not used for the FrameLine card and are
ignored if they exist. The data pathway is directed to an on-board SCA device and cannot be
routed to another host card. All packetization of data occurs|ocally.

Overview of supported features

This section describes the T1 FrameLine slot card’s support for the following protocols:
« PPP

e FrameReay

* Routing protocols

« SNMP

PPP

The T1 FrameLine dot card supports PPP as follows:
e Only one PPP session per line.
e Bandwidth per session is 1-24 DSO channels.

e Channels need not be contiguous.
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Frame Relay

Multilink Protocol (MP) and Multilink Protocol Plus (MP+) are not supported. The
connection profile must specify only PPP.

Users are authenticated by the local profile or RADIUS.
Stac compression is not supported.

The T1 FrameLine dot card supports Frame Relay as follows:

Only one Frame Relay link, possibly containing multiple data-link connection identifiers
(DLCls), can be active per line.

Bandwidth per link is 1-24 DSO channels.
Channels need not be contiguous.
Up to 240 permanent virtual circuits (PV Cs) are supported per card.

Routing protocols

The T1 FrameLine slot card supports only I P routing.

RADIUS

The T1 FrameLine dot card supports the same RADIUS accounting and authentication as the
digital modem cards.

SNMP

The T1 FrameLine dlot card supports SNMP as follows:

DS1 status and management are the same as for the eight-port T1 card.

The T1 FrameLine dot card supports the accounting Management Information Base
(MIB) for session information.

Overview of T1 FrameLine configuration

Configuring the T1 FrameLine slot card issimilar to T1 dot card configuration except that the
T1 Frameline slot card has the following configuration restrictions:

Signaling-Mode must be set to inband.
The T1 FrameLine card can be used only for nailed Frame Relay or PPP links.
You must set Channel-Usage to either Unused-Channel or Nailed-64-Channel.

If Channel-Usage is Nailed-64-Channel and you are using nailed channels, the
Nailed-Group setting must be unique to the line. Two different T1 lines cannot share a
nailed group.

Unlike the T1 card, channels in the same nailed group do not have to be contiguous. For
example, DSO channels 1 and 3 can be in the same nailed group, with channel 2 unused.

The following T1 profile parameters are not applicable for the FrameL ine card:

9-2
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— Call-by-Cdll

— Channel-Usage

— Default-Call-Type
— DataSense

- FDL

— ldle-Mode

— Maintenance-State
— NFASID

— Robbed-Bit-Mode
—  SendDisc-Val

—  Switch-Type

For information about configuring T1 profiles, see Chapter 8, “Configuring T1 Cards.”

Configuring the clock source

The T1 FrameLine dlot card uses the same system-wide PLL synchronous clock source for
DS1 transmission as do the eight-port T1 and E1 cards. Any of the lines can serve as the clock
source for the unit. To configure the T1 FrameLine card's clock source, use the same
parameters (Clock-Source and Clock-Priority) that you use for other cards.

All 10 lines must use the same clock source. Clocking on a per-line basisis not supported. The
clock source can be one of the 10 lines, or aline on another dot card, or it can be internally
generated from the primary shelf controller. Using the internal clock is not recommended. For
more information about configuring the clock source, see“ Configuring clocking” on

page 8-17.

In addition, if the system clock source is from one of the 10 lines, it affects the timing on the
Time-division multiplexing (TDM) backplane, because TDM timing is based on the clock
source. Thisrelationship exists even though the T1 FrameL ine card does not use the TDM
backplane.
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Introduction to E1

An E1 line supports 32 64K bps channels, each of which can be used to transmit and receive
data or digitized voice. The line uses framing and signaling to achieve synchronous and
reliable transmission. The most common configurations for E1 lines are PRI and
unchannelized. (For information about provisioning your E1 line for use with the TAOS unit,
see Appendix A, “Provisioning the Switch.”)

ISDN Primary Rate Interface (PRI)

In Europe, an E1/PRI line typically supports 30 B channels and one D channel. PRI
configurations are used to receive multiple, simultaneous |SDN calls from analog-modem and
digital-services dial-in traffic. Another common use of E1/PRI linesisto connect a private
branch exchange (PBX) to a central office (CO) switch.

Nailed or unchannelized E1

An unchannelized E1 line can be used for nailed connections such as to a Frame Relay
network. In such cases the configuration is static, and the TAOS unit treats the E1 line as if it
were a single connection at a fixed speed, without individual channels.

Typically, when you pay your telephone company for aleased (nailed) line, you pay more for

higher bandwidth. Anything in the range of Obpsto 2.048Mbps can be delivered on an E1 line,
and provisioned at some 64K bps fraction of the full E1 bandwidth.

Overview of E1 configuration

Table 10-1 lists the sections describing common tasks you might have to perform to configure
an E1 line. Thetableincludes a brief description of each task, and lists the parameters you will
use.

For complete information about the associated parameters, see the APX 8000/MAX
TNT/DSLTNT Reference.

Table 10-1. E1 line configuration tasks

Section Description of task Associated parameters
“Understanding configuration Before configuring your E1 line, gather the N/A
requirements’ on page 10-4 necessary information from your E1 service
provider.
“Making a profile the working Before you can edit a profile, you must make | N/A
profile’ on page 10-5 it the working profile.
“Assigning namesto E1 line Assign anameto the E1 profile. Name
profiles’ on page 10-6
“Enabling aline” on page 10-7 Make aline available for use. Enabled
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Table 10-1. E1 line configuration tasks (continued)

Section Description of task Associated parameters
“Configuring a back-to-back A back-to-back connection lets you connect Back-to-Back
connection” on page 10-7 two TAOS units to one another over a

crossover E1 cable.
“Specifying the framing” on Framing specifieshow the bitsare sent onthe | Frame-Type

page 10-7

line.

“Specifying E1 signaling” on
page 10-8

Specify the type of signaling used for your E1
line.

Signaling-Mode

“Configuring ISDN PRI
signaling” on page 10-8

You must specify the type of network switch
providing ISDN service on an E1 PRI line.

Switch-Type

“Configuring ISDN network-side
emulation” on page 10-9

ISDN emulation enables you to build, send,
receive, and process ISDN data.

ISDN-Emulation-Side

“Configuring E1 R1 signaling” on
page 10-10

R1 isamultifrequency inband signaling
protocol that uses a set of register signals
known as MFR1 tones as addressing signals.

Signaling-Mode
Switch-Type

“Configuring E1 R2 signaling” on
page 10-10

Specify R2 signaling and specify R2-specific
configuration options.

Signaling-Mode
Number-Complete
Group-B-Signal
Group-11-Signal
Answer-Delay

“Configuring DPNSS signaling”
on page 10-12

Specify Digital Private Network Signaling
System (DPNSS) signaling and associated
options.

Signaling-Mode
Layer3-End
Layer2-End
NL-Value

L oop-Avoidance

“Configuring overlap receiving on
PRI lines’ on page 10-13

T1or E1 PRI lines with overlap receiving
enable the TAOS unit to gather the complete
called number from the network switch viaa
series of Information messages, enabling the
use of features such as called-number

Signaling-Mode
Overlap-Receiving
PRI-Prefix-Number

calt Trailing-Digits
authentication. ]
T302-Timer
“Configuring clocking” on Set Clock-Source to specify whether the E1 Clock-Source
page 10-13 line can be used as the master clock source Clock-Priority

for synchronous connections.

Also specify the priority of the E1 linesto be
used for clocking.
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Table 10-1. E1 line configuration tasks (continued)

Section

Description of task

Associated parameters

“Configuring the front-end E1
transceiver” on page 10-13

Set the front end type of the E1 transceiver to
Long-Haul or Short-Haul, depending on the
type of termination your line uses.

Front-End-Type

switched channels’ on page 10-14

digits needed to distinguish one number from
another. These are called add-on numbers.

“Configuring channel usage” on Specify how each of the E1 channelsistobe | Channel-Usage
page 10-14 used.
“Assigning telephone numbersto Typicaly, you specify only the rightmost Phone-Number

“Configuring trunk groups’ on
page 10-14

A trunk group is a group of channels that has
been assigned a number.

Trunk-Group

“Configuring nailed channels’ on
page 10-15

You must assign a nailed channel to a group
to make it available for use. The group
number can be referred to in a Connection or
Frame-Relay profile to specify a permanent
leased connection using that group of nailed
channels.

Nailed-Group

Chapter 20, “Configuring Call
Routing”

The TAOS unit uses call routing to determine
where to route incoming and outgoing calls.
The preferred way to set up call-routing is to
put al call routing informationin one place: a
Call-Route profile.

If you do not use Call-Route profiles, specify
the physical address of a device to which
callsreceived on this channel are routed.

Default-Call-Type
Call-by-Call-Service
Shelf

Slot

Item

Understanding configuration requirements

You need the following information from your E1/PRI service provider:

*  Thetelephone numbers assigned to your E1/PRI interface, channel-by-channel
e Nailed-up channels (also called private WAN), if any
e Unused channels, if any

e Switch type (or emulation)—DPNSS only

«  Switch layers 2 and 3 configuration—Digital Access Signaling System (DASS) 2 and
DPNSS only (A/B end, X/Y end)

»  Rate adaption protocol—DASS 2 and DPNSS only (X.30 and V.110)

10-4
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Note: The TAOS unit cannot receive multichannel calls using Multilink Protocol (MP)
encapsulation unless al channels of the call share acommon telephone number (namely, a
hunt group). You can request that your service provider supply you with a hunt group.

Making a profile the working profile

When the TAOS unit system detects that an E1 card has been installed, it creates a default E1
profile for each of the eight lines on the card.

In thefollowing display example, the Dir command shows eight default E1 profiles created for
acard instaled in slot 2:

admn> dir el
305 12/11/1996 15:58:20 { shelf-1 slot-2 2}
305 12/11/1996 15:58:20 shelf-1 slot-2
305 12/11/1996 15:58:20 shelf-1 slot-2
305 12/11/1996 15:58:20 shelf-1 slot-2
305 12/11/1996 15:58:20 shelf-1 slot-2
305 12/11/1996 15:58:20 shelf-1 slot-2
320 12/20/1996 20:55:31 shelf-1 slot-2
317 01/08/1997 09:58:55 shelf-1 slot-2

P N e Ratn Ratn Rata Raan)
P Wo~NO O
B s et o i e ad

By default, alineis not enabled, which meansthat it is not available for use. Its default
signaling method is inband, typically used for channelized connections.

To configure an E1 profile, make it the working profile by reading it into the edit buffer. For
example:

adm n> read el {1 2 1}
El/{ shelf-1 slot-2 1} read

Once you have read in a profile, it remains the working profile until you read in another
profile. You can use the Set command to change one or more of the profile’s parameters.

To save your configuration changes, use the Write command. For example,

admin> wite
El/{ shelf-1 slot-2 1} witten

To list the parametersin an E1 profile, use the List command, as in the following example:

admi n> |ist

physi cal -address* = { shelf-1 slot-2 1}

line-interface = { yes esf bh8zs eligible mddle-priority
i sdn w nk-star+

The following example shows the parametersin an E1 profile, with sample settings:

[in ELl/{ shelf-1 slot-15 5 }]

nanme = ""

physi cal - address* = { shelf-1 slot-15 5 }

line-interface = { no none g703 eligible mddle-priority +
back-to-back = fal se
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[in E1l/{ shelf-1 slot-15 5 }:line-interface]

enabl ed = yes

t-online-type = none

frane-type = g703

cl ock-source = eligible
clock-priority = mddle-priority
si gnal i ng-node = isdn

default-call-type = digita
switch-type = net5-pri

i ncom ng-call-handling = reject-al
front-end-type = short-hau

over | ap-receiving
pri-prefix-nunber
trailing-digits = 2
t302-ti mer = 10000

channel -config = [

| ayer 3-end = x-side
| ayer2-end = b-side
nl -value = 64

| oop- avoi dance = 7
nunber - conpl ete =

no

{ unused- channel

end- of - pul si ng

gr oup- b- answer - si gnal = signal-b-6
gr oup- b- busy-si gnal = signal-b-3
group-ii-signal = signal-ii-2

i nput - sanmpl e-count =
answer - del ay = 200
caller-id = no-caller-id
hunt - gr p- phone- nunber - 1
hunt - gr p- phone- nunber - 2
hunt - gr p- phone- nunber - 3
collect-incomng-digits
ri-use-anir = no
ri-first-digit-timer =

one- sanpl e

>S5
o

340

ril-anir-delay = 350
rl-anir-tinmer = 200
rl-nodified = no

9 "" { any-shelf +

[in El/{ shelf-1 slot-15 5 }:line-interface: channel-con +

channel - usage = unused- channe
trunk-group = 9
phone- nunmber =
call-route-info =
nail ed-group =1

Assigning names to E1 line profiles

{ any-shelf any-slot 0 }

In an E1 profile, the Name parameter enables you to assign the profile a name. The name can
include up to 16 characters. After you assign it, it is displayed after the line's physical address
in the Dir command output. For example:

admi n> read el {1 12 0}
adm n> set name = E1 Trunk

10-6
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admin> wite

El/{ shelf-1 slot-12 0 } witten

admin> dir el

17 04/17/1997 19:00:02 { shelf-1 slot-12 0} "E1 Trunk"

For E1 lines, the Line Status window displays either the name (if assigned) or the physical
address. If the name is longer than eight characters, the last character displayed is a plus sign

().

Enabling a line

By default each E1 lineisdisabled. To enable an E1 line, read its profile to make it the working
profile, then set Enabled to Yes, asin the following example:

adm n> read el {1 2 1}

El/{ shelf-1 slot-2 1} read
adm n> set line enabled = yes
admin> wite

El/{ shelf-1 slot-2 1} witten

Configuring a back-to-back connection

For diagnostics, you can configure DASS-2 or DPNSS linesin a back-to-back connection. A
crossover cable connects an E1 port of one TAOS unit to an E1 port of another TAOS unit. No
switch is required, and the connection is entirely local. One TAOS unit must be set up for data
terminal operation (DTE) operation, and the other for data circuit-terminating equipment
(DCE) operation.

To specify aback-to-back connection, set the Back-to-Back parameter in the E1 profile:

adm n> read el {1 2 1}

El/{ shelf-1 slot-2 1} read

admi n> set back-to-back = [true|fal se]
adnin> wite

El/{ shelf-1 slot-2 1} witten

Specifying the framing

The E1 framing mode can be G703 (G.704 with CRC4, the standard framing mode used by
most E1 ISDN and DASS2 providers) or 2DS (G.704 without CRC4, avariant of G703
required by most E1 DPNSS providersin the United Kingdom). If thelineis not configured for
ISDN signaling, you can use the D4 format, also known as superframe.

Your E1 service provider must provide the correct framing values for your lines.

To specify the framing, set the Frame-Type parameter:

adm n> read el {1 2 1}
E1l/{ shelf-1 slot-2 1} read
adm n> set line frame-type = [ Gr03]| 2DS| D4| esf ]
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admin> wite
El/{ shelf-1 slot-2 1} witten

Specifying E1 signaling

An E1 line's signaling mode can be any of the following:

« ISDN

e DPNSS (DPNSS or DASS 2 signaling)

e Channel-associated signaling (CAS). CAS signaling modes includes the following:

— E1-R2-Signaling (R2 signaling)

— E1-Argentina-Signaling

— E1-Brazil-Signaling

— E21-Chinese-Signaling (R2 signaling used in China)
— E1-Czech-Signaling

— El-India-Signaling

— El-Korean-Signaling (R2 signaling used in Korea)
— E1-Maaysia-Signaling

— El1-Metered-Signaling (metered R2 signaling, used in Brazil and South Africa)
— E21-Philippine-Signaling

— E1-P7-Signaling (R2 P7)

— R1-Inband

In the E1 profile Line-Interface subprofile, configure E1 signaling as follows:

admin> read el {1 2 1}

E1l/{ shelf-1 slot-2 1} read

adm n> set line signaling-node = signalingnode
admin> wite

El/{ shelf-1 slot-2 1} witten

Replace si gnal i ngnode with one of the modes listed above. If you are using one of the
CAS signaling modes, you must also set the Switch-Type parameter to CAS.

For more information on the E1 signaling parameters, see the APX 8000/MAX TNT/DSLTNT
Reference.

Configuring ISDN PRI signaling

For ISDN signaling you must also specify the type of switch providing E1/PRI service to your
TAOS unit. Obtain the information from your ISDN carrier.

When you set the signaling mode to ISDN, you must also set channel 17 asthe D channel.
Note that ISDN signaling often requires ESF framing and B8ZS encoding.

10-8
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Configure ISDN PRI service asin the following example:

adm n>read el {1 15 5}
El/{ shelf-1 slot-15 5 } read

adm n>l i st

[in ELl/{ shelf-1 slot-15 5 }]

name = ""

physi cal -address* = { shelf-1 slot-15 5 }

line-interface = { no none g703 eligible mddle-priority
isdn +

back-to-back = fal se

admi n>list line-interface

[in E1l/{ shelf-1 slot-15 5 }:line-interface]
enabl ed = no

t-online-type = none

frane-type = g703

cl ock-source = eligible

clock-priority = mddle-priority

si gnal i ng-node = isdn

default-call-type = digita

switch-type = net5-pri

adm n> set frane-type = esf

adm n> set signaling-node = isdn

adm n> set switch-type = switchtype

adm n> set channel 17 channel - usage=d- channel
admin> wite

To see acomplete list of switch types supported on the TAOS unit, see the TAOS unit
command-line interface online help or the APX 8000/MAX TNT/DSLTNT Reference.

Configuring ISDN network-side emulation

You can configure PRI linesto use either network-side or user-side ISDN emulation.
Previoudly, PRI lines on the TAOS unit supported only user-side emulation. Following is the
relevant parameter, shown with its default setting:

[in E1l/{ any-shelf any-slotO }:line-interface]
i sdn-enul ation-side = te

ISDN isanonsymmetrical protocol used by telephone carriers to provide digital servicesto
end users. There are no ISDN links between telephone carrier Central Offices (COs). ISDN
links exist only between the CO and the customer. Therefore, an ISDN link can be viewed as
having two sides— the network side, or network terminating (NT) equipment, and the user
side, or terminal equipment (TE). The user side can connect only to the network side, and vice
versa. Both the network side and the user side perform the same functions, but the format of
the messagesis different. For example, the network side must always set a bit and the user side
must always clear it. These differences allow either side to determine whether the other end is
the right one.
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ISDN emulation enables you to build, send, receive, and process ISDN data. ISDN monitoring,
on the other hand, allows you only to decode the ISDN data.

Configuring E1 R1 signaling

R1 isamultifrequency inband signaling protocol that uses a set of register signals known as
MFR1 tones as addressing signals. Each address (tel ephone number) is preceded by a KP pulse
and followed by an ST pulse denoting the end of addressing.

The R2 signaling option must be software licensed (hash-code enabled) on the system for R1
signaling to work. I1f one or more E1 lines on an E1 card are configured for R1 signaling, no
other line on the card can use R2 signaling.

Following are the parameters relevant to R1 signaling, shown with sample values:

[in E1l/{shelf-1 slot-13 1}:line-interface]
si gnal i ng- mode = r1-inband
switch-type = cas

All other line signaling parameters can be left in their default settings. The following example
specifies R1 signaling on an E1 linein shelf 1, dlot 13:

adm n> read el {1 13 1}
El/{ shelf-1 slot-13 1 } read

adm n> set line signaling-nmde = r1-inband
adm n> set switch-type = cas

admin> wite
El/{ shelf-1 slot-13 1 } witten

Configuring E1 R2 signaling

R2 signaling isan ITU-T standardized signaling protocol, which can be used on E1 digital
trunks for switched circuits. It uses a combination of A/B bit manipulation in channel 16 of the
E1 frame (line signaling), and inband MF tone generation and detection (register signaling).
The relevant specificationsarein ITU-T recommendations Q.400 to Q.490. R2 signaling is
widely implemented in international markets where ISDN PRI is not yet available. The default
bandwidth for data calls coming in over E1 channels using R2 signaling is 64K bps.

To configure R2 signaling, you might need to set some or al of the following parameters:

Par ameter Specifies

Switch-Type Type of switch the TAOS unit connectsto. For R2 signaling, you must
set Switch-Type to Switch-CAS. When the line is configured for
channel associated signaling (CAS), the TAOS unit does not receive
bearer-capability information from the carrier. Therefore, it cannot
determine whether a call is voice-service or digital-service. For
call-routing purposes, all calls on inband lines are assumed to be
digital calls.

Answer-Delay Milliseconds the TAOS unit delays before answering an R2 call.

10-10
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Parameter
Number-Complete

Group-B-Answer-
Signal

Group-B-Busy-Signal

Group-11-Signaling

Cdller-1D

Specifies

Number of digits considered to be a complete number on an incoming
call using R2 signaling. You can specify End-of-Pulsing to have the
TAOS unit continue receiving digits until the caller stops sending
them, or you can specify afixed number of digits (up to 10). In all
cases, the digitsreceived before the call is answered are considered the
called number for call-routing purposes.

Replaces the Group-B-Signal parameter found in earlier releases. It
specifies the group-B signal that the TAOS unit sends before
answering acall, and can be set to avalue from Signal-B-1 to
Signal-B-15. The default is Signal-B-6, which is the recommended
setting for E1L_R2 Israeli signaling.

Group-B-Busy-Signal specifies the group-B signal that the TAOS unit
sends as a busy signal. When the TAOS unit does not have sufficient
resourcesto handlethe call correctly (for example, if al of its modems
are busy), it sends the group-B signal specified by this parameter. It
can be set to avalue from Signal-B-1 to Signal-B-15. The default is
Signal-B-3, which isthe recommended setting for E1_R2 Isragli
signaling.

Group Il signal that is sent in the course of an outgoing call,
immediately after acknowledgment by the called end that all necessary
address digits have been received. It is used for outgoing call
configuration.

Enables or disablesthe use of caller ID for R2 calls. You must specify
one the following signaling modes to enable the TAOS unit to process
CLID information received from the switch:

¢ El-Argentina-Signaling

e E1-Brazil-Signaling

» E1-Chinese-Signaling

¢ El-IndiaSignaling

e El-lsrael-Signaling

* El1-Kuwait-Signaling

¢« El-MaaysiaSignaing

¢ El1-Mexico-Signaling

» E1-New-Zealand-signaling
e EI1-Philippine-Signaling

e El-Thaland-Signaling

For details about configuring CLID authentication in a Connection

profile, see the APX 8000/MAX TNT/DSLTNT WAN, Routing, and
Tunneling Configuration Guide.

To configure the line for R2 signaling, proceed as in the following example:

admin> read el {1 2 2}
E1l/{ shelf-1 slot-2 2}

read

APX 8000/MAX TNT Physical Interface Configuration Guide
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admn> list line

enabl ed=no

franme-type=g703

cl ock-source=eligible

clock-priority=mddle-priority

si gnal i ng- node=i sdn

swi tch-type=net5-pri

front-end-type=short-hau

channel -config=[ { unused-channel 9 "" { any-shelf any-slot+

adm n> set line enabled = yes

adm n> set line frame-type = 2DS

adm n> set line signaling-nmde = el-r2-signaling
adm n> set line switch-type = switch-cas

adm n> set |ine nunber-conpl ete = end-of - pul sing
adm n> set |ine group-b-signal = signal-b-6

adm n> set line group-ii-signal = signal-ii-2
adm n> set |ine answer-delay = 200

adm n> set line caller-id = get-caller-id
admin> wite

El/{ shelf-1 slot-2 2 } witten

Configuring DPNSS signaling

When you are connecting to a DASS 2 or DPNSS switch, you must set the following
parameters:

e Layer3-End specifies CCITT Layer 3. It must be set to X-Side (its default value).
e Layer2-End specifies CCITT Layer 2. It must be set to B-Side (its default value).
e NL-Value must be set to 64 (its default value).

e Loop-avoidance must be set to 7 (its default value).

Contact the service provider for more details. (These settings are not required for ISDN
signaling.)

In the following example, an administrator configures DPNSS signaling using a Mercury
switch (avariant of DPNSS). The specified framing mode, 2DS, is avariant of G.703 required
by most E1 DPNSS providersin the United Kingdom. To configure an E1 line for DPNSS
signaling, proceed as in the following example:

admn> read el {1 2 2}

El/{ shelf-1 slot-2 2 } read

adm n> set enabled = yes

adm n> set signaling-node = el-dpnss-signaling
adm n> set switch = nercury-dpnss

adm n> set frame-type = 2ds
adm n> set |ayer3-end = x-side
adm n> set |ayer2-end = b-side
adm n> set nl-value = 64

10-12
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adm n> set | oop-avoi dance = 7
admin> wite

Configuring overlap receiving on PRI lines

Overlap receiving affects the procedure of establishing an incoming call receivedonaT1 or
E1 PRI linein the TAOS unit. With overlap receiving, the TAOS unit can gather the complete
called number from the network switch via a series of Information messages, enabling the use
of features such as called-number authentication. For information about configuring overlap
receiving on PRI lines, see Chapter 8, “Configuring T1 Cards.”

Configuring clocking

You can configure the TAOS unit to use any of the E1 lines as a master clock source for
synchronous connections for an entire system. In synchronous transmission, both the sending
device and the receiving device must maintain synchronization in order to determine where
one block of data ends and the next begins.

From the E1 lines configured as eligible clock sources, the TAOS unit chooses a clock source
on the basis of priority. If multiple E1 lines are configured as eligible clock sources and have
an equal clock priority, the TAOS unit chooses one of them at random. Once chosen as the
clock source, the line is used until it becomes unavailable or a higher-priority source becomes
available.

If no eligible external sources are available, the system uses an internal clock generated from
the primary shelf controller. Using theinternal clock is generally not recommended.

The Clock-Source diagnostic command displays the current master clock source. Enter the
command on the shelf controller to display which slot (if any) is being used as the clock
source. Enter the command on an E1 card to display which lineis used.

To specify aclock source and set a priority, proceed as follows after reading in the line's E1
profile:

adm n> set clock-source = eligible
adm n> set clock-priority = high-priority
admin> wite

Configuring the front-end E1 transceiver

The front-end type of the E1 transceiver can be short haul or long haul. Long haul is only for
lines using 120-ohm termination.
Specify the front-end settings as follows, after reading in the line’'s E1 profile:

adm n> set front-end-type=[short-haul || ong-haul]
admin> wite
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Configuring channel usage

You must specify how each of the 32 channels of an E1 lineisto be used. By default, E1
channels are configured as switched. Each of the 32 channels of an E1 line can be configured
for one of the following uses:

e Unused-Channel—Channel is unused. Send the single idle code defined for this channel.

«  Switched-Channel—Switched channel, using either robbed-bit or D-channel signaling,
depending on how the lineis configured at a higher level.

* Nailed-64-Channel—A clear-channel 64Kbps circuit. This configuration does not require
any setup information.

e D-Channel—Channel 16 (channel 17 in the TAOS unit interface) is used for ISDN
D-channel signaling directed at the appropriate controller for the physical interface.

To specify the channel usage:
1 ListtheLineInterface parameters:
admin> list line-interface
2 Set the Channel-Usage parameter for the first channel:

adm n> set channel 1 channel - usage=[ unused- chan-
nel | swi t ched- channel | nail ed- 64-channel | d- channel ]
admin> wite

Assigning telephone numbers to switched channels

Assigning telephone numbers to switched E1 channels is no different from assigning them to
switched T1 channels. See “ Assigning telephone numbers to switched channels’ on page 8-19.

Configuring trunk groups

Like nailed channels that have been assigned a group number, switched channelsin atrunk
group can be referred to from a Connection profile and Call-Route profile to direct outbound
callsto use that specific bandwidth. Trunk groups also serve a variety of other purposes, such
as separating lines supplied by different carriers so those lines can be used as backup for each
other if one switch becomes unavailable. The decision to use trunk groupsis aglobal one.
Once you have enabled the use of trunk groups, every switched channel must be assigned a
trunk group number or it will not be available for outbound calls.

Trunk groups limit the number of channels available to multichannel calls, because only
channels within the same trunk group can be aggregated.

To enable trunk groups, open the System profile and set Use-Trunk-Groupsto Yes, asin the
following example:

adm n> read system
SYSTEM r ead

adm n> |ist

name = ""
systemrmt-nmgnt = yes
use-trunk-groups = no
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idle-logout =0

parallel-dialing = 2
single-file-incomng = yes

anal og-encoding = a-l aw
sessi oni d-base = 0

adm n> set use-trunk-groups = yes
admn> wite

Then assign the channels of each E1 line to atrunk group, as in the following example:

admn> read el {1 1 1}
El/{ shelf-1 slot-1 1} read

admin> list line channel 1

[in EL/{ shelf-1 slot-15 1 }:line-interface: channel -con +]
channel - usage = swi tched-channe
trunk-group = 9

phone- nunmber =
call-route-info = { any-shelf any-slot 0 }
nail ed-group = 0

adm n> set trunk-group = 4

admn> list .. 2

[in ELl/{ shelf-1 slot-15 1 }:line-interface: channel-con +]
channel - usage = swi tched- channe
trunk-group = 9

phone- nunber =
call-route-info = { any-shelf any-slot 0 }
nail ed-group = 0

adm n> set trunk-group = 4

admin> list .. 3

[in EL/{ shelf-1 slot-15 1 }:line-interface: channel-con +]
channel - usage = swi tched- channe
trunk-group = 9

phone- nunmber =
call-route-info = { any-shelf any-slot 0 }
nail ed-group = 0

adm n> set trunk-group = 4

admin> wite

Note: Command history isvery useful for repeating commands. Press the Up Arrow key
to redisplay the command, and then press Enter. (For more information, see the TAOS
Command-Line Interface Guide.)

Configuring nailed channels

The number of nailed (leased) channels must be the same at both ends of the connection. For
example, if there are five nailed channels at the local end, there must be five nailed channels at
the remote end. However, channel assignments do not have to match. For example, Channel 1
can be switched at the local end and nailed at the remote end. Channelsin a nailed group must
be contiguous on the E1 line
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When you configure Connection profiles to use the leased connection, you must specify the
Nailed-Group number in the Telco-Options subprofile.

To configure a nailed channel, proceed as in the following example;

admin> list line channel 1

channel - usage = swi tched- channe
trunk-group = 9

phone- nunber = ""

call-route-info = { any-shelf any-slot 0 }
nail ed-group = 0

admi n> set channel = nailed
adm n> set nailed = 3
admin> list .. 2

channel - usage = swi tched-channe
trunk-group = 9

phone- nunber = ""

call-route-info = { any-shelf any-slot 0 }
nail ed-group = 0

adm n> set channel = nailed

adm n> set nailed = 3

admn> wite

Specifying analog encoding for TAOS unit codecs

Codecs connected to T1 use a different encoding standard for digitized anal og data than do
codecs connected to E1. The default for T1is U-Law, the default for ELis A-Law.
To specify the analog encoding, proceed asin the following example:
1 Openthe System profile:
adm n> read system
2 Specify the analog encoding for al the codecs in the TAOS unit:
adm n> set anal og-encoding = a-Ilaw
3 Writethe System profile to save the changes:

admin> wite
SYSTEM wri t t en

Default Call-Route profiles

When the TAOS unit detects that an E1 card has been installed, it creates one default
Call-Route profile associated with the card. For example:

admin> dir call-r

9 12/11/1996 15:58:08 { { { any-shelf any-slot 0} 0}
0}

13 01/06/1997 17:17:10 { { { shelf-1 slot-2 0} 0} 0}
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This default Call-Route profile routes outbound trunk calls to any line on the card. To handle
inbound modem and L AN-session traffic, you must configure specific call routes. For details,
see Chapter 20, “ Configuring Call Routing.”

APX 8000/MAX TNT Physical Interface Configuration Guide 10-17






Configuring E1 FrameLine Cards 11
(MAX TNT)

Introductionto EL Frameline . ....... ... 11-1
Overview of supported features. . . . ...t e 111
Overview of E1 FrameLine configuration. . ............. .. ... 11-2
Administrative profilesfor ELFrameLine. . ......... ... oot 11-4
Administrative commands and status information. . ............ ... .. ... ... 11-5
Configuringthe clock SOUrCe. . . .. ..ot e 11-6

Introduction to E1 FrameLine

The E1 FrameLine dlot card provides 10 E1 FrameL ine lines, each of which can be used for
one nailed connection. Associated with each E1 line is a Serial Communications Adapter
(SCA), which is responsible for receiving and transmitting HDL C frames. Because thereis
only one SCA per line, only one PPP or Frame Relay link (possibly with multiple DLCIs) can
be active per line.

Unlike other slot cards, such as the Series56 |1 and Series56 111 Digital Modems cards or
Hybrid Access (HDLC) cards, call routing profiles are not used for the E1 FrameL ine card and
areignored if they exist. The data pathway is directed to an on-board SCA device and cannot
be routed to another host card. All packetization of data occurs locally.

Overview of supported features

This section describes the E1 FrameLine slot card’s support for the following protocols:
- PPP

e Frame Relay

e Routing protocols

e SNMP
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PPP

The E1 FramelLine dot card supports PPP as follows:

e Only one PPP session per line.

e Bandwidth per session is 1-31 DSO channels. Channel 1 isnot available.
e Channels need not be contiguous.

e Multilink Protocol (MP) and Multilink Protocol Plus (MP+) are not supported. The
connection profile must specify only PPP.

e Usersare authenticated by the local profile or RADIUS.
e  Stac compression is not supported.

Frame Relay

The E1 FrameLine dot card supports Frame Relay as follows:

e Only one Frame Relay link, possibly containing multiple data-link connection identifiers
(DLClIs), can be active per line.

*  Bandwidth per link is 1-31 DSO channels. Channel 1 isnot available.
e Channels need not be contiguous.
e Upto 120 PVCsare supported per card.

Routing protocols

The E1 FrameLine slot card supports only I P routing.

RADIUS

The E1 FramelLine dot card supports the same RADIUS accounting and authentication as the
digital modem cards.

SNMP

The E1 FrameLine dot card supports SNMP as follows:
» DS status and management are the same as for the eight-port E1 card.

e TheEl Frameline ot card supports the accounting Management Information Base
(MIB) for session information.

Overview of E1 FrameLine configuration

Configuring the E1 FrameLine slot card is similar to E1 dot card configuration except that the
E1 Frameline slot card has the following configuration restrictions:

e Signaling-mode must be set to E1-No-Signaling.
e Frame-Type must be set to G703.
e T-Online-Type must be set to None.
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e Channel-Usage for channel must be set to Unused-Channel.

e For al other channels, Channel-Usage must be set to either Unused-Channel or
Nailed-64-Channel.

e Channel 17 isusable.
e You cannot have the same nailed group on two different E1 lines.

e Unlikethe E1 card, channels in the same nailed group do not need to be contiguous. For
example, channels 1 and 3 can be in same nailed group with channel 2 unused.

« Only thefollowing E1 profile parameters are applicable for the E1 FrameLine slot card:
—  Enabled
—  T-Online-Type
— Frame-Type
— Clock Source
— Signaliing-Mode
— Channel-Usage
— Nailed-Group

For complete information on configuring E1 lines, refer to Chapter 8, “Configuring E1 Cards.”

Example E1 FrameLine configuration

When you install the E1 FrameLine slot card, the MAX TNT creates 10 E1 profiles. The
following is the default line-interface configuration:

enabled = no

t-online-type = none
frane-type = g703

cl ock-source = eligible
clock-priority = lowpriority
si gnal i ng-node = el-no-signaling
default-call-type = digita
switch-type = net5-pri
front-end-type = short-hau
over |l ap-receiving no
pri-prefix-nunber "
trailing-digits = 2

t302-ti mer = 10000
| ayer 3-end = x-side
| ayer2-end = b-side

nl -val ue = 64
| oop- avoi dance = 7
nunber - conpl et e = end- of - pul si ng

gr oup- b- answer - si gnal = signal-b-6
gr oup- b- busy-si gnal = signal-b-3
group-ii-signal = signal-ii-2

answer - del ay = 200
caller-id = no-caller-id
hunt - gr p- phone- nunber-1 =
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hunt - gr p- phone- nunber - 2
hunt - gr p- phone- nunber - 3

To configure the E1 FrameL.ine card:

adm n> read E1 {1 2 2}
UE1/{ shelf-1 slot-2 2 } read

adm n> set enabled = yes

admi n> |ist channel 1
channel - usage = unused- channe
trunk-group = 9
phone- nunber =
call-route-info = { any-shelf any-slot 0 }
nail ed-group = 0

adm n> set channel -usage = nail ed- 64- channel
adm n> set nail ed-group = 3

admn> list .. 2
channel - usage =
trunk-group = 9
phone- nunber =
call-route-info = { any-shelf any-slot 0 }
nail ed-group = 0

unused- channel

adm n> set channel -usage = nail ed- 64- channel

adm n> set nail ed-group = 3
Continue configuring the rest of the channels similarly. When you have finished, write the
profile:

admin> wite
UE1l/{ shelf-1 slot-2 2 } witten

Administrative profiles for E1 FrameLine

In addition to the E1 profile described in the previous section, the following administrative
profiles apply to the E1 FramelLine slot card:

e Admin-State profile
e Device-State profile
e Slot-Info profile
e TI1-Status profile

This section explains the changes to these profiles to support the E1 FrameL ine card.

11-4
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Admin-State profile

When you install the E1 FrameLine dot card, the MAX TNT creates 20 Admin-State profiles;
10 are associated with the E1 lines and 10 are associated with the SCA devices that do HDLC
framing. Profiles are retained during card resets. The unit deletes these profilesif you install a
different type of card into aslot. You can aso delete the profiles using the Slot command with
the—r option.

Theprofileindex isdisplayedas{ shel f slot N}

* AnNvalueof 1-10 identifies a E1 line on the card.

e AnNvalueof 11-20 identifies an SCA on the card.

« AnSCA vaueof 11 isassociated with line 1, an SCA of 12 with line 2, and so on.

Device-State profile

The TNT creates a Device-State profile for each DS0 and each SCA when the E1 FrameLine
dot card enters the up state.

You use the DSO-related profiles as you do the eight-port E1 slot card profiles.

You use the SCA related profiles as you do the Seriesb6 |1 and 111 Digital Modem cards except
that setting the Reqd-State parameter to Down-Reqd-State when acall is active on that SCA
has no effect.

Theprofileindexis{ { shelf slot N} M}

e AnNvaueof 1-10 identifies aline on the card.

e AnNvaue of 11-20 identifies an SCA on the card.

e An Mvalueisthe DSO channel number. Itsrangeis[1..32] for E1. For an SCA, M is
awaysO.

Administrative commands and status information

You can maintain the E1 FrameLine ot card as you do the eight-port E1 card:

e The Dircode and Show commands display the E1 FrameL ine loads as
10- unchan- E1- car d.

e You can view the status of the SCAs with the HDLC command.

e Theline statusisidentical to the line status for the eight-port E1 card.

*  You can view the errors on each line by opening a session to the card and using the
E1-Stats command.

For more information about diagnostics on the E1 FrameL ine card, see the APX 8000/MAX
TNT Administration Guide.
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Configuring the clock source

The E1 FrameLine dot card uses the same system-wide PLL synchronous clock source for
DS1 transmission as do the eight-port T1 and E1 cards. Any of the lines can serve as the clock
source for the unit. To configure the E1 FrameLine card’s clock source, use the same
parameters (Clock-Source and Clock-Priority) that you use for other cards.

All 10 lines must use the same clock source. Clocking on aper-line basisis not supported. The
clock source can be one of the 10 lines, or aline on another dot card, or it can be internally
generated from the primary shelf controller. Using the internal clock is generally not
recommended.

In addition, if the system clock source is from one of the 10 lines, it affects the timing on the
TDM backplane, because TDM timing is based on the clock source. This relationship exists
even though the E1 FrameL ine slot card does not use the TDM backplane.

11-6
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Introduction to T3

The T3 dlot card isacommunications circuit composed of seven DS2s, each of which includes
four DS1s, each of which in turn is composed of 24 DSO0s, for atotal of 672 DSO channels.

Onthe T3 card, DS2 channel 1 includes DS1 lines 1-4, DS2 channel 2 includes DS1 lines 5-8,
and so on. Each DSl issimilar to aT1 line, except that on the T3 card, aDS1 functions only if
the DS2 and DS3 of which it is acomponent are operating and in frame.

You can think of the T3 card as 28 T1 lines, because it provides 28 independently configurable
DS1 lines. Each of the DS1 lines has the same capabilities asthe DS1 lineson aT1 card. Use
of SNMP for DS1-level management and status monitoring of the T3 card is the same as for
the eight-port T1card. No SNMP or status monitoring is currently available at the DS3 level.

Overview of T3 configuration

Table 12-1 lists the sections describing common tasks you might have to perform to configure
aT3line. Thetableincludesabrief description of each task and lists the parameters you will
use.

(This chapter describes only the specifics that apply to a T3 card. For information about
configuring T1 profiles, see Chapter 8, “Configuring T1 Cards.”)
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Understanding T3 configuration requirements

For complete information about the associated parameters, see the APX 8000/MAX
TNT/DSLTNT Reference.

Table 12-1. T3 line configuration tasks

Section

Description of task

Associated parameters

“Understanding T3 configuration
requirements’ on page 12-2

Although you configure the T3 card similarly
to the eight-port T1 card, there are important
differences you must understand before
configuring the card.

Clock-Source
Clock-Priority
NFAS-ID

FDL
Front-End-Type
DSX-Line-Length

TAQOS unit.

CSU-Buildout
“Understanding T3 slot card The TAOS unit creates asingle T3 profile N/A
profiles’ on page 12-3 and 28 T1 profiles for each T3 card in the
system.
“Assigning anametoaT3 profile” | Assign anameto the T3 profile. Name
on page 12-4
“Enabling aline” on page 12-5 Make aline available for use. Enabled
“Configuring the T3 physical link” | Before you configure the T1 profiles that Physical-Address
on page 12-5 make up the T3 card, you must first configure Enabled
the T3 physical line parametersin the T3
profile. Frame-Type
Line-Length
“Configuring clocking” on Any of the T1 lines associated withaT3 card | Clock-Source
page 12-5 can be configured as the clock source for the Clock-Priority

Understanding T3 configuration requirements

Configuring the T3 slot card is very similar to configuring the eight-port T1 slot card, but with

some important differences. Table 12-2 lists the differences.

Table 12-2. Differences between T3 card configuration and T1 card configuration

Parameter

Difference

NFAS-ID

The T3 card supports up to 14 NFAS groups. AN NFAS
group can be composed of up to 28 lines, subject to the
limitations of the switch. NFAS is configured in the
same way as for the eight-port T1 card.

12-2
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Table 12-2. Differences between T3 card configuration and T1 card configuration (continued)

Parameter Difference

FDL The DS1-level FDL services supported by the T3 card
are the same as for the eight-port T1 card. DS3-level
FDL capabilities such as the Far-End Alarm and
Control Channel (FEAC) and Path Maintenance Data
Link are currently unsupported. (For information on
specifying FDL, see the APX 8000/MAX TNT/DSLTNT
Adminstration Guide.)

Front-End-Type These parameters are ignored in T1 profiles that apply
DSX-Line-Length to the T3 card.
CSU-Build-Out

Understanding T3 slot card profiles

When the TAOS unit first detects the presence of a T3 slot card, it creates the following
profiles for each card:

e OneT3profile
e OneCal-Route profile
e 28T1 profiles (one for each DSL1 on the T3 card)

T3 profile

When the TAOS unit first detects the presence of a T3 card, it creates a default T3 profile for
the card. For example, after installing a T3 card installed in slot 7, you can verify the creation
of aT3 profile asfollows:

admn> dir t3
7 03/21/1997 21:12:03 { shelf-1 slot-7 0}

The following example shows the parametersin a T3 profile, with sample settings:

t3 { shelf-1 slot-1 11}
physi cal -address* = { shelf-1 slot-1 1}
enabl ed = yes
application = m3
line-length = 1-255

Call-Route profile

At the sametimethat it createsa T3 profile, the TAOS unit creates one default Call-Route
profile that routes outbound trunk callsto any line on the card. You can display the Call-Route
profile as shown in the following example:

admn> dir call-r
9 02/28/1997 10:54:38 { { { any-shelf any-slot 0} 0} 0}
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13 02/28/1997 10:54:49 { { { shelf-1 slot-8 0} 0} 0 }
13 02/28/1997 10:54:49 { { { shelf-1 slot-11 0} 0} 0 }
13 02/28/1997 10:54:49 { { { shelf-1 slot-16 0} 0} 0 }
13 02/28/1997 10:54:49 { { { shelf-1 slot-13 0} 0} 0}
13 03/21/1997 10:18:40 { { { shelf-1 slot-7 0} 0} 0 }

T1 profiles

The TAOS unit also creates 28 T1 profiles for the T3 interface. You use these profilesto
configure parameters for each of the DS1s that make up the T3.

The following example shows the parametersin a T1 profile, with sample settings:

Tl { shelf-1 slot-1 11}
name=
physi cal - address* = { shelf-1 slot-1 1}
line-interface
enabl ed = no
frame-type = d4
encodi ng = ami
cl ock-source = eligible
clock-priority = mddle-priority
si gnal i ng- rode = i nband
robbed- bi t - node = wi nk-start
default-call-type = digita
switch-type = att-pri
nfas-id = 0
call-by-call =0
dat a- sense = nor nal
idle-node = flag-idle
FDL = none
front-end-type = dsx
DSX-1ine-length = 1-133
CSU- bui | d-out = 0-db
mai nt enance-state = no
channel -config N
channel -usage =
trunk-group = 9
phone- number = ""
call-route-info = { any-shelf any-slot 0 }
nai |l ed-group = 0

swi t ched- channe

These T1 profiles are identical to those created for the DS1s on an eight-port T1 card.

Assigning a name to a T3 profile

InaT3 profile, the Name parameter enables you to assign the profile aname of up to
16 characters. It is displayed after the line’s physical address in the Dir command output. For
example:
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admin> read t3 {1 12 0}

adm n> set nane = T3 Trunk

adm n> wite

T3/{ shelf-1 slot-12 0 } witten

adm n> dir T3

17 04/17/1997 19:00:02 { shelf-1 slot-12 0} "T3 Trunk"

For T3 lines, the Line Status window displays thefirst eight characters of the name if one has
been assigned. For example:

"T3 Trunk" 1/15/00 LAla la la la la la la

If the name islonger than eight characters, the last character displayed isaplus sign (+).

Enabling a line

By default each DS3 line is disabled. When the DS3 interface is disabled, it transmitsthe DS3
Idle Signal to the far end.

To enableaT3 line, read its profile to make it the working profile, then set the Line-Interface
subprofile's Enabled parameter to Yes, asin the following example:

admn>read t3 {1 2 1}

T3/{ shelf-1 slot-2 1} read
adm n> set enabled = yes
admin> wite

T3/{ shelf-1 slot-2 1} witten

Configuring the T3 physical link

You must specify aframe type and the length of the lines that connect the TAOS unit T3 slot
card to the DSX-3 cross-connect. The line length must reflect the longest line length you
expect to encounter in your installation. For a direct connection, double the value.

To configure the T3 card's physical link, read its profile into the edit buffer, and enter the
following commands:

adm n> set frame-type = [nl3|c-bit-parity]
adm n> set line-length = [0-225| 226-450]
admin> wite

Configuring clocking

For DSL1 transmission, the T3 dot card uses the same system-wide PLL synchronous clock
source used by the eight-port T1 cards. Any of the T3 card’s T1 lines can serve as the clock
source for the TAOS unit system.

(For information about specifying a clock source, see “ Configuring clocking” on page 8-17.)
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Introduction to SWAN

The Serial WAN (SWAN) card, has four V.35 seria ports, which can be used for nailed Frame
Relay connections. This card can support up to 120 Frame Relay virtua circuits. A serial WAN
port provides a V.35/RS-449 WAN interface that is typically used for connecting to a Frame

Relay switch. The clock speed received from the link determinesthe serial WAN datarate. The
maximum acceptabl e speed is 8 Mbps. The clock speed at the serial WAN port has no effect on

the bandwidth of other WAN interfacesin the MAX TNT or DSLTNT unit.

Overview of SWAN configuration

Table 13-1 lists the sections describing common tasks you might have to perform to configure
aSWAN line. Thetable includes a brief description of each task and lists the parameters you

will use.
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For complete information about the associated parameters, see the APX 8000/MAX
TNT/DSLTNT Reference.

Table 13-1. SWAN-card configuration tasks

Section Description of task Associated parameters
“Understanding SWAN card Explainsimportant configuration information | N/A
configuration requirements’ on you should understand before you configure
page 13-2 the SWAN card.
“Making a profile the working Before you can edit a profile, you must make | N/A
profile’ on page 13-3 it the working profile.
“Assigning anameto a SWAN Assign a name to the SWAN profile. Name
profile’ on page 13-4
“Enabling aline” on page 13-4 Make aline available for use. Enabled
“Specifying anailed group” on The nailed group is used to assign a Frame Nailed-Group
page 13-4 Relay connection to a SWAN line.
“Specifying the SWAN internal The SWAN dlot card can generate atransmit | Clock-Mode
clock speed” on page 13-5 internal clock based on the clock speed of its Divider

Serial Communication Adapter (SCA) chips.

Exp

Understanding SWAN card configuration requirements

Table 13-2 provides important configuration information you might need before configuring
your SWAN card.

Table 13-2. SWAN card configuration

Element

Explanation

Connections

Relay connections.

The SWAN card currently supports only nailed Frame

Call routing information

currently ignored.

Cadll routing information for the SWAN card is

Trunk groups

SWAN card.

Trunk groups are not currently implemented for the

13-2
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Table 13-2. SWAN card configuration (continued)

Element

Explanation

Activation

The Activation parameter tellsthe MAX which signals
control the data flow through the serial WAN port. The
DCE to which the serial WAN port is connected (for
example, a Frame Relay switch) determines how to set
the serial WAN port Activation value. Flow control is
always handled by the Clear To Send (CTS) signal.

Currently, the Activation parameter supports only one
value: Static.

Making a profile the working profile

When the TAOS unit detects that a SWAN card has been installed, it creates a default SWAN
profile for each of the lines on the card.

In the following example, the Dir command displays default SWAN line profiles created for a
cardingtalled in dot 2:

admi n> dir SWAN

305
305
305
305

12/11/1996 15:58:20 { shelf-1 slot-2 1}
12/11/1996 15:58:20 { shelf-1 slot-2 2}
12/11/1996 15:58:20 { shelf-1 slot-2 3}
12/11/1996 15:58:20 { shelf-1 slot-2 4}

By default, the line is not enabled, which meansthat it is not available for use. Its default
signaling method is inband, typically used for channelized connections.

To list the parametersin a SWAN profile, use the List command, as in the following example:

admi n> |ist
name = ""
physi cal -address* = { any-shelf any-slot 0 }

enabl ed

= no

line-config ={ 0 0 static { any-shelf any-slot 0 } }

Following is an example of a SWAN profile, with its parameters set to sample values:
SWAN { shelf-1 slot-14 2 }

nane =

1:14: 2

physi cal - address* = { shelf-1 slot-14 2 }

enabl ed

= no

line-config
trunk-group = 0
nai |l ed-group = 2
activation = static
call-route-info

shel f = any-shel f
sl ot = any-sl ot
item nunber = 0
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cl ocki ng
cl ock-node = external -cl ock
divider =1

exp = 2

Assigning a name to a SWAN profile

Ina SWAN profile, the Name parameter enables you to assign the profile a name of up to 16
characters. By default, the name displays the address of the card as shelf:slot:item. Note that
the TAOS unit uses only the physical addressto identify the SWAN line.

The name is displayed after the line's physical addressin the Dir command output. For

example:

adm n>
SWAN {

adm n>
adm n>
SWAN {
adm n>

read swan {1 12 0}
shelf-1 slot-12 0 } read

set name = swanl

wite

shelf-1 slot-12 0 } witten
dir swan

17 04/17/1997 19:00:02 { shelf-1 slot-12 0} "SWANL"

For SWAN lines, the Line Status window displays the first eight characters of the name if one
has been assigned. If the nameislonger than eight characters, the last character displayedisa

plussign (+).

Enabling aline

By default each SWAN lineis disabled. To enable a SWAN line, read its profile to make it the
working profile, then set Enabled to Yes, asin the following example:

adm n>
SWAN {
adm n>
adm n>
SWAN {

read swan {1 2 1}

shelf-1 slot-2 1 } read
set enabled = yes

wite

shelf-1 slot-2 1 } witten

Specifying a nailed group

The Nailed-Group parameter assigns a nailed group number to the SWAN line. The setting,
which must also be specified in a Frame-Relay profile, directs the Frame Relay connection to

use thisline.

To specify anailed group, proceed asin the following example;

adm n>
SVWAN {
adm n>
adm n>
SVWAN {

read SWAN {1 2 1}

shelf-1 slot-2 1 } read
set line nailed-group=5
wite

shelf-1 slot-2 1 } witten
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Specifying the SWAN internal clock speed

The SWAN slot card can generate atransmit or receive internal clock based on the clock speed
of its Serial Communication Adapter (SCA) chips. The maximum clock speed is 5.55 MHz.

To generate an internal clock for a SWAN line, you configure the following parameters:

Par ameter Description

Clock-Mode Specifies whether the SWAN card generates an internal clock.

External-Clock (the default) specifies the SWAN line receives clock
from an external source. Internal-Clock specifies the SWAN line
generates its own clock. If set to External-Clock, none of the other
parameters in the Clocking profile apply.

Divider The number by which the SCA internal clock speed, 16.667 MHz, is
divided to calculate the internal clock speed. Valid values are from 1
to 256.

Exp The exponent which is used to calculate the internal clock speed. Valid

valuesarefrom 0to 9.

The SWAN card uses the following formula to generate itsinternal clock:

clock speed (MHZz) = (16.667/ di vi der )/ ( 2totheexp power)

The following example shows how to configure an internally generated clock speed:

1

Read the SWAN profile:

adm n>read swan {1 13 2}
SWAN/ { shelf-1 slot-13 2 } read

List the profile:

adm n>| i st

[In SWAN'{ shelf-1 slot-13 2 }]

nane = 1:13:2

physi cal -address* = { shelf-1 slot-13 2 }

enabl ed = yes

line-config ={ 0 61 static { any-shelf any-slot 0} { exte +

List the Line-Config profile

adm n>list line-config

[in SWAN'{ shelf-1 slot-13 2 }:line-confiqg]
trunk-group = 0

nai |l ed-group = 61

activation = static

call-route-info = { any-shelf any-slot 0 }
clocking = { external-clock 1 2}

List the Clocking subprofile:

adm n>l i st cl ocking
[in SWAN'{ shelf-1 slot-13 2 }:line-config:clocking]
cl ock-node = external -cl ock
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divider =1
exp = 2
5 Specify the Divider and exponent to use for calculating the clock speed:

admi n>set divider=4
adm n>set exp=2

6 Writethe profile:
admin>wite

This example sets the internally generated clock to 1.042 Mhz—that is, (16.667/4)/22=1.042.

Frame Relay configuration

Complete detail s about Frame Relay configuration can be found in the APX 8000/MAX
TNT/DSLTNT Frame Relay Configuration Guide.
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Introduction to unchannelized DS3

The unchannelized DS3 dot card (UDS3), supported on the MAX TNT and the DSLTNT, isa
44.736Mbps communi cations circuit that can be used to concentrate incoming traffic on the
unit and direct it to a Frame Relay switch. Figure 14-1 shows an example of an unchannelized
DS3 dlot card application.

Figure 14-1. Example of unchannelized DS3 dlot card application

.]] UDS3 line

Frame Relay
switch

DSLPipe

Supported features

The unchannelized DS3 slot card (UDS3) provides support for the following:
e OneFrame Relay link per line, possibly containing multiple DLCls

e |PandIPX routing

e Layer 2 framerelay switching

* TheDS3MIB (RFC 1407)
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Overview of unchannelized DS3 configuration

Table 14-1 lists the sections describing common tasks you might have to perform to configure
an unchannelized DS3 line. The table includes a brief description of each task, and lists the
parameters you will use.

For complete information about the associated parameters, see the APX 8000/MAX
TNT/DSLTNT Reference.

Table 14-1. Unchannelized DS3 line configuration tasks

Task Description Associated parameters
“Using the UDS3 profile” on The unit creates asingle unchannelized DS3 | N/A
page 14-2 profile when you install the unchannelized

DS3 dot card, which you useto configure the
card.

link” on page 14-2

“Configuring the UDS3 physical Assign aname and enable the unchannelized | Name

DS3 line. Enabled

Using the

UDSS3 profile

When the unit first detects the presence of an unchannelized DS3 dot card, it creates a default
(UDSR3) profile for the card. For example, after installing an unchannelized DS3 dlot card in
dot 7, you can verify the creation of a UDS3 profile as follows:

adm n> dir uds3
7 03/21/1997 21:12:03 { shelf-1 slot-7 0 }

The following example shows the parametersin a UDS3 profile, with sample settings:

admn> read uds3 { 1 7 1}
UDS3/{ shelf-1 slot-7 1} read
admi n> |ist
name = 1:7:1
physi cal -address* = { shelf-1 slot-7 1}
enabl ed = yes
line-config ={ 0 131 static { any-shelf any-slot 0 } c-bit-parity+
trunk-group = 0
nai | ed-group = 131
activation = static
call-route-info = { any-shelf any-slot 0 }
line-type = c-bit-parity
| i ne-codi ng = b3zs
| oopback = no-| oopback

Configuring the UDS3 physical link

In an unchannelized DS3 (UDS3) profile, the Name parameter enables you to assign the

profile aname of up to 16 characters. It is displayed after the line's physical addressin the Dir
command output.

14-2
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By default, each unchannelized DS3 line is disabled. When the DS3 interfaceis disabled, it
transmits the DS3 Idle Signal to the far end.

To assign the line aname and enable it, proceed as in the following example:

admin> read uds3 {1 2 1}

UDS3/{ shelf-1 slot-2 1} read
adm n> set nane = uds3-LA

admi n> set enabl ed = yes
admin> wite

UDS3/{ shelf-1 slot-2 1} witten

The default settingsfor thel i ne-t ype and| i ne- codi ng parameters are used becausethe
unchannelized DS3 dot card (UDS3) supports only C-bit-parity framing and B3ZS encoding.

Consult the APX 8000/MAX TNT/DSLTNT Frame Relay Configuration Guide for detailed
information about configuring the Frame Relay portion of the connection.
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Introduction

The E3-ATM slot card for APX 8000 and MAX TNT unitsinserts and extracts ATM cellsfrom
an E3 stream in full-duplex mode at speeds of up to 34.368Mbps. The E3-ATM card is used
for routing applications. Each E3-ATM card has its own memory processors and provides
connectors for one pair of transmit and receive lines and one backup pair. Two E3-ATM slot
cards in the same unit can be connected together and configured for redundancy. APX 8000
and MAX TNT units support the following numbers of E3-ATM connections:

e An APX 8000 unit can support up to four E3-ATM connections—up to four slot cards, or
up to eight slot cards configured redundantly.

e A MAX TNT unit can support up to two E3-ATM connections—up to two slot cards, or
up to four cards configured redundantly.

After installing an E3-ATM dlot card and connecting it to a WAN, you verify connections by
checking the status lights. You then configure alink between the physical interfaces, and if
necessary configure redundant connections. Use a status profile to display the state of the E3
line and any error conditions. Diagnostic commands help you troubleshoot problems.

Figure 15-1 shows an example E3-ATM setup with an APX 8000 or MAX TNT unit (TAOS
unit).

Figure 15-1. Example E3-ATM setup

~~~~~~

Carrier
services

TAOS unit
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Overview of supported features

An E3-ATM slot card has the following capabilities and features:

e OneE3 unchannelized port

e Layer 3routing between ATM networks

e ATM Forum user-network interface (UNI) 3.1 support

e Operation, Administration, and Maintenance (OAM) F5 support

e User-configurable ATM direct mapping (ADM) and Physical Layer Convergence Protocol
(PLCP) framing

e Support for both Voice over IP (VolP) and | P routing applications
«  Error statistics and monitoring capabilities:

— Header check sequence (HCS) error statistics are always generated, in compliance
with ITU-T 1.432.

— Lossof cell delineation (LCD) generates aremote alarm indication (RAI) on the E3
line.

— Lossof PLCP framing generates an RAI on the E3 line.

— A hit-interleaved parity (BIP) error generates a far-end block error (FEBE) on the E3
ling, in compliance with ITU-T G.832.

E3-ATM configuration

When you ingtall the E3-ATM dlot card, the TAOS unit creates asingle E3-ATM profile that
contains most of the parameters you set to configure the card. You also must configure a
Connection profile for the remote ATM device.

Table 15-1 lists common tasks you perform to configure an E3-ATM dlot card. The table also
lists the parameters associated with each task.

For complete information about the associated parameters, see the
APX 8000/MAX TNT Reference.

Table 15-1. E3-ATM line configuration tasks

Task Description of task Associated
parameters

Configuring an E3-ATM | Configure an E3-ATM physical line, Activation

physical link. including activating the line and assigning Enabled

it to anailed group.

Framer-Mode
High-TX-Output
Nailed-Group
Name

15-2
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Table 15-1. E3-ATM line configuration tasks (continued)

Task Description of task Associated
parameters

Configuring aconnection | Configure a Connection profile for the Active
to the remote end. remote ATM device. Encapsulation
Remote-Address
Call-Type

VPI

VCl

Connecting redundant An E3-ATM card supports redundant Activation
E3-ATM dlot cards. configuration. If the primary dot card
i : Enabled
(optional) fails, the secondary card takes over.
Framer-Mode

High-TX-Output
Nailed-Group
Name

Following are the default setting in an E3-ATM profile:

[in E3-ATM { any-shelf any-slot 0}

name = ""

physi cal - address* = { any-shelf any-slot 0}
enabled = no

[in E3-ATM { any-shelf any-slot 0 }:line-config]
trunk-group = 9

nai l ed-group = 1

call-route-info = { any-shelf any-slot 0}

| oopback = no-| oopback

hi gh-t x-out put = no

framer-node = g832-adm

vpi -vci -range = 0-15/32-4095

traffic-shapers = [ { no 1000 1000 2 no 0 } { no 1000 1000 2 no 1 } {+
cel |l - payl oad-scranbl e = yes

recei ve-equal i zation = no

Configuring an E3-ATM physical link

To configure the physical link, you must enable the line, specify the length of the cables
connecting the card to the WAN interface, and specify a nailed group. The APX 8000 or
MAX TNT unit uses the nailed group to route traffic between physical interfaces.

The Name parameter enables you to optionally assign the profile aname of up to 16 characters.
It isdisplayed after the line's physical address in the Dir command outpuit.

By default, each E3-ATM lineis disabled. When the E3 interface is disabled, it transmits the
E3 Idle Signal to the far end.

APX 8000/MAX TNT Physical Interface Configuration Guide 15-3



Configuring E3-ATM Cards

E3-ATM configuration

To assign the line aname and enable it, proceed as follows:

1

Read the E3-ATM profile. For example, if your system has only one E3-ATM card (in slot
2 for this example):

admi n> read e3-atm
E3-ATM { shelf-1 slot-2 1 } read

Assign the E3 line aname, if desired. For example, you might identify alink to asitein
Los Angeles as follows:

adnin> set name = atmla

Enable the line:

admi n> set enabl ed = yes

Specify a nailed group number for the line. For example:

admi n> set |ine-config-config nailed-group = 222

If the E3 line cablelength islonger than 78 meters (225 feet), set High-TX-Output to Yes.
Otherwise, leave this parameter at its default value.

Write the profile to save your changes. For example:

adnin> wite
E3-ATM { shelf-1 slot-2 1} witten

Configuring the Connection profile for the remote device

Currently, you can configure arouted connection that uses ATM encapsulation on the E3-ATM
dot card. You can set up arouted connection between an ATM customer premises equipment
(CPE) device and an ATM network. After configuring the physical link, configure a
Connection profile, on the APX 8000 unit or MAX TNT unit, for the remote ATM device. This
Connection profile must specify ATM encapsulation, the virtual path identifier (VPI) and
virtual channel indentifier (V Cl) as defined by the ATM service provider, and the nailed group
configured in the E3-ATM profile.

To configure the Connection profile, proceed as follows:

1

Create anew Connection profile. For example:

adm n> new connecti on at m cpe
CONNECTI OV at m cpe read

Activate the profile:

adm n> set active = yes

Specify ATM encapsulation:

adm n> set encapsulation = atm

Specify the IP address of the remote device:

adm n> set ip-options renpte-address = 10.0.0.1
Specify the call-type. For example:

adm n> set telco-options call-type = ft1l

Specify the nailed-group. For example:

adm n> set atmoptions nailed-group =5

Specify the ATM VPI and VCI for the remote device. Your ATM service provider can give
you these values. For example:

154
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12
42

adm n> set atm options vpi
adm n> set atm options vci

8 Writethe profile. For example:

admn> wite

CONNECTI ON/ at m cpe witten
Figure 15-2 illustrates the routed ATM connection configured in examples used in this section.
Figure 15-2. Routed ATM connection

TAOS ATM network
E-3 ATM interface

=N _
ATM CPE units

Configuring a redundant connection

If you have installed two sot cards for redundant operation (as described in your hardware
installation guide), you can now configure the redundant connection. With two slot cards
configured for redundant operation, the MAX TNT or APX 8000 unit switches over to the
secondary slot card and reestablishes the link when the primary card fails. To enable the
redundant connection, apply the procedure described in “ Configuring an E3-ATM physical
link,” to each of the E3-ATM dlot cards.

Example of configuring a redundant connection

admi n> read e3-ATM {1 2 1}
adm n> set enabl ed = yes

admi n> set |line-config nailed-group = 100
admin> wite

E3-ATM { shelf-1 slot-2 1} witten

admi n> read e3-ATM {1 3 1}

adm n> set enabl ed = yes

admi n> set |line-config nailed-group = 100

adnin> wite
E3-ATM { shelf-1 slot-3 1} witten

Displaying E3-ATM status

To display the status of the E3-ATM line, read and list the E3-ATM-Stat profile, asin the
following example:

APX 8000/MAX TNT Physical Interface Configuration Guide 15-5



Configuring E3-ATM Cards
Displaying E3-ATM status

adm n> read e3-atmstat {1 7 1}
E3- ATM STAT/{ shelf-1 slot-7 1} read

adm n> |ist
physi cal - address* = { shelf-1 slot-7 1}
line-state = active
f-bit-error-count =0
p- bit-error-count 1
cp-bit-error-count =0
feb-error-count = 23
bpv-error-count =0

| oss-of -signal = Fal se
| oss-of -frane = Fal se
yel |l ow-recei ve = Fal se
ai s-receive = Fal se

The Line-State parameter shows the overall state of the line, which can be any of the

following:

State Indicates

Does-Not-Exist Link is not physically on board.

Disabled Line disabled.

Loss-of-Signal Near end haslost the signal.

Loss-of-Frame Near end has lost framing (also known as ared
alarm).

Yellow-Alarm Near end isreceiving ayellow alarm from the far
end.

AlS-Receive Near end isreceiving an alarm indication signal
(AIS).

Active Multipoint connection is established.

The remaining parameters indicate the errors on the line.

Par ameter Indicates

F-Bit-Error-Count Framing bit errors received since the last APX 8000 or
MAX TNT restart.

P-Bit-Error-Count P-bit errorsreceived since the last restart. An error indicates that
the APX 8000 or MAX TNT unit received a P-bit code on the
M-frame that differs from the locally calculated code.

CP-Bit-Error-Count For C-Bit-Parity lines, the number of parity errors occurring
since the last APX 8000 or MAX TNT restart.
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Parameter

FEB-Error-Count

BPV-Error-Count

Loss-of-Signal

L oss-of-Fame

Yellow-Receive

AlS-Receive

Diagnostic commands

Indicates

Far-end block errors received since the last APX 8000 or
MAX TNT restart.

Bipolar violation (BPV) errorsreceived. An error can indicate
any of the following:

*  Theline sent consecutive one bits with the same polarity.
*  Three or more consecutive zeroes were sent.
e Linepolarity isincorrect.

True—Loss of signal.
False—The carrier is maintaining a connection.

True—L oss of framing (also known as ared alarm).
False—Thelineisup and in frame.

True—Thelocal device has received ayellow alarm indication.
False—Thelocal device has not received ayellow alarm
indication.

True—Thelocal device has received an alarm indication signal.
False—The local device has not received an alarm indication
signal.

The ATMIlines, Framer, ATMDumpCall, and OAMIoop commands allow you to perform
diagnostics on the E3-ATM dlot card.

Using the ATMlines command

The atmlines command uses the following syntax:

atmines e3 -[ a |

d| f 1 u]

The listed options have the following effects:

Option

Effect

Displays all available lines of the specified type.
Displays disabled lines.

Displaysfreelines.

Displaysin-use lines.

The following example shows information about all available E3-ATM lines:

APX 8000/MAX TNT Physical Interface Configuration Guide 15-7



Configuring E3-ATM Cards
Diagnostic commands

admin>atm ines e3 -a

Al E3_ATM | i nes:
(dvOp dvUpSt dvRg sAdm nail g)
Line { 1 9 1 } (uP Idle uP uP 00012)

The ATMIines command output includes the following information:

Column Indicates

dvp Operational state of the line (Down or UP).

dvUpSt Up status of theline (I dI e, Reser ved, or Assi gned).
dvRqg Required state of the line (Down or UP).

SAdm Desired state of the device (Down or UP).

nailg Nailed group number assigned to the line.

Using the Framer command

The Framer command is a low-level management tool for use during diagnostic sessions with
an E3-ATM dlot card. For example, to use the Framer command on an E3-ATM dlot card on
shelf 1in dot 3, first enter the Open command as follows:

admi n> open 1 7

Then, enter the Framer command:
e3-ATM 1/ 7 framer -option

Replace - opt i on with one of the following:

Option Effect
-t Toggles debug outpuit.
-d Displays ATM framer chip status information. The information

this command displaysis aso avail able from the status lights on
the slot card and in the E3-ATM-Stat profile.

- Toggles alocal loopback.
-r Toggles aremote loopback.

-s Synchronizes to the E3-ATM profile. The APX 8000 or
MAX TNT unit automatically rereads the line configuration
whenever it restarts.

-C Clearsthe error counters.

-r Reads the memory.
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Effect

Writes the memory.

Gets the framer register value by index.
Puts the framer register value by index.
ISR handler call.

Error generation.

Toggles loop timing.

Displays this summary.

For example, to display overall status information about the E3-ATM line, enter the Framer
command with the -d option:

ds3-atm 1/ 4> franer
Framer is enabl ed

-d

Framer node is GBI T PLCP
Franer | oop node is NO LOOPBACK
Franer |ooped timng is OFF
Franer cable length <= 225

RED_ALARM LED
YELLOW ALARM LED

Al'S_LED
OOF_LED

ACTI VE_LED
F-Bit Error
P-Bit Error
CP-Bit Error
FEB Error
BPV Error
EZD Error

On

Counter:
Count er:
Counter:
Counter:
Counter:
Counter:

BIP Error Counter:
F Error Counter:
FEB Error Counter:
User Cells Received: 0

Idle Cells Received: 2038388706
User Cells Transmtted: O

o f
o f
o f
o f

12292

49156
985
51

16

Following are the Framer command output fields for alarm states, with descriptions:

Field

Red_Alarm LED

A value of On indicates

Thelineisnot connected, or it isimproperly configured, is
experiencing avery high error rate, or is supplying inadequate
synchronization.
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Field
Yellow_Alarm LED
AIS_LED
OOF_LED

Active LED

A value of On indicates

The slot card isreceiving ayellow alarm from the far end.
The slot card isreceiving an alarm indication signal .

The near end isin an out-of-frame condition.

A multipoint connection is established.

The following fields indicate errors on the E3 line. (Refer to RFC 1407 for complete

descriptions of these errors.)

Field

F Bit Error Counter

P Bit Error Counter

CP Bit Error Counter

FEB Error Counter

BPV Error Count

EZD Error Counter

Indicates

Framing bit errors received since the last APX 8000 or
MAX TNT restart or since the error counters were cleared.

P-bit errorsreceived since the last restart. An error indicates that
the APX 8000 or MAX TNT unit received a P-bit code, on the
M-frame, that differs from the locally calculated code.

For C-bit-parity lines, the number of parity errors occurring
since thelast APX 8000 or MAX TNT restart.

Far-end block errors received since the last APX 8000 or
MAX TNT restart.

Bipolar violation (BPV) errorsreceived. An error can indicate
any of the following:

*  Theline sent consecutive one bits with the same polarity.
»  Three or more consecutive zeroes were sent.
e Linepolarity isincorrect.

Number of excessive zero detect (EZD) line code violations that
have occurred since the error counters were cleared.

Using the ATMDumpCall command

The ATMDumpCall command is alow-level management tool for use during diagnostic
sessions with an E3-ATM dlot card. It allows you to display the ATM call blocks, which
contain information about outgoing calls.

For example, to manage an E3-ATM dlot card on shelf 1in slot 3, first enter the Open

command as follows:

adm n> open 1 3

Then, enter the ATMDumpCall command:

e3-atm 1/ 3> at ndunpcal | -option

15-10
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Replace - opt i on with one of the following:

Option Effect
-a Displaysall ATM call blocks, even those that are inactive.
-l Displays E3-ATM line configuration information.

-u Displaysin-use ATM call blocks.

For example, to display al ATM call blocks, enter the ATMDumpCall command with the -a
option:

e3-atm 1/ 3> atndunpcall -a
ATM Cal | Bl ock Table:

Addr. Index Active callIDroutelD State Vpi / Vei Prof _Name Sess_Up
EOOC47FO0 O 1 1 1 CONNECTED 1/ 43 atm 30-sw Yes
E00C4834 1 1 2 2 CONNECTED 15/ 1023 Yossi-TNT  Yes
EO0C4878 2 1 3 3 CONNECTED 1/ 56 Yoss- P220 Yes
EOOC48BC 3 0 65535 0 I NACTIVE 0/0 - No
EO0C4900 4 0 65535 0 I NACTIVE 0/0 - No
EOOC48BC 62 0 65535 0 I NACTIVE 0/0 - No
EO0OC48BC 63 0 65535 0 I NACTIVE 0/0 - No

ATM Free Bl ocks: 360
ATM Used Bl ocks: 0

Using the OAMIoop command

The OAMLoop command sends ATM Operation, Administration, and Maintenance (OAM)
loopback cells on an ATM interface, to obtain information about the results of the loopback
cells. It uses the following syntax:

admin> oamoop -e | -s [-c count] [-i sec] shelf slot port vpi vci
Option Effect
-e (End-to-End). Transmits an end-to-end OAM loopback cell, to

be looped back by the user connection point. This option and the
-s option are mutually exclusive, and one of them must be
specified on the command line.

APX 8000/MAX TNT Physical Interface Configuration Guide 15-11



Configuring E3-ATM Cards
Diagnostic commands

Option Effect

-s (Segment). Transmits a segment OAM loopback cell, to be
looped by thefirst network connection point. This option and the
-e option are mutually exclusive, and one of them must be
specified on the command line.

-Cc count Transmits the specified number of cells. If this argument is not
specified, the count defaults to 0, which means that the cells are
transmitted continuously until you send an interrupt by pressing
Ctrl-C.

-i sec Transmits the cells at the specified interval, in seconds. If this
argument is not specified, the interval defaultsto 1 second.

shel f Specifies the shelf in which the E3-ATM dlot card islocated.
sl ot Specifiesthe dot in which the E3-ATM slot card is located.
vpi Specifies the virtual path identifier (VPI) on which to transmit

the loopback cells.

vci Specifiesthe virtual channel identifier (V CI) on which to send
the loopback cells.

Following is an example of an OAMIoop command line and the resulting output:
adm n> oamoop -¢c 10 -e 1 2 1 32

Recei ved out End2End QAM | oopback cell, 1d=9

Recei ved out End2End QOAM | oopback cell, 1d=10
Recei ved out End2End QOAM | oopback cell, 1d=11
Recei ved out End2End QOAM | oopback cel |, 1d=12
Recei ved out End2End QOAM | oopback cell, 1d=13
Recei ved out End2End QOAM | oopback cell, 1d=14
Recei ved out End2End QOAM | oopback cell, 1d=15
Recei ved out End2End QOAM | oopback cell, 1d=16
Recei ved out End2End OAM | oopback cell, 1d=17
Recei ved out End2End QOAM | oopback cell, 1d=18

--- OAM | oop statistics ---

10 cells transmtted, 10 cells received, 0%cell |oss

Looping back the E3-ATM line

For diagnostics, you might want to loop back the E3 interface by using the Loopback
parameter in the E3-ATM profile. While the interface is looped back, normal datatrafficis
interrupted. The loopback parameter in the E3-ATM profile supports the following settings:

L oopback setting Specifies

No-Loopback (The default) The E3 line operates normally.
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L oopback setting Specifies

Facility-L oopback During afacility loopback, the E3-ATM dlot card returns the
signal it receives on the E3 line.

L ocal-L oopback During alocal loopback, the E43 receive path is connected to
the E3 transmit path at the E3 multiplexer. The transmitted E3
signal is sent to the network as well.

Line statistics are displayed in the E3-ATM-Stat profile. For information about this profile, see
“Displaying E3-ATM status’ on page 15-5.
To configure aloopback, proceed as in the following example:
1 Readthe E3-ATM profile. For example:
adm n> read e3-atm {1 3 1}
E3-ATM { shelf-1 slot-3 1 } read
2 Activate loopback. For example:
adm n> set line |oopback = facility-I oopback
3 To end the loopback, set the Loopback parameter to No-L oopback:

adm n> set the line | oopback = no-| oopback
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Introduction to DS3-ATM

The DS3-ATM cards (DS3-ATM and DS3-ATM2) support one 44.736Mbps interface for
connecting to one ATM switch. At a minimum, you must enable the line and specify anailed
group. TAOS units use the nailed group to direct traffic to the interface.

Note: The DS3-ATM card is supported on the MAX TNT and DSLTNT platforms only. The
DS3-ATM2 card is supported on the APX 8000, MAX TNT, and DSLTNT platforms. Both
cards use the same configuration profiles, but at the time of this writing, the DS3-ATM2 card
does not support ATM-Frame Relay circuit configurations. Maximum performance with the
DS3-ATM2 card is achieved using RFC 1483 ATM-AAL5-CPCS-PDU encapsulation.

This chapter refersto both the DS3-ATM and DS3-ATM?2 cards as DS3-ATM cards.

An example use of aDS3-ATM interface is shown in Figure 16-1.

Figure 16-1. DS3-ATM interface to ATM network

DS3-ATM

Carrier
services

Overview of DS3-ATM settings

A TAOS unit creates a DS3-ATM profile for each DS3-ATM interface detected in the system.
Following are the relevant parameters, shown with default values:

[in DS3-ATM { any-shelf any-slot 0 }]
name = ""

physi cal - address* = { any-shelf any-slot 0 }
enabl ed = no
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[in DS3-ATM { any-shelf any-slot 0 }:line-confiqg]
trunk-group = 9

nail ed-group =1

activation = static

call-route-info = { any-shelf any-slot 0 }

| oopback = no-| oopback

hi gh-t x-out put = no

framer-nmode = C Bl T- PLCP

vpi -vci -range = 0-15/32-4095

traffic-shapers = [ { no 1000 1000 2 no 0 } { no 1000 1000 2 no 1 } {+
cel | - payl oad-scranbl e = yes

Par ameter Specifies

Name Name of the interface. The default value isthe interface addressin
shelf: dot: itemformat (for example, 1: 2: 3), but you can assign
atext string of up to 16 characters.

Physical-Address Physical address of the DS3-ATM port in the TAOS unit.

Enabled Enable/disable the DS3-ATM interface. (Disabled by default.)
When the interface is disabled, it transmitsthe DS3 Idle Signal to
the far end.

Trunk-Group Not currently used. L eave the default value (9).

Nailed-Group Nailed-group number for the DS3-ATM physical interface. A Con-

nection or RADIUS profile specifies this number to make use of
the interface. Each interface must be assigned a number from 1 to
1024 that is unique within the system.

Activation Line activation mode. Only the st at i ¢ setting is currently sup-
ported.

Call-Route-Info Not currently used. Leave the default value (the zero address).

L oopback Enable/disable loopback for diagnosing connectivity or possible

equipment problems. Loopback is disabled by default, which is
required for normal operations. For details, see “L ooping back the
line” on page 16-4.

High-Tx-Output Enable/disable high transmit output. The default isno, whichis
correct for DS3-ATM cablesthat are less than 255 feet (78m) long.
For cableslonger than 255 feet, set this parameter toyes.

Framer-Mode DS3-ATM framer mode.Valid values are C- bi t - ADMand C-
Bl T- PLCP (the default). You can specify C-bit Physical Layer
Convergence Protocol (PLCP) or C-bit ATM Direct Mapping
(ADM) framing format for aDS3-ATM interface. Both sides of a
DS3-ATM link must agree about the framing format.

The PLCP format incurs some overhead for framing. ADM format
does not. When ADM framing is used, the entire DS3 payload is
used for ATM cells.

VPI-VCl-Range Valid range of VCI numbersto be used with specified VPIsfor vir-
tual channel connections (VCCs). For details about setting the
VPI-VCI range, seethe APX 8000/MAX TNT/DSLTNT ATM Con-
figuration Guide.
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Par ameter Specifies

Traffic-Shapers Settings for shaping traffic on the interface. For details, see the
APX 8000/MAX TNT/DSLTNT ATM Configuration Guide.

Cell-Payload-Scramble  Enable/disable scrambling and descrambling of the 48-byte ATM
cell payload. Thisfunction is enabled by default. Disableit only if
the far-end switch has disabled the corresponding functions.

Examples of DS3-ATM configurations

The following set of commands enables a DS3-ATM interfacein ot 12 and assigns the nailed
group number 111.

adm n> read ds3-atm {1 12 1}
DS3-ATM { shelf-1 12 1 } read

adm n> set enabled = yes
adm n> set line-config nailed-group = 111

admin> wite
DS3-ATM { shelf-1 12 1 } witten

Configuring redundant cards

When you are using two cards in a redundant configuration (as described in the hardware
installation guide for your unit), both cards must use the same nailed group number to enable
profilesto transparently use either card. After installing and cabling redundant cards, configure
the primary card. For example:

adm n> read ds3-atm {1 2 1}
DS3-ATM { shelf-1 2 1 } read

adm n> set enabled = yes
adm n> set line-config nailed-group = 100

admn> wite
DS3-ATM { shelf-1 2 1} witten

Next, configure the secondary card with the sanme nail ed group. For
exanpl e:

adm n> read ds3-atm {1 3 1}
DS3-ATM { shelf-1 3 1} read

adm n> set enabled = yes

adm n> set line-config nailed-group = 100
admin> wite

DS3-ATM { shelf-1 3 1} witten

If the primary card goes down, the TAOS unit switches over to the secondary card and
reestablishes the link.
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Looping back the line

To diagnose possible line problems, you can loop back the DS3-ATM interface by using the
Loopback parameter in the line profile. While the interface is looped back, hormal data traffic
isinterrupted. The Loopback parameter in the DS3-ATM profile supports the following
settings:

*  No-Loopback. The default, specifies that the line is operating normally.

« Facility-Loopback. During afacility loopback, the card returnsthe signal it receives on the
line. The remote end receives back the signal it transmitted.

» Local-Loopback. During alocal loopback, the receive path is connected to the transmit
path at the DS3 multiplexer, enabling the slot card to receive what it transmitted.

For example, the following commands activate alocal |oopback:

adm n> read ds3-atm {1 3 1}
DS3-ATM { shelf-1 slot-3 1} read

adm n> set |ine | oopback= | ocal -1 oopback

admin> wite

DS3-ATM { shelf-1 slot-3 1} witten

To end the loopback, set the Loopback parameter to No-L oopback. For example:
adm n> set |ine | oopback = no-I| oopback

admin> wite

DS3-ATM { shelf-1 slot-3 1} witten

For more details about checking line status and performing line checks, see the APX
8000/MAX TNT/DSLTNT Administration Guide.

16-4

APX 8000/MAX TNT Physical Interface Configuration Guide



Configuring OC3-ATM Cards 17
(MAX TNT)

Introduction to OC3-ATM . . ..ot e 17-1
Overview of OC3-ATM SEHtINGS .« . .ot vi e e 17-1
Using OC3-ATM portsasaclock SOUICE. . . ... oo v et 17-3
Example of an OC3-ATM configuration ... ..., 17-4

Introduction to OC3-ATM

An OC3-ATM card provides one 155.52Mbpsinterface for connecting to an ATM switch. Ata
minimum, you must enable the line and specify anailed group. MAX TNT and DSLTNT units
use the nailed group to direct traffic to the interface.

An example use of an OC3-ATM interface is shown in Figure 17-1.
Figure 17-1. OC3-ATM interface to ATM network

OC3-ATM

SRR

Carrier
services

Overview of OC3-ATM settings

A MAX TNT or DSLTNT unit creates an OC3-ATM profile for each OC3-ATM interface
detected in the system. Following are the relevant parameters, shown with default values:

[in OC3-ATM { any-shelf any-slot 0 } (new)]
name = ""

physi cal - address* = { any-shelf any-slot 0 }
enabled = no

[in OC3-ATM { any-shelf any-slot O }:line-config (new]
trunk-group = 0

nail ed-group =1

call-route-info = { any-shelf any-slot 0 }

| oopback = no-| oopback

framer-node = sdh

franer-rate = STS-3c
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r x- descr anbl e- di sabl ed = no

t x-scranbl e-di sabl ed

= no

rx-cel | - payl oad- descranbl e-di sabl ed = no
t x- cel | - payl oad- scranbl e-di sabl ed = no

| oop-timng = yes

vpi -vci -range = 0-15/32-4095
cl ock-source = not-eligible
clock-priority = nmddle-priority

traffic-shapers = [ { no 1000 1000 2 no 0 } { no 1000 1000 2 no 1} {+
Par ameter Specifies
Name Name of the interface. The default value isthe interface addressin

Physical-Address
Enabled

Trunk-Group
Nailed-Group

Call-Route-Info
L oopback

Framer-Mode

Framer-Rate

Rx-Descramble-Disabled

Tx-Scramble-Disabled

Rx-Cell-Payload-
Descramble-Disabled

shelf: dot: itemformat (for example, 1: 2: 3), but you can assign
atext string of up to 16 characters.

Physical address of the OC3-ATM port in the TAOS unit unit.

Enable/disable the OC3-ATM interface. (Disabled by default.)
When the OC3-ATM interface is disabled, it transmitsthe
OC3-ATM Idle Signal to the far end.

Not currently used. Leave the default value (zero).

Nailed-group number for the OC3-ATM physical interface. A
Connection or RADIUS profile specifies this number to make use
of the interface. Each interface must be assigned a number from 1
to 1024 that is unique within the system.

Not currently used. Leave the default value (the zero address).

Enable/disable loopback for diagnosing connectivity or possible
equipment problems. Loopback is disabled by default, which is
required for normal operations.

Frame format for data transmitted on the interface. Valid settings
are sdh (the default) and sonet , which represent the
synchronous digital hierarchy (SDH) and synchronous optical
network (SONET) frame formats, respectively.

Framing operations. Only the default STS- 3C setting is used,
which represents both the 155.52M bps interface in the U.S. and
the equivalent European 155.52Mbps interface (STM-1).

Enable/disable descrambling of the entire receive stream. This
function is enabled by default. Disable it by setting this parameter
toyes only if the far-end switch has disabled the corresponding
functions.

Enable/disable scrambling of the entire transmit stream. This
function is enabled by default. Disable it by setting this parameter
toyes only if the far-end switch has disabled the corresponding
functions.

Enable/disable descrambling of the 48-byte ATM cell payload in
received cells. This function is enabled by default. Disable it by
setting this parameter toyes only if the far-end switch has
disabled the corresponding functions.

17-2
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Parameter
Tx-Cell-Payload-

Scramble-Disabled

Loop-Timing

VPI-VCI-Range

Clock-Source

Clock-Priority

Traffic-Shapers

Tx-Scramble-Disabled

Tx-Cell-Payload-
Scramble-Disabled

Specifies
Enable/disable scrambling of the 48-byte ATM cell payload in
transmitted cells. Thisfunction is enabled by default. Disableit by

setting this parameter toyes only if the far-end switch has
disabled the corresponding functions.

Enable/disable derivation of transmission timing from receiver
inputs. Loop timing is enabled by default. If the parameter is set to
No, transmission timing is derived from the reference clock
instead.

Valid range of VCI numbers to be used with specified VPIs for
virtual channel connections (V CCs). For details about setting the
VPI-VCI range, see the APX 8000/MAX TNT/DSLTNT ATM
Configuration Guide.

Enabl e/disable obtaining the system clock signal from the port. By
default, ports are not eligible clock sources. For information about
using an OC3-ATM line as the source for the system clock, see
“Using OC3-ATM ports as a clock source” on page 17-3.

Priority of the interface asthe system’s clock source: high, middle,
or low priority. Once the TAOS unit unit chooses a clock source, it
uses that source until the interface becomes unavailable or a
higher-priority source becomes available.

Settings for shaping traffic on the interface. For details, seethe
APX 8000/MAX TNT/DSLTNT ATM Configuration Guide.

Enable/disable scrambling and descrambling of the entire transmit
and receive stream. This function is enabled by default. Disable it
only if the far-end switch has disabled the corresponding
functions.

Enable/disable scrambling and descrambling of the 48-byte ATM
cell payload in transmitted and received cells. Thisfunctionis
enabled by default. Disableit only if the far end switch has
disabled the corresponding functions.

Using OC3-ATM ports as a clock source

OC3-ATM profiles support Clock-Source and Clock-Priority parameters for specifying
whether the port can be used to source the ATM network clock signal and feed it to the shelf
controller as the master clock for the unit. Each OC3-ATM port can be configured as eligible
or ineligible for this use, and can be assigned a high, middle, or low priority for being elected

as the clock source.

If more than onelineis eligible to be the clock source, the system chooses the one with the
highest priority, as specified by the Clock-Priority setting. If multiple sources of equal priority
are present, the system selects the first valid clock source. (A clock sourceisvalidif the
Clock-Source parameter issetto el i gi bl e and the OC3-ATM interface is synchronized.)

Onceit has selected a clock source, the system uses that source until the source becomes
unavailable or a higher-priority source becomes available. If no eligible external sources are
available, the system uses an internal clock generated by the shelf controller.

APX 8000/MAX TNT Physical Interface Configuration Guide
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For exampl e, the following commands configure an OC3-ATM port as an eligible clock
source. If this port becomes unavailable and is not backed up, the unit begins using the built-in
clock on the shelf controller.

adm n> read oc3-atm{ 1 7 1}
OC3-ATM { shelf-1 slot-7 1 } read

adm n> set line-config clock-source = eligible
adm n> set line-config clock-priority = high

admn> wite
OC3-ATM { shelf-1 slot-7 1 } witten

Example of an OC3-ATM configuration

In this example, the administrator enables an OC3-ATM interfacein slot 7, assigns the nailed
group number 222 to the interface, and sets the VPI-VCI range to allow an 8-bit VPI number:

adm n> read oc3-atm {1 7 1}
OC3-ATM { shelf-1 slot-7 1 } read

adm n> set enabled = yes
adm n> set line-config nailed-group = 222
adm n> set line-config vpi-vci-range = 0-255/32-255

adnmin> wite
OC3-ATM { shelf-1 slot-7 1 } wittens

Note: For details about configuring ATM features and connections, see the APX 8000/MAX
TNT/DSLTNT ATM Configuration Guide.
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Introduction to STM-0

The Synchronous Transport Module (STM)-0 card is an optical 51.85M bps communication
circuit designed to be used with an approved signaling gateway. Each of its 28 T1 lines can be
configured as Signaling System 7 (SS7) data trunks. When configured as an SS7 data trunk,

the signaling gateway takes control of the data trunks, instructing the TAOS unit when to bring
calls up or down.

Note that the STM-0 card does not support Call-Routing profiles, PRI signaling, or inband
signaling. Figure 18-1 shows an example STM-0 configuration.

Figure 18-1. Example STM-0 configuration
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Using STM and T1 profiles

When the TAOS unit first detects the presence of an STM-0 card, it creates a default STM
profile for the card as well as 28 T1 profiles for each component T1 line.

The following example shows the parametersin a STM profile, with the example settings:

admin> read stm{ 1 7 1}

STM { shelf-1 slot-7 1} read
name = ""
physi cal - address* = { shelf-1 slot-7 0 }
| oop-timng = yes

Par ameter Specifies

Name A profile name of up to 16 characters. The nameis displayed after
the line's physical addressin the Dir command output.

Physical-Address Location of the card in the system.

Loop-Timing Clock source for the line. By default, an STM-0 line uses

loop-timing, which meanstheline derivesitstiming from the input
clock. When loop-timing is set to No, the line derivesits timing
from the TAOS unit’sinternal clock. Lucent recommendsthat you
use the default Loop-Timing setting.

For information about T1 line profiles, see Chapter 8, “Configuring T1 Cards.”

Sample STM-0 configurations

To configure the STM-0 card, you must configure each component T1 profile. In most cases,
you do not need to modify the default configuration of the STM-0 card.

Example of configuring an STM profile
Note: Use of theinternal clock is generally not recommended.

To configure the lines of a STM-0 card to use its own internal clock for the timing of the line;

admin>read stm{1 1 1}
STM{ shelf-1 slot-1 1 } read

admi n> set |l oop-timng = no
admin> wite
STM{ shelf-1 slot-1 1} witten

After configuring the STM-0 line, configure the individual T1 lines that constitute the STM-0
line as explained in the next section.
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Example of configuring a T1 data trunk

The following commands configure a T1 line as an SS7 data trunk, enabling the signaling
gateway to control the line:

admin>read t1 {1 1 7}
T1/{ shelf-1 slot-1 7 } read

admin> set line-interface enabled = yes
admin> set line-interface signaling-node = ss7-data-trunk

admin> set line-interface incom ng-call-handling = internal -pro-
cessing

adnin> wite

T1/{ shelf-1 slot-1 7 } witten
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Introduction to SS7

Signaling System 7 (SS7) is an internationally standardized general -purpose common-channel
signaling system designed for use over avariety of digital circuit-switched networks. At the
physical layer, it uses T1, T3, or E1 for data traffic and separate time-division multiplexing
(TDM) circuits for signaling information.

The following two methods of integration with an SS7 network are supported, each of which
reguires a separate software license:

e Access SS7 Gateway Control Protocol (ASGCP). This method of integration enables the
TAOS unit to terminate data callsin an SS7 network. The signaling gateway must be ICD
for softswitch (formerly ASG). ICD stands for Internet Call Diversion.

e |PDevice Control (IPDC). IPDC is athird-party proprietary protocol. This method of
integration enables the TAOS unit to terminate both voice and data calls. The signaling
gateway can be ICD for softswitch or Lucent Softswitch.

Table 19-1 shows the protocol s supported by these signaling gateway platforms.

Table 19-1. Sgnaling gateway platforms and protocol support

Platform IPDC 0.12 ASGCP (Q.931+)
ICD for softswitch (formerly ASG) Supported Supported
L ucent Softswitch Supported Not supported
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System requirements for SS7 operations

A TAOS unit configured for SS7 in communication with an SS7 signaling gateway isaservice
switching point (SSP). To operate in this capacity, the TAOS unit must have the following
equipment and licenses:

e SS7 software license, either for ASGCP or IPDC

e Sufficient T1, T3, or E1 trunks

«  Sufficient modem or Hybrid Access (HDLC) cards (or both) to terminate data calls
e Oneor more Ethernet cards (recommended to offload the shelf controller)

If the systemisaMAX TNT unit and will operate as a MultiVoice gateway in an SS7
environment, a MultiVoice software license must also be enabled and one or more MultiDSP
cards must be installed to enable the system to terminate voice calls. For detail s about
MultiVoice, see the MultiVoice for MAX TNT Configuration Guide.

TAOS unit as terminator of data calls in an SS7 network

With the ASGCP license, TAOS units can decrease congestion on the Public Switched
Telephone Network (PSTN) caused by users connecting to the Internet. An example of a
TAOS unit being used for this purpose is shown in Figure 19-1.

Figure 19-1. TAOSterminating data callsin an SS7 network
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The TAOS unit is connected to the entry (ingress) central office (CO) switch viaintermachine
trunks (IMTs) and to a signaling gateway by means of dual-link (primary and secondary)
TCP/IP links. Each CO switch isa service switching point (SSP). The combination of aTAOS
unit and signaling gateway is also an SSP. The signaling gateway is connected to the SS7
network by access links (A-links). The signaling gateway and the TAOS unit together act asa
switch that routes calls intended for | SPs directly to the TAOS unit, thus avoiding the PSTN
tandem or transit switches and interoffice trunks.
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TAOS unit as terminator of voice and data calls in an SS7 network

With the IPDC license, the TAOS unit can communicate with the signaling gateway by means
of IPDC. IPDC enables the TAOS unit to terminate voice or data calls. An example of TAOS
units being used both for Internet call diversion (data) and Voice over IP (Vol P) is shown in
Figure 19-2.

Figure 19-2. TAOS unit terminating voice and data calls in an SS7 network
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Connection to the SS7 network is achieved through a signaling gateway. This gateway
provides a bridge to the SS7 network and performs service switching point functions such as
initiating and managing call setup and release, and executing call routing. IPDC must be
supported by both the signaling gateway and the TAOS unit.

The signaling gateway uses the IPDC praotocol to convert the SS7 signaling information and
call datafrom the PSTN into IPDC packets, which are sent to the TAOS unit. In addition, the
gateway uses IPDC to convert IPDC packets received from a TAOS unit into SS7 format
before sending the call to the PSTN.

Before sending call data across the | P network, the TAOS unit uses IPDC to extract TDM and
I P routing instructions from the IPDC packets received from the signaling gateway. The
far-end TAOS unit then forwards IPDC packets to a signaling gateway, which converts them
back into SS7 messages before the call is connected.
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See MultiVoice for MAX TNT Configuration Guide for a more detailed description of how
Vol P calls are processed by IPDC.

Interface between a signaling gateway and TAOS unit

TCP/IP isthe transport service used to carry control messages between a signaling gateway
and the TAOS unit. The datadelivery layer (DDL) uses a TCP/IP socket on both the signaling
gateway and TAOS unit. On the signaling gateway side, the DDL isthe server that listens for
the socket connection and keeps track of the mapping between a TAOS unit and its socket. On
the TAOS unit side, the DDL isthe client that initiates a socket connection and handles
connection establishment, connection recovery, and link selection.

Incoming calls

Theingress central office (CO) switch (see Figure 19-1) processes the incoming call based on
the called number, then identifies the TAOS unit as the destination for the call. The SS7
network sends an initial address message (IAM) to the signaling gateway. The signaling
gateway informs the TAOS unit that a call will be coming in on one of the IMT channels from
the CO switch. The message from the CO switch contains the calling and called party number,
the circuit identification code (CIC), and the destination point code (DPC). The signaling
gateway sends an address complete message (ACM) to the SS7 network acknowledging that it
has received the relevant information to route the call.

The signaling gateway then sends a call origination message to the TAOS unit to establish a
path between the ingress switch and the TAOS unit. The TAOS unit sets up the path and then
sends an answer message to the signaling gateway so that the signaling gateway can make the
proper updates to its resource management database. For a T1 or T3 network, the signaling
gateway then sends an answer message to the SS7 network.

Once the path is set up, the TAOS unit accepts the call, off-loading the Internet call from the
PSTN to the data network. The data network used to off-load the call can be a Frame Relay,
ATM, or IP network.

Continuity tests

A continuity test can be performed at the time of call setup or during testing to verify that the
physical link between the CO switch and the TAOS unit is available. The CO switch informs
the signaling gateway, which then informs the TAOS unit that it will conduct a continuity test
on the circuit. During acall continuity test, the CO switch sends a tone through the physical
path to the TAOS unit and receives atone back from the TAOS unit indicating the continuity of
the path.

Configuring an SS7 signaling gateway

The signaling gateway and TAOS unit communicate over a TCP/IP link. The signaling
interface can be asingle or dual TCP connection between the TAOS unit and signaling
gateway. When the interface initializes, it opens TCP connections to the specified addresses
and ports of the signaling gateway. The TAOS unit keeps the TCP connections open aslong as
the unit is operating and the signaling interface is enabled.
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Settings in the SS7-Gateway profile configure the signaling interface. The TAOS unit resets
the signaling link whenever changes are written to the profile.

Following are the parameters (shown with default settings) for configuring the signaling

interface:

[in SS7- GATEVWAY]

enabl ed = no

control - protoco

= asgcp

primary-ip-address = 0.0.0.0

primary-tcp-port

=0

secondary-i p-address = 0.0.0.0
secondary-tcp-port =0

bay-id = ""

systemtype = | ASCTNT1B
transport-options = { 0 1000 3000 30000 7 6 no }
use-systemi p- addr ess-as-source = yes

Parameter
Enabled

Control-Protocol

Primary-IP-Address
Primary-TCP-Port

Secondary-IP-Address
Secondary-TCP-Port

Bay-1D

Specifies

Enable/disable the interface. When this parameter is set to no (the
default), the interface is disabled. Whenitisset toyes, the
interface is enabled if the Primary-1P-Address and
Primary-TCP-Port also have valid values. Changing the setting
fromyes to no closes the signaling links but does not disconnect
active SS7 calls.

Control protocol. Theasgcp setting enables the unit to terminate
data calls by using ASGCP. Thei pdc- 0. x (XCOM/Level 3
IPDC) setting enables the unit to terminate voice and data using
IPDC. If only one SS7 licenseis enabled, the parameter defaultsto
that control protocol (asgcp ori pdc- 0. x) and cannot be
modified. If both licenses are enabled, the parameter defaults to
asgcp. See “ Specifying the SS7 control protocol” on page 19-6
for more information about this parameter.

IP address and TCP port to use for communication with the
primary signaling gateway. These settings are required for SS7
operations.

IP address and TCP port to use for communication with a
secondary signaling gateway. These settings are optional. If
specified, the secondary signaling gateway is used only when the
primary gateway is unavailable. The primary and secondary
address and port configurations can point to two Ethernet
interfaces of the same signaling gateway.

This parameter does not apply when Control-Protocol is set to
asgcp. When Control-Protocol isset toi pdc- 0. X, the system
sendsitsvalue as an ASCI| string to the media gateway controller
in the device registration message. The TAOS unit does not
interpret the value. Interpretation on the signaling gateway is
gateway dependent.
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Par ameter Specifies

System-Type This parameter does not apply when Control-Protocol is set to
asgcp. When Control-Protocol isset toi pdc- 0. X, the system
sendsitsvalue as an ASCI| string to the media gateway controller
in the device registration message. The TAOS unit does not
interpret the value. Interpretation on the signaling gateway is
gateway dependent.

Transport-Options The Transport-Options subprofile contains settings for changing
the operation of SS7 DDL timers. See “ Configuring
transport-layer options’ on page 19-6.

Use-System-IP-Address- Enable/disable use of the system address as the source address for
As-Source packets generated by the TAOS unit. See“ System | P address
considerations’ on page 19-7.

Specifying the SS7 control protocol

With the appropriate software license, TAOS supports either ASGCP and IPDC 0.12 control
protocol. If only one of the possible control protocols (asgcp ori pdc- 0. X) islicensed on
the TAOS unit, the Control-Protocol parameter defaults to the licensed protocol and cannot be
modified. However, if both protocols are licensed, the parameter defaultsto asgcp. Because
of this default and because the TAOS unit does not store unmodified profileitemsin NVRAM,
the setting can be modified unintentionally when you upgrade to new software or enable anew
license to support a second control protocol. For this reason, Lucent recommends that you
verify the setting after upgrading. If the proper protocol is not specified, change the setting and
then reset the unit.

Although the control protocol is configurable in real time, you must reset the system to begin
using the new protocol. After the TAOS unit isreset, it establishes anew TCP link to the
signaling gateway and begins communicating with it using the specified control protocol.

Configuring transport-layer options

Administrators occasionally need to change the duration of various SS7 DDL timersto
fine-tune asignaling link. For example, you might want to change timeouts when integrating a
TAOS unit with existing signaling gateways. The following parameters, shown with default
values, are used to set TAOS time intervals for waiting and responding to the various signaling
link processes:

[in SS7- GATEVAY: transport -opti ons]
device-id =0

t1-duration = 1000
t 2-duration = 3000
t 3-duration = 30000
Wi ndowsize = 7

ack-threshold = 6
heart-beat = no
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Parameter

Device-ID

T1-Duration

T2-Duration

T3-Duration

Window-Size

Ack-Threshold

Heartbeat

Specifies
Logical SS7 command control device where these values apply.

Currently, the settingsin this profile apply only to the TAOS unit’s
operations. This parameter is currently not used.

Value of the acknowledgement (ACK) delay timer in
milliseconds. This timer specifies the maximum delay for an
acknowledgement when an information frame (I-frame) is
received. The default valueis 1000 (1 second). The value must
be less than the T2 duration timer specified on the signaling
gateway. Valid valuesrange from 0 t0 2147483647.

Value of the transmission time-out timer in milliseconds. This
timer specifies how long this endpoint must wait for an
acknowledgement to a heartbeat frame. The default valueis 3000
(3 seconds). The value must be greater than the T1 duration timer
on the signaling gateway. Valid values range from O to
2147483647.

Value of the persistent error timer in milliseconds. This timer
specifies the maximum duration of attemptsto reestablish alink
before the transport layer flushes the data queues and sends an
error indication up. Default value is 30000 (30 seconds). Valid
valuesrange from 0 t0 2147483647.

Maximum number of sequentially numbered data packets that can
be sent while pending acknowledgement at any given time.
Default valueis 7. Valid values range from 1 to 63.

Threshold for triggering an acknowledgement (ACK) while
receiving data packets. As soon as the specified number of
packets is received, the TAOS unit sends an ACK back regardless
of the value of its T1 timer. The value of this parameter must not
be greater than the window size. Default valueis 6. Valid values
range from 1 to 63.

Enable/disable detection of a physical link failure, such as
disconnection of acable or failure of the signaling gateway. When
the parameter is set to yes, the TAOS unit periodically sends out
heartbeat frames to the signaling gateway and waits for an
acknowledgement. If it does not receive an acknowledgement
within the number of milliseconds specified in its T2-Duration
timer, the TAOS unit resets the signaling link.

System IP address considerations

The System-IP-Addr parameter of the |P-Global profile specifies the source address of all
packets generated by the system, such as the connection request packets sent to asignaling
gateway to establish communication. When the Use-System-IP-Address-As-Source parameter
isset toyes (the default), the TAOS unit uses the system address as its source addressin the
packets it sends to the signaling gateway.
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For some sites, administrative policy or other constraints introduce a requirement to use the
system address for some purposes, but to use a separate source address for communication
with the signaling gateway. For example, although a site might require acertain system address
for compatibility with other routers, this requirement might cause an address space conflict, or
might cause delays and time-outs in the receipt of acknowledgements from signaling
gateways. Or, a site might decide to separate the signaling control network from the Internet
for security purposes.

To enable sites to integrate TAOS units into their infrastructure and at the same time
communicate efficiently with signaling gateways, the following parameter (shown with its
default value) was introduced:

[in SS7- GATEWAY]
use-systemi p- addr ess-as-source = yes

When this parameter is set to no, the TAOS unit does not use the system address as its source
address for signaling packets. Instead, it uses the I P address of the Ethernet interface on which
the signaling packets are sent. When the parameter is set to yes, the TAOS unit uses the same
system address for signaling packets as for al other packets generated by the system.

Example of a basic configuration

The following commands configure an SS7-Gateway profile for asingle TCP connection to a
signaling gateway running IPDC:

adm n> read ss7-gat eway
SS7- GATEVAY r ead

adm n> set enabled = yes

adm n> set primary-ip-address = 1.1.1.1
adm n> set prinmary-tcp-port = 5000
admin> wite

SS7- GATEVWAY written

Note: For thelink to become active, the signaling gateway must have amatching entry for the
TAOS unit. For information about configuring the signaling gateway, see the documentation
that came with the unit.

T1lines as SS7 data trunks

T1lines:signaling system 7 (SS7) data trunks; To configure T1 lines for SS7, you must set the
following parameters, shown with sample settings:

[in T1/{ shelf-1 slot-1 7 }:line-interface]
signal i ng- nbde = ss7-data-trunk
i ncom ng-cal | -handling = internal - processi ng
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[in T1/{ shelf-1 slot-1 7 }:line-interface: channel -confi g: 24]
channel - usage = swi t ched-channel

Parameter Usagefor SS7 data trunks

Signaling-Mode For an SS7 datatrunk, which carries no signaling, this parameter
can be set to either of the following values. The setting registers
the line with the signaling gateway and allows the gateway to take
control of thelineand its calls.

ss7-dat a- t r unk causes the unit to provide clear 64Kbps SS7
data trunk support. If any of the PSTN switchesyou areusing isa
1AESS switch, which uses robbed-bit signaling, this setting can
sometimes cause that switch to receive fluctuating A/B hit status.
This condition might ultimately force the line out of service,
unless you disable robbed-bit signaling on the 1AESS switch.

ss7-robbed- bit causesthe TAOS unit to send a steady A/B
bit status on the SS7 data trunk, which eliminates the need to
disable robbed-bit signaling on the 1AESS switch.

Incoming-Call-Handling  Specifies how the TAOS unit processesincoming calls on thisline.
For SS7 data trunks, the parameter must be set to
i nt er nal - processi ng inthisrelease. The
Ss7-gat eway- processi ng setting for passing incoming call
requests to an external signaling gateway is currently not
supported.

Channel-Usage T1 linestypically use channel 24 for signaling. For SS7 data
trunks, the Channel-Usage setting for channel 24 must be
swi t ched- channel .

Example of configuring a T3 card for SS7 data

To configure lines of a T3 card as SS7 data trunks, you must first configure the T3 profile asin
the following example:

admin>read t3 {1 1 1}
T3/{ shelf-1 slot-1 1} read

admi n> set enabl ed = yes

adm n> set frame-type = ni3
admin> set line-length = 0-225
admin> wite

T3/{ shelf-1 slot-1 1} witten

After configuring the T3 line, configure the individual T1 lines that constitute the T3 line as
explained in the next section.

Example of configuring a T1 data trunk

The following commands configure a T1 line as an SS7 data trunk, enabling the signaling
gateway to control the line:

admin>read t1 {1 1 7}
T1/{ shelf-1 slot-1 7 } read
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adm n> set line-interface enabled = yes
adm n> set line-interface signaling-npbde = ss7-data-trunk

adm n> set line-interface incomng-call-handling = inter-
nal - processi ng

adm n> set line-interface channel-config 24 channel -usage =
swi t ched

admin> wite
T1/{ shelf-1 slot-1 7 } witten

El lines as SS7 data trunks

Configuring the E1 SS7 datatrunksis very similar to configuring T1 datatrunks. To configure
E1 linesfor SS7, you must set the following parametersin an E1 profile, shown with sample
settings:

[in E1/{ shelf-1 slot-10 1 }:line-interface]
si gnal i ng- nbde = ss7-data-trunk
i ncom ng-cal | -handling = internal - processi ng

[in E1/{ shelf-1 slot-10 1 }:line-interface:channel-config[17]]
channel -usage = swi tched-channel]

Parameter Usage for SS7 data trunks
Signaling-Mode For an SS7 data trunk, which carries no signaling, this parameter

can be set to either of the following values. The setting registers
the line with the signaling gateway and allows the gateway to take
control of thelineand its calls.

ss7-dat a- t r unk causesthe TAOS unit to provide clear

64K bps SS7 data trunk support. If any of the PSTN switches you
areusing isa 1AESS switch, which uses robbed-bit signaling, this
setting can sometimes cause that switch to receive fluctuating A/B
bit status. This condition might ultimately force the line out of
service, unless you disable robbed-bit signaling on the 1AESS
switch.

ss7-robbed- bit causesthe TAOS unit to send a steady A/B
bit status on the SS7 data trunk, which eliminates the need to
disable robbed-bit signaling on the 1AESS switch.

Incoming-Call-Handling  Specifies how the TAOS unit processesincoming callson thisline.

For SS7 data trunks, the parameter must be set to

i nt ernal - processi ng inthisrelease. The

ss7-gat eway- processi ng setting for passing incoming call
requests to an external signaling gateway is currently not
supported.

Channel-Usage In the TAOS unit, the channel-config index begins with 1 (not 0),

so E1 linestypically use channel 17 for signaling. For SS7 data
trunks, change the default Channel-Usage setting for channel 17
fromd- channel tosw t ched- channel .
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For example, the following commands configure an E1 line as an SS7 data trunk, enabling the
signaling gateway to control theline:

admin>read el {1 10 1}
El/{ shelf-1 slot-10 1 } read

admin> set line-interface enabled = yes
admin> set line-interface signaling-nmde = ss7-data-trunk

admin> set line-interface incomng-call-handling = inter-
nal - processi ng

admin> set line-interface channel-config 17 channel -usage =
swi t ched

adnin> wite
El/{ shelf-1 slot-10 1 } witten

V.110 bearer capability for SS7 calls using IPDC

TAOS supports V.110 bearer capability for SS7 callsusing IPDC. Thisfeature enables SS7 call
routing across V.110 interfaces in the TAOS unit. Use of this capability is controlled vialPDC
messages from the signaling gateway.

SS7 link establishment timer

TAOS supports a T5 timer that automatically enables link connection and reconnection
reguests to the signaling gateway to occur at random intervals. The timer can help prevent the
signaling gateway from receiving many link connect requests within a short period of time,
especialy when the signaling gateway is connected with many TAOS units.

After itslink to the gateway is disconnected, the TAOS unit initializes the T5 timer with a
random value between 0 and 6 seconds and attempts a connection when the timer expires.
After each failed connection attempt, the TAOS unit increases the T5 time-out value by 1
second until it reaches 20 seconds. The timer remains at 20 seconds for subsequent connection
attempts.

The TAOS unit resets the T5 timer as soon asthelink is active.

Two-wire continuity check on T1 and E1 lines

TAOS units support a4-wire-only continuity check as defined in Q.724 Sections 7 and 8,
ANS| T1.113.4 Annex B, GR-246-CORE Annex B on both T1 and E1 lines. The 4-wire
continuity check requires one end of alineto place a channel into loopback state while the
other end sends atone. The check concludes successfully if the tone sent on the outgoing path
is received on the return path within acceptable transmission and timing limits. The 4-wire
check procedure cannot detect potential inadvertent loopsin the line path or in line facilities,
and cannot be used when the other exchange is analog. For these reasons, the procedure known
as 2-wire continuity check is recommended by the International Telecommunications Union
Telecommunication Standardization Sector (ITU-T), which carries out the operations of the
former Consultative Committee for International Telephone and Telegraph (CCITT).

TAOS supports both incoming and outgoing 2-wire continuity checksfor T1 linesonly. You
can select the type of check to perform on a per-line basis. Both the native 2-wire continuity
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check (GR-246-CORE Section B.2) and 4-wire-to-2-wire emulation (GR-246-CORE Section
B.3) are supported.

Note: Outgoing continuity tests are supported only on T1 and T3 cards. E1 cards support
receipt of 4-wire continuity check requests only, and cannot originate continuity tests.

The SS7-Continuity subprofilein the T1 profile allows you to specify the type of incoming and
outgoing continuity checks to perform for all channels on aline. Both ends of the connection
must agree on the continuity check to be used for the line. Following are the relevant
parameters, shown with default values:

[in T1/{ shelf-1 slot-1 1 }:line-interface:ss7-continuity]
i ncom ng- procedure = | oopback
out goi ng- procedure = singl e-tone-2010

Par ameter Specifies

Incoming-Procedure Loopback or transponder test mode. Thel oopback setting (the
default) places the channel into loopback mode during the
continuity test. This mode must be used if the line is provisioned
for an incoming 4-wire continuity test. Thet r ansponder
setting places the channel into Tone Transponder mode during the
continuity test. In this mode, the channel can detect two tones:
2010Hz and 1780Hz. When either tone is detected, the other oneis
returned. This mode should be used for lines provisioned for
incoming 2-wire and 4-wire-to-2-wire continuity checks.

Outgoing-Procedure Type of continuity check. Withthesi ngl e-t one- 2010 setting
(the default), the TAOS unit sends a 2010Hz tone and expects to
receive a 2010Hz tone in return. This procedure is generally
known as a 4-wire continuity check.

With the send- 2010- expect - 1780 setting, the TAOS unit
sends a 2010Hz tone and expectsto receive 1780Hz tonein return.
This procedure is generally known as a 2-wire continuity check.

With thesend- 1780- expect - 2010 setting, the TAOS unit
sends a 1780Hz tone and expects to receive a2010Hz tonein
return. This procedure is generally known as a 4-wire to 2-wire
continuity check.

If you change the type of a continuity check, the new typeisused
for new continuity check reguests on the line as soon asthe line
profileis saved. Existing check-loopsthat are already active onthe
line are not modified or canceled when the profile is saved.

The type of the continuity check procedure to be used is determined by line provisioning and is
agreed upon by the connecting exchanges. SS7 signaling procedures used for continuity check
(Q.764 Section G.3, ANSI T1.113.4 Section 2.1.6) are the same for both 4-wire and 2-wire
circuits, but the behavior of trunk termination devicesis different.

The native 2-wire continuity check procedure requires that the loopback be replaced by a
transponder and that a 1780Hz + 20Hz tone be used in the return direction.
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TAOS also supports the 4-wire-to-2-wire continuity check, with the following requirements:
The exchange that terminates 4 wires must use a transmitting frequency of 1780 + 20Hz and a
receiving frequency 2010 + 30Hz. The exchange that terminates the 2 wires must use a
transmitting frequency of 2010 + 8Hz and a receiving frequency of 1780 + 30Hz.

Outgoing continuity tests on T1 and T3

TAOS units support incoming continuity tests on both T1 and E1 lines. During these tests, the
telephone switch requests that the TAOS unit put a DSO channel into aloopback and then
generates a 2010Hz tone. If the switch receives the tone in return, the continuity test is
successful.

TAOS a so supports outgoing call continuity testson T1 and T3 cards. For outgoing continuity,
the switch puts a DSO0 into aloopback and the TAOS unit generates a 2010Hz tone. If the
TAOS unit receives the tone in return, the continuity test is successful. Note that all the setup
and signaling required to coordinate a continuity test is handled by the signaling gateway via
SS7.

Note: Outgoing continuity tests are supported only on T1 and T3 cards. E1 cards support
receipt of 4-wire continuity check requests only, and cannot originate continuity tests.

Digital milliwatt tone support on T1 and T3

T1 and T3 cards generate the 1000Hz digital milliwatt (DMW) tone. The SS7 switch sends a
digital milliwatt tone request to the TAOS unit over IPDC and uses the tone that the TAOS unit
generatesin special test callsto measure the line distortion and attenuation in the telephone
network.

Analog milliwatt tone and variable tone support

IPDC Tone-Type and Tone-Sting tags enable the IPDC Specify Tone (STN) messageto
generate the analog milliwatt tones. When the TAOS unit receives a message from the
signaling gateway specifying these tags, it responds with the appropriate tone type or tone
string. When the signaling gateway specifies a variable tone, it details the tonein the IPDC
Tone-String message tag, which uses the following format:

“frequencyl, frequency2, anplitude, duration”

Element Description

Frequencyl First frequency of the dual tone. This value can range from 1 to
3999 and has an accuracy of + 1Hz.

Frequency?2 The second frequency of the dual tone. This value can range from
0 for single tones to 3999 and has an accuracy of + 1Hz.

Amplitude Amplitude of thetone. If thisvalueisin the range of 4 through

32767, it isan absolute value. A value in the range from -49
through 2 isa decibel level. The following relationship exists
between decibel levels and absolute values:

dBnD = 20 * | 0gl0 (absol ute value / 22748. 4)
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Element Description

Duration Duration of the tone in milliseconds. This value can range from 0
to 2631. If the duration is O, atone will be played continuously
until it is stopped by a second STN command.

For example, the following string defines a 1004hz tone at 22748 amplitude for 1 second:
“©1004, 0, 22748, 1000"

The following string defines a dual tone with frequency 697Hz and 1477Hz at 14567
amplitude for 2 seconds:

“697, 1477, 14567, 2000”

The following string defines a 2050, -3dBmO tone played continuously until stopped by a
second STN message:

“2050, 0, -3, 0O

Reporting VoIP call statistics

A TAOS unit operating as a network access server (NAS) with asignaling gateway can report
VoI P call statisticsin the output of the NAS messaging interface. IPDC VolP call statistics are
reported once acall is cleared. The source that originates call clearing can be either the
signaling gateway or the TAOS unit.

When the unit reports VoIP statistics

IPDC 0.12 statistics tags are reported when the signaling gateway or the TAOS unit clearscalls
under the following conditions:

e When the access server initiates a call teardown using an RCR message.

«  For packet-based calls when the access server acknowledges a call teardown using an
ACR message.

The TAOS unit reports the following Vol P statistics, as defined by IPDC 0.12:

e Number of Real-Time Protocol (RTP) audio packets sent and received by the TAOS unit.

e Number of RTP audio packetsthat failed to reach the TAOS unit as determined by missed
sequence numbers.

e Number of audio bytesin the RTP payload sent by the TAOS unit.

*  Number of audio bytesreceived in the RTP payload that failed to reach the TAOS unit.
Because the number of bytes per packet is variable, this value can only be estimated,
based upon an average packet size multiplied by the number of nonreceived packets. This
value can also be estimated by the control server with the information supplied.

e Number of RTP audio packets received.
e Number of audio bytesreceived in the RTP payload.

e Estimated interarrival jitter (in milliseconds) Interarrival jitter is an estimate of the
statistical variance among the arrival times of RTP packets, which is equivalent to the
differencein their relative transit times. Relative transit time is the difference between a
packet's RTP timestamp at the sender and the receiver’s clock at the time of arrival.
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ss7nmi debug-level command

The TAOS unit reports the VoI P call statistics in the output of thess7nm  debug-level
command. When the command is entered with the - s option, the results displayed include the
number of release channel request (RCR) and rel ease channel completed (ACR) messages sent
with and without Vol P call statistics, and the number of unknown SS7 Vol P messages. In the
following example, new statistics reported for IPDC Vol P calls are shown in bold type:

adm n> ss7nm -s
SS7 NAS Messaging Interface (NM) statistics:

Initialized successfully: Yes
Total nunber of internal errors: 0
Level of diagnostics: 0
Si gnal i ng Layer:
Current link state: STARTI NG
Last generated transaction |D: 1
Ti mer T305 (RST1): 1000 ticks - idle
Nurmber of protocol version errors: 0
Nurmber of ' nessage reject’ received: 0
Nurmber of bad packets received: 0
Nurmber of unknown nessages: 0
Nurmber of unknown SS7Voi p messages: 0
Nurmber of resource conflicts: 0
Nurmber of rel ease race conditions: 0
Nurmber of RCR with stats sent: 0
Nurmber of RCR without stats sent: 0
Nurmber of ACR with stats sent: 0
Nurmber of ACR without stats sent: 0
Data Transport Layer:
Nurber of link fail-overs: 0
Nurmber of persistent errors: 0
Last error: No Error
Last error tinmestanp: [01/01/ 1990 00: 00: 00]

Statistics and error reporting on SS7 connections

Thess7asg - s command provides detailed interface information about statistics and error
conditions on SS7 connections. The output differs depending on whether errors are detected.

Note: Thess7asg - r command resets all the signaling layer statistics to 0 and updates the
timestamp to the time the counters were reset.

Command output when no errors are detected

The following sample output indicates that no errors were detected in SS7 connections:

admi n> ss7asg -sS
SS7 Signaling Gateway interface statistics:

Initialized successfully: Yes
Interface state: Enabl ed/ Down
Di agnostic | evel: 0

Si gnal i ng Layer:
Nurmber of SETUP requests from L2: 0 CC 0
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Nunber of
Nunber of
Nunber of
Nunber of
Nunber of
Nunber of
Nunber of
Nunber of
Nunber of
Nunber of
Nunber of

Data Transport Layer:
Nunber of

CONNECT to ASG 0
CONNECT_ACK from ASG 0
SETUP rejected from L3: 0
DI SCONNECT requests from L2: 0
REG STRATION to ASG

REG STRATI ON_ACK from ASG

DL _REL IND from L2

DL_EST IND from L2

T303 expiry events:

T305 expiry events:

T308 expiry events:

Last L3 counters reset tinestanp: [

88

OO OO0 O0oOOoOOo

2/ 08/ 1999 18:47:41]

link fail-overs: 0

Nurmber of persistent errors: 161

Last error:

Last error status change timestanp:

Persistent Error
[02/ 08/ 1999 18:47: 41]

When the command reports no errors, the output contains the following fields:

Output field

Initialized successfully

Interface state

Di agnostic | evel

Nurmber of SETUP requests
from

Description

Indicates whether the SS7 layer between the TAOS unit
and the signaling gateway has been successfully
initialized.

State of the SS7 interface. A value of Enabled/Up
indicatesthat the Enabled parameter in the SS7-Gateway
profileisset toyes. A value of Enabled/Down indicates
that the Enabled parameter in the SS7-Gateway profileis
setto yes, but the TCP link to the signaling gateway is
down. A value of Disabled indicates that the Enabled
parameter in the SS7-Gateway profileis set to no.

The diagnostic level as specified with the - t option.
Values can be one of the following:

» 0: Disable diagnostic output.

e 1: Show errorsonly.

e 2 TracelL3eventsand states.

» 3 Trace Call Control events.

e 4: Show al task events.

e 5 Dump L3 packets.

e 6: Dump Call Control primitives.

L2: Number of setup requests from the signaling
gateway (SS7 network) or from incoming calls.

CC: Number of times the TAOS unit tried to make an
outgoing call to the signaling gateway (the SS7
network). Note that outgoing calls are not currently
supported.
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Output field

Nurber of CONNECT to ASG
Nunber of CONNECT ACK
from ASG

Nurber of SETUP rejected
from

Nunmber of DI SCONNECT

requests from

Nunber
ASG

Nunber

REGQ STRATI ON_ACK from ASG

Nunber
L2

Nunber
L2

Nunber
events

Nunber
events

Nunber
events

of REGA STRATION to

of

of DL_REL_IND from

of DL_EST_IND from

of T303 expiry

of T305 expiry

of T308 expiry

Last L3 counters reset
timestanmp

Description

Total number of active connections to the signaling
gateway since it was last reset.

Number of connection acknowledgements the TAOS
unit has received from the signaling gateway.

Number of setup requests rejected by layer 3 and the
signaling gateway call control.

e Setupsrejected by L3 indicate a packet decode error
on the incoming setup request.

*  Setupsrejected by CC can mean that no route or
resource exists, or that authentication failed for the
incoming call.

Number of disconnection requests from layer 2 and the
signaling gateway call control.

»  Disconnection requests from layer 2 are initiated by
the signaling gateway.

e Disconnection requests from CC areinitiated by the
TAOS unit.

Number of registration requests the TAOS unit has sent
to the signaling gateway.

Number of registration acknowledgments the TAOS unit
has received from the signaling gateway.

Number of Data Link Release Indication messages
received from layer 2. Layer 2 sends these messages to
layer 3to inform it about the status of thelink. Data Link
Release Indication messages mean that the link between
the TAOS unit and the signaling gateway is down and
communication is not possible.

Number of Data Link Establish Indication messages
received from layer 2.

Layer 2 sends these messagesto layer 3to inform it
about the status of the link. Data Link Establish

I ndication messages mean that the link between the
TAOS unit and the signaling gateway has been
reestablished and communication is possible.

Number of times the T303 timer expired.
Number of times the T305 timer expired.
Number of times the T308 timer expired.

Time the signaling layer timers were last reset using the
ss7asg -r command.
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Command output showing errors

Output field

Description

Nurber of link fail-overs Inadua LAN configuration, the number of timesthe

TAOS unit switched from one TCP/IP messaging link to
another due to the failure of the link.

Nunmber of persi stent Number of timesthe TAOS unit tried to reestablish a

errors

Last error

layer 2 link.

Type of last error. Possible values are;

e No Error: L2 is operating normally.
e LinkLoss: Link down.

e Persistent Error: Link down.

e Link Shutdown: Link disabled.

» Link Fail-over: Switched to secondary LAN
connection.

Last error status change Timethelast error occurred.

ti mestanp

The following sample indicates that errors were detected in SS7 connections:

admi n> ss7asg -sS
SS7 Signaling Gateway interface statistics:

Initialized successfully: Yes
Interface state: Enabl ed/ Down
Di agnostic | evel: 0
Errors:
Nurmber of nenory allocation failures: 0
Nurmber of errors in profile operations: 0
Nurmber of invalid nenory pointers: 0
Nurmber of internal errors: 8
Initialization Errors:
Nurber of errors in initialization: 8
Menory pool s: 0
Mai | boxes: 0
Si gnal i ng Layer:
Nurmber of SETUP requests from L2: 0 CC 0
Nunber of CONNECT to ASG 0
Nunber of CONNECT _ACK from ASG 0
Nurmber of SETUP rejected from L3: 0 CC 0
Nurber of DI SCONNECT requests from L2: 0 CC 0
Nurmber of REG STRATION to ASG 0
Nurber of REG STRATI ON_ACK from ASG 0
Nurber of DL_REL_IND from L2: 0
Nunber of DL _EST IND from L2: 0
Nurmber of T303 expiry events: 0
Nurber of T305 expiry events: 0
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Nurber of T308 expiry events: 0

Last L3 counters reset tinestanp:

Data Transport Layer:

[02/16/ 1999 10: 33: 31]

Number of link fail-overs: 0
Nurmber of persistent errors: 0
Last error: No Error

Last error status change tinmestanp:

[ 01/01/1990 00: 00: 00]

When errors are detected, the command output displays the fields explained in the previous
section plus the following additional information:

Output field

Nurmber of menory
allocation failures

Nurmber of errors in
profile operations

Nurmber of invalid nenory
pointers

Nunber of internal errors
Nunber of errors in
initialization

Menmory pool s

Mai | boxes

Description

Number of times the TAOS unit could not allocate
memory for packets traveling between call control and
layer 3.

These errors might occur if the TAOS unit does not have
a32-MB DRAM card installed.

Number of times the TAOS unit could not register the
SS7-Gateway profile or read or update a T1 profile.

Number of empty packets received by IPDC layer 3.
Used for IPDC only.

Number of internal errors.

Number of errors that occurred during the initialization
of the SS7 ASG interface.

Number of buffer pool alocations that failed.

Number of failures that occurred during the creation or
operation of the mailboxes used for interlayer

messaging.

Cause codes for SS7 ASGCP calls to the TAOS unit

The TAOS unit reports cause codes to the signaling gateway viaASGCP when it initiates a call
clearing. The following ASGCP messages carry cause code information.

¢ Disconnect
* Reease

* Release Complete

*  Restart Acknowledgement (cause optional)

e Status

The TAOS unit currently reports the cause codes defined by ITU-T Recommendation Q.850.
For definitions of the individual cause values, refer to Q.850. Note the following:

e The TAOS unit reports Normal call clearing (16) if a TAOS unit modem times out on a

modem call.

APX 8000/MAX TNT Physical Interface Configuration Guide
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e The TAOS unit reports User busy (17) if it cannot find aroute, or if no resourceis
availablefor the call.

SS7 IPDC support for call ID and disconnect cause codes

The TAOS unit reports a globally unique call identifier to call-logging serversfor SS7 data or
VoIP calls. Thisfeature enables the NavisAccess software to associate call statistics
information generated by the signaling gateway and by the TAOS unit.

A similar mechanism is supported in the H.323 Vol P context, where a well-defined globally
uniquecall 1D is set by the originating endpoint. Thiscall ID is used to associate remote access
server (RAS) signaling with the modified Q.931 call control signaling used in H.225.0 call
setup. In an H.323 Vol P environment, the TAOS unit reportsthe call ID to call-logging servers
when acall is connected, maintained, and terminated. (H.323, Q.931, and H.225.0 are ITU-T
recommendationsfor voice communication over networks.) For moreinformation about H.323
Vol P see the MultiVoice for MAX TNT Configuration Guide.

To support this functionality in the SS7 IPDC context, the following changes were made:
e |PDC now generates a globally unique call ID for SS7 Vol P and data calls.

e |PDC now includes the globally unique call ID in IPDC messages.
e The TAOS unit now reportsthe cal ID to call-logging servers.

IPDC generation of a globally unique call ID

IPDC uses the same definition and algorithm for generating a globally unique call Identifier as
H.225.0. The ID consists of arecord of 16 octets. For details, refer to H.225.0, Version 2, pages
44 to 47. The signaling gateway creates the call 1D in the following cases:

e Request inbound call setup (RCSI) message

*  Request pass-through call setup for TDM connection between two channels (RCST)
message
*  Request packet pass-through call (RCCP) message

The TAOS unit createsacall ID for arequest outbound call setup (RCSO) message. Note that
the TAOS unit does not currently report the call 1D of outbound calls to call-logging servers.

Global-Call-ID parameter

The Global-Call-ID parameter in the Call-Info profile reports the global call ID and is shown
with a sample setting in the following example:

[in CALL-INFO'{ 3 }]
mbid* = { 3}

cal |l -service = sw tched
cal | ed-nunber-type = 2
nai | ed-up-group =1
call-by-call =0

phone- nunber = ""
transit- nunber
billing-nunber = ""
switched-cal |l -type = 67
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ftl-caller =0

cal ling-nunber = { "" unknown unknown unspecified unspecified }
force-56kbps = 0

redirect-nunber = ""

call -direction 0

gl obal -call-id 03040506- 0102- 0900- 0807- 010203040506

Start and Stop records

The Ascend_Global_Call_lId attribute in the Start and Stop records for SS7 Vol P and data calls
isfor call-logging only, not RADIUS, and is reported only when the global call 1D isavailable.

The TAOS unit sends Stop records for SS7 calls that are cleared or rejected at the SS7 IPDC
layer. Those calls do not have Start records, because they are never routed to host cards.

Disconnect cause codes

The following set of disconnect cause codes reports the cause of termination for calls that are
cleared or rejected at the SS7 IPDC layer. These codes are based on the cause codes defined by
ITU-T Recommendation Q.850, Usage of Cause and Location in the Digital Subscriber
Sgnaling System No. 1 and the Sgnaling System No. 7 ISDN User Part. This group of cause
codes begins at offset 800.

Event Code Q.850 Definition

DI S B50 UNASSI GNED NUVBER 801 Unallocated (unassigned) number

DI S_ @850 _NO ROUTE 802 No route to specified transit network

DI S B850 NO ROUTE TO DEST 803 No route to destination

DI S B850 CHANNEL UNACCEPTABLE 806 Channel unacceptable

DI S B850 NORVAL_ CLEARI NG 816 Normal call clearing

DI'S 850 USER BUSY 817 User busy

DI S B50 NO USER RESPONDI NG 818 No user responding

DI S B850 USER ALERT NO ANSVER 819 No answer from user (user alerted)

DI S 850 CALL_REJECTED 821 Call rejected

DI S_ @50 _NUMBER CHANGED 822 Number changed

DI S B50_DEST _OUT_OF ORDER 827 Destination out of order

DI S B50 | NVALI D NUMBER FORVAT 828 Invalid number format (address
incomplete)

DI S B850 FACI LI TY_REJECTED 829 Facility rejected

DI S B850 RESP _TO STAT _ENQ 830 Response to STATUS ENQUIRY

DI S B50 UNSPECI FI ED_CAUSE 831 Unspecified normal event

DI S B50 NO Cl RCU T_AVAI LABLE 834 No circuit or channel available

DI S B850 NETWORK OQUT_OF ORDER 838 Network out of order
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Event

DS 850 TEMPORARY_ FAI LURE

DI'S 850 NETWORK CONGESTI ON

DI'S 850 ACCESS | NFO DI SCARDED
DI'S 850 REQ CHANNEL NOT AVAI L

DI S_Q850_PRE_EMPTED
DI S_Q850_RESOURCE_NOT_AVAI L

DI S_Q850_FACI LI TY_NOT_SUBSCRI BED

DI S_Q850_OUTGO NG _CALL_BARRED

DI S_Q850_| NCOM NG _CALL_BARRED

DI S_Q850_BEAR_CAP_NOT_AVAI L

DI S_Q850_SERVI CE_NOT_AVAI L

DI S Q850 CAP_NOT | MPLEMENTED
DI'S Q850 CHAN NOT_| MPLEVENTED
DI'S @850 FACI LI TY_NOT | MPLENENT
DI'S @850 | NVALI D_CALL_REF

DI'S @850 CHAN DOES NOT_EXI ST

DI' S Q850 | NCOVPATI BLE_DEST

DI S Q850 MANDATORY | E_M SSI NG

DI S_Q850_NONEXI STENT_MSG

DI S_Q850_ WRONG MESSAGE

DI S_Q850_NONEXI STENT | E

DI'S_Q850_| NVALI D_ELEM CONTENTS

DI S_Q850_WRONG MG _FOR_STAT

DI S_Q850_TI MER_EXPI RY
DI S_Q850_MANDATORY_| E_LEN ERR

Code
841
842
843
844

845
847
850
852

854

858

863

865
866
869
881
882
888
896

897

898

899

900

901

902
903

Q.850 Definition

Temporary failure

Switching equipment congestion
Access information discarded

Requested circuit or channel not
avallable

Call preempted
Resource unavailable
Requested facility not subscribed

Outgoing calls barred within the
CUG

Incoming calls barred within the
CUG

Bearer capability not presently
available

Service or option not available,
unspecified

Bearer capability not implemented
Channel type not implemented
Requested facility not implemented
Invalid call reference value
Identified channel does not exist
Incompatible destination
Mandatory information element
missing

M essage type nonexistent or not
implemented

Message not compatible with call
state, or message type nonexistent or
not implemented

Information element or parameter
nonexistent or not implemented

Invalid information element
contents

Message not compatible with call
state

Recovery on timer expiration

Parameter that was nonexistent or
not implemented was passed on
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Event Code Q.850 Definition

DI S_ B50_PROTOCOL_ERRCR 911 Message with unrecognized
parameter was discarded

DI S_B50_| NTERWORKI NG_UNSPEC 927 Unspecified internetworking event

CLID and DNIS authentication cause codes

A new bt - ss7 switch type has been introduced for use on Signaling System 7 (SS7) data
trunks. The new switch type is equivalent to the net 5- pri setting, except for the codes
returned for calling line ID (CLID) or the Dialed Number Information Service (DNIS)
authentication failure.

The purpose of the new setting is to enable TAOS units to return the Q.850 disconnect cause
code63 (servi ce not avail abl e) andlocation 10 (net wor k beyond

i nt erwor ki ng poi nt)if acall isregected because of CLID or DNIS authentication
failure. This behavior is consistent with British Telecom call processing recommendations for
SS7-1P interworking.

Following are the relevant parameters, shown with default values:

in T1/{ any-shelf any-slot 0 }:line-interface]
si gnal i ng- nrode = i nband

switch-type = att-pri

[in E1/{ any-shelf any-slot O }:line-interface]
si gnal i ng- nrode = i nband

switch-type = net5-pri

Par ameter Specifies

Signaling-Mode Type of signaling used on aT1 or E1 line. For the TAOS unit to
use thisfeature, the parameter must besettoss7- dat a- t r unk.

Switch-Type Type of network switch. The new bt - ss7 setting is equivalent to
thenet 5- pri setting except for the cause codes returned for
CLID or DNIS authentication failure. With the net 5- pri or any
switch-type setting other than bt - ss7, if acall isrejected
because of CLID or DNIS authentication failure, the TAOS unit
releases the call with cause code 16 (nor mal cl eari ng) and
location O (user ). If the parameter isset to bt - ss7, the TAOS
unit releases the call with cause code 63 (ser vi ce not
avai | abl e) andlocation 10 (s). The setting takes effect as soon
asthe profile is written.

For example, the following commands enable this feature on an E1 linein shelf 1, dlot 7:

admn>read el { 1 7 1}
El/{ shelf-1 slot-7 1} read

adm n> set line-interface signaling-node = ss7-data-trunk
adm n> set line-interface switch-type = bt-ss7

admin> wite
E1l/{ shelf-1 slot-7 1} witten
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If you attempt to save the profile with the bt - ss7 switch type and any other Signaling-Mode
setting, the system displays the following error message:

Switch typeis not appropriate for the configured signaling type.

SNMP support for SS7

The SS7 MIB (ngst at . mi b) isimplemented as a branch object with the main object,
ng G oup, linked into the Ascend enterprise MIB. For definitions and descriptions of objects,
seethengst at . m b file distributed with TAOS 8.0.2 software.

An SNMP trap is supported for reporting the status of the link between SS7 media gateways
and the TAOS unit. Thetrap can be configured when an SS7 licenseis enabled. For atrap to be
generated when the trap condition occurs, SNMP traps must be enabled and the setting for the
trap condition must be enabled. For details about enabling traps, see the APX 8000/MAX

TNT Administration Guide.

The following trap has been added to the Ascend enterprise traps:
megacolLi nkSt atusTrap TRAP- TYPE

ENTERPRI SE ascend

VARI ABLES { ngLi nkNane, ngOper Status }

DESCRI PTI ON "This trap indicates that operational status
of a nedia gateway control |ink has changed."

1= 42

Following is the relevant parameter in the Trap profile, shown with its default value, for
enabling the trap:

[in TRAP/""]
nmegaco- | i nk- st at us-enabl ed = no

Par ameter Specifies

Megaco-Link-Status- Enable/disable trap generation of communication link status

Enabled between the SS7 media gateway and the TAOS unit. Thistrap
indicates that operational status of amedia gateway control link
has changed from any state to the Up state or from Up state to any
other state. Changes to this parameter become effective when you
write the Trap profile.

The trap contains the name of the link, which is currently always
reported as def aul t , and the new operational status.

For exampl e, the following commands enable the SS7 link-state trap:

adm n> read trap exanple
TRAP/ exanpl e read

adm n> set negaco-link-status-enabled = yes

admin> wite
TRAP/ exanpl e written
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The TAOS unit uses a set of call-routing algorithms to route inbound and outbound calls to
devicesthat handle the appropriate call type. For example, the unit routes an inbound
voice-service call to amodem and an inbound digital-service call to an HDLC channel.

Note: For the APX 8000, slots are divided into four quadrants of 10 slots each to increase the
efficiency of routing among shelves. To maintain maximum call capacity and efficient use of
resources, you must balance the network-side and host-side resources in each quadrant, as
described in the APX 8000 Hardware Installation Guide.

The TAOS unit creates Call-Route profiles that specify generalized routes to its devices. The
generalized routes, which typically route on the basis of call type, make up a default
call-routing database. The default database is just a starting point, representing the unit's best
guesses for appropriate call handling. You can create additional Call-Route profiles that
override or complement the default call routes.

Note: The system does not route calls to a device that has no applicable entry in the
call-routing database, so be careful not to delete default entries without providing a
replacement.

Network, host, and dual-purpose devices

Slot cards that are used to establish and maintain the physical connection for acall are network
cards. Network cards do not support protocol stacks such as PPP or Frame Relay. Instead, they
rely on another card, such as a Hybrid Access card, to remove link encapsulation and process
the call’s protocol information and thereby terminate the call in the system.

Seriesh6 |1 and Series |1 cards, MultiDSP cards, Hybrid Access (HDLC) cards, modem cards,
and some other cards that terminate inbound calls are referred to as host cards. An individual
channel or modem on ahost card is referred to as a host device.
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Some slot cards act in adual capacity, performing both network and host functions. Some
dual-purpose cards provide their own HDL C resources. For example, T1 and E1 FrameLine
cards have HDL C channelsintegrated into the card and support Frame Relay protocoals.
Other cards establish the physical connection and terminate calls. Calls on these cards do not
require additional HDL C processing.

The following table shows arepresentative listing of cardsin each category:

Network dlot cards Host slot cards Dual-purpose slot cards
T1 Series56 |1 Digital Modem Unchannelized DS3
T3 Series56 |11 Digital Modem T1 Frameline
E1l Hybrid Access E1 Frameline
MultiDSP

Understanding the call-routing database

The Callroute command displays entries in the call-routing database. You can display entries
for network, host, or dual -purpose devices, or list entries by device. For example, the Callroute
command with the - ad flag displays database entries for dual-purpose devices:

admi n> cal lroute -ad
devi ce # source type tg sa phone

1:16:01/0 0 0:00:00/0 digital-call-type 0 O
2:14:01/0 0 0:00:00/0 digital-call-type 0 O
1:15:01/0 0 0:00:00/0 any-call-type 0 O
2:04:01/0 0 0:00:00/0 any-call-type 0 O
2:04:02/0 0 0:00:00/0 any-call-type 0 O
2: 04:03/0 0 0:00:00/0 any-call-type 0 O
2:04:04/0 0 0:00:00/0 any-call-type 0 O
Table 20-1 describes the information contained in each field.
Table 20-1. Fieldsin a call-routing database entry
Field Contains
Device The address of adeviceinstalled in the system to which calls
matching the entry will be routed. The address has the following
format:

shelf:slot:line/channel

For example, shelf 1, slot 2, line 1, channel 24 is addressed as
1: 02: 01/ 24.

# The call-routing entry number. For default entries (entries
created by the system for a device) the value is always zero. For
entries created by Call-Route profiles, the number must be
unique for each entry that has the same Device address. For
details, see “ Call-Route profile settings’ on page 20-5.
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Table 20-1. Fieldsin a call-routing database entry (continued)

Field Contains

Source The address of adevice that receives calls The address has the
same format as the Device field.

Type The call-routing type. For default entries (entries created by the
system) the value depends on the type of installed device. For
entries created by user-specified Call-Route profiles, see
“Call-Route profile settings’ on page 20-5.

TG A trunk group number. The default is zero.
SA An ISDN subaddress number. The default is zero.
Phone A telephone number.

How call routes affect device usage

The system sorts its call-routing database entries after areset. During active use, the system
applies operational criteria, such as availability and frequency of use, to the order in which it
uses devices.

By default, entries for modem devices are sorted to load-balance calls across the modem cards
in aquadrant, and entries for HDL C channels are sorted to group the channels of a multilink
call onasingle card when possible. For both types of calls, cardsin lower-numbered slots
precede those in higher-numbered dlots.

Entries for trunk lines are initially sorted in the order in which the lines areinstalled in the
system, with linesin lower-numbered slots preceding those in higher-numbered sl ots.

Modem usage and database sort order

The default sort order for modems is determined by the following parameter, shown with its
default settings:

[in SYSTEM
call-routing-sort-nethod = itemfirst

In a device address, the item number represents a particular device on adot card. Anitem
number of O (zero) denotes the whole slot, and the numbering begins with the leftmost device
on the card. The Item-First sort method means the system sorts the components of device
addressesin the following order:

item:shelf:dlot:logical:item

For example, if two modem cards are supported, one in shelf 1, slot 2 and the other in shelf 1,
dot 4, theinitial modem usage order looks like this:

1:1:2

21
21
21
21

WMNN P
NN D
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3:1: 4

The system uses the first modem on the lower-numbered card, then the first modem on the next
card. It then uses the second modem on each of the cards, and so forth. This sort order causes
the channels of different cards to be interspersed, resulting in load balancing across all cards
that match a call’s parameters, even after a system reset.

HDLC channel usage and database sort order

The default sort order for HDL C channelsis determined by the following parameter, shown
with its default settings:

[in SYSTEM
digital-call-routing-sort-method = slot-first

The Slot-First sort method means the system sorts the components of device addressesin the
following order:

shelf:dot:item:logical item

For example, if two Hybrid Access (HDLC) cards are supported, one in shelf 1, slot 14 and the
other in shelf 1, slot 16, the initial HDL C channel usage order looks like this:

1:14:1
1:14: 2
1:14: 3

1 14: 9
:16:1
1 16: 2
:16: 3

R

1:16: 96

With the Slot-First sort order, the system starts with the card in the lowest-numbered slot, and
moves on to the next slot card only when all of the devices on thefirst card have been used.
Once a device has been used, it is placed at the end of the sorted list.

Slot-First isthe default for digital calls because performanceisimproved when all channels of
amultilink call are on the same card. For example, suppose the system establishes the base
channel of an MP+ call on aHybrid Access card in dot 4. When the connection requires
additional bandwidth, the Slot-First sort order gives the TAOS unit a good chance of adding
the new channels on slot 4 as well, which results in greater efficiency in handling the call.

However, suppose slot 3 contains a Series56 |11 card (which provides 48 HDL C channels but
does not support Frame Relay connections), slot 4 contains a Hybrid Access card, and the
system supports Frame Relay datalinks on T1. Because T1 is a network device, it requires
HDLC processing by a host card. In this case, the Slot-First algorithm causes the system to
attempt to use each one of the Series56 11 card’'s HDL C channel s before moving on to the
Hybrid Access card. This behavior can result in up to 48 call rejects before the connection is
successfully established. (No system messages are reported during the interval.) To prevent
this situation, you can either remove the default Call-Route profile that enables the Series56 |1
card to handle digital calls, or install the Series56 11 card in a higher-numbered slot than the
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Hybrid Access card. See “ Dedicating Series56 cards to modem processing” on page 20-9 for
related information.

Trunk line usage and sort order

Trunk lines are sorted in the order in which they areinstalled in the system, with linesin
lower-numbered slots preceding those in higher-numbered slots. For example, if more than
one E1 cardisinstalled, the system uses the card in the lower-numbered d ot first, and beginsto
use the second E1 card only when the first oneis fully utilized.

Note: This method of trunk line usage introduces a requirement for explicit Call-Route
profiles when more than one trunk group is configured for the system. For details, see
“Outbound call routing by trunk group” on page 20-6.

Working with Call-Route profiles

Administrators create Call-Route profiles to control device usage. While there are many
reasons for creating Call-Route profiles, explicit Call-Route profiles are strongly
recommended or required in the following cases:

e When trunk groups arein use
e Tobundle Multilink PPP calls efficiently
e Toreserve HDLC devicesfor multilink Frame Relay connections

Call-Route profile settings

Following are the parametersin a Call-Route profile, shown with default settings:
[in CALL-ROUTE/ { { any-shelf any-slot 0} 0} 0 }]

index* = { { { any-shelf any-slot 0} 0} 0}

trunk-group = 0

phone- nunber = ""

preferred-source = { { any-shelf any-slot 0} 0}
call-route-type = any-call-type

Par ameter Specifies

Index Destination of the call route. A device addressisfollowed by a
call-routing database entry number (starting with zero) in the
following format:

{ { shelf slotitem} logical-item} entry }

If you create more than one call route for the same destination, the
entry numbers must be unique for each Call-Route profile. Entry
numbers do not have to be sequential.

Trunk-Group Trunk group number. Enables the system to route calls to the
specified destination on the basis of trunk-group information
provided by acall.
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Par ameter Specifies

Phone-Number Telephone number assigned to TAOS unit network lines. For lines
that use ISDN service, the telephone number can contain a
subaddress, as described in “ Second pass: 1ISDN subaddresses’ on

page 20-12.
Preferred-Source Source of acall. The address of a device in the system.
Call-Route-Type Type of call to be routed to the device. Valid settings include the
following:

* Any-Call-Type (any of the types listed below).

¢ Voice-Call-Type (voice bearer calls, which do not include
3.1KHz audio call types or VolP calls).

¢ Digital-Call-Type (genera digital cals, including 3.1KHz
audio bearer channel calls, routed to a host device).
»  Trunk-Call-Type (digital calls sent to atrunk device). The

Trunk-Call-Type setting is used for outbound call routing for
trunk calls and trunk-to-trunk switching.

* PHS-Call-Type (Persona Handyphone System calls).
¢ VolP-Call-Type (Voice-over-IP calls).

» V110-Call-Type (digital callsrecognized as containing V.110
rate-adapted bearer channels).

Outbound call routing by trunk group

If no explicit call routes are defined, the TAOS unit always routes a call to the first entry inits
database that matches the call’ s parameters and isin the same quadrant. Because default entries
do not include trunk group specifications, this behavior can cause a cal to fail when multiple
T1or E1 cards areinstalled and each card supports different trunk groups. The system always
tries the first installed card, and does not proceed to the second card without an explicit call
route instructing it to do so.

Note: When configuring trunk groups for the purpose of outbound call routing, you must
specify the trunk groups both in the Call-Route profiles and in each channel subprofile of each
network line profile.

In Figure 20-1, the system hastwo E1 cards installed, onein dot 5 and onein slot 16. The
channel subprofiles of the E1 lines on the first card specify trunk groups 4, 5, 6, and 7. All
channels on all of the E1 lines on the second card specify trunk group 8.

Figure 20-1. Trunk group 8 connecting to a TAOS unit

E1 { shelf-1 slot-5 0}
trunk groups 4, 5, 6, 7

E1 { shelf-1 slot-16 0 }
trunk group 8
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Without an explicit call route for trunk group 8, the system always tries the first E1 card, finds
that it does not use trunk group 8, and then drops the call.

The following commands create an explicit call route for trunk group 8:

admn> new call-route { { { 1 16 0} 0} O}
CALL-ROUTE/{ { { shelf-1 slot-16 0} O} O } read

adm n> set trunk-group = 8

admin> wite
CALL-RQUTE/{ { { shelf-1 slot-16 0} O} O } witten

This profile creates a call-routing database entry such as the following:

devi ce # source type tg sa phone
1:16:01/1 0 0:00:00/0 trunk-call-type 8 0

When the system attempts to bring up acall to the remote TAOS unit on trunk group 8, it
matches the trunk-group field in its database and directs the call to the E1 card in slot 16.

Multilink Frame Relay requirements with Hybrid Access

To implement aMultilink Frame Relay (MFR) bundleusingaT1, E1, or T3 card with aHybrid
Access card, you must ensure that the aggregate bandwidth is bound to the channels of asingle
Hybrid Access card. So, if more than one Hybrid Access card isinstalled, you must define

Call-Route profiles to map the bandwidth of the MFR bundle to the same Hybrid Access card.

Note: Because one Hybrid Access card can provide 186 channels (31 x 6) for MFR, one
Hybrid Access card can support up to six Call-Route profiles binding its channels to up to six
back-to-back E1 ports. This places a six-line limitation on the size of the MFR bundle when
you are using an Hybrid Access card.

Example with two E1 lines in an MFR bundle

In the following example, the administrator creates two Call-Route profiles for the Hybrid
Access card in slot 3, with each profile binding 31 HDLC channelsto asingle E1 line on the
card in dot 2. The default Call-Route profile for the Hybrid Access card must be left
unmodified, or can be deleted, but should not be modified to specify an explicit route.

For example, the following commands create a Call-Route profile for the Hybrid Access card
in slot 3 and set the preferred source to the first E1 interfacein slot 2:

adm n> new call-route { { { shelf-1 slot-3 0} 0} 1}
CALL-RQUTE/{ { { shelf-1 slot-3 0} 0} 1} read

adm n> set preferred-source ={ { 1 21} 0}

admi n> |ist

[in CALL-ROUTE/ { { { shelf-1 slot-3 0} 0} 1} (new (changed)]
index* = { { { shelf-1slot-3 0} 0} 1}

trunk-group = 0

phone- nunmber = ""

preferred-source = { { shelf-1 slot-2 1} 0}

call-route-type = digital-call-type

admin> wite
CALL-ROUTE/{ { { shelf-1 slot-3 0} 0} 1} witten
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The next set of commands creates another Call-Route profile for the Hybrid Access card and
sets the preferred source to the second E1l interfacein dot 2:

adm n> new call-route { { { shelf-1 slot-3 0} 0} 2}
CALL-RQUTE/{ { { shelf-1 slot-3 0} 0} 1} read

adm n> set preferred-source ={ { 1221} 0}

admin> wite
CALL-ROQUTE/{ { { shelf-1 slot-3 0} 0} 2} witten

Note that the default Call-Route profile for the Hybrid Access card was not modified. It still
specifies a general route for the card as awhole, as shown in the following listing:

adm n> get call-route { { { shelf-1 slot-3 0} 0 }0}
[in CALL-ROUTE/ { { { shelf-1 slot-3 0} 0} 0 }]
index* = { { { shelf-1slot-3 0} 0} 0}
trunk-group = 0

phone- nunber = ""

preferred-source = { { any-shelf any-slot 0} 0}
call-route-type = digital-call-type

Example with six E1 lines in an MFR bundle

If the MFR bundle aggregates enough bandwidth to utilize al of the channels on a Hybrid
Access card (up to 186, or six E1 lines), you can create a single Call-Route profile mapping the
E1 card to the Hybrid Access card. Only six of the E1 lines are usable for MFR, however.

For example, the following commands modify the default Call-Route profile to specify the E1
card in dot 2 asthe preferred source for the card:

admn> read call-route { { { shelf-1slot-3 0} 0} 0}
CALL-ROUTE/{ { { shelf-1 slot-3 0} 0} O} read

adm n> set preferred-source ={ { 116 0} 0}

admi n> |i st

[in CALL-ROUTE/ { { { shelf-1 slot-3 0
index* = { { { shelf-1slot-3 01} 0}
trunk-group = 0

phone- nunber = ""

preferred-source = { { shelf-1 slot-16 0 } 0 }
call-route-type = digital-call-type

} 0} 01} (changed)]
0}

adnmin> wite
CALL-ROUTE/{ { { shelf-1 slot-3 0} 0} O} witten

Concentrating multilink calls on one Hybrid Access card

Multilink calls that add channels dynamically might inadvertently use channels distributed
across multiple Hybrid Access cards, which causes a performance penalty for those calls. You
can use Call-Route profilesto direct the system to route callsreceived on aparticular trunk to a
single Hybrid Access card.

In this example, the system hasthree T1 cardsinstalled in slots 1, 2, and 3. Slot 1 uses trunk
groups 4 and 5, slot 2 uses trunk groups 6 and 7, and slot 3 uses trunk groups 8 and 9. The
system also has three Hybrid Access cards, in dots 4, 5, and 6.
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Thefollowing commands create a Call-Route profile to route calls received on trunk group 4 to
the Hybrid Access card in dot 4:

adm n> new call-route { { { 1 4 0} 0} O}
CALL-ROUTE/{ { { shelf-1 slot-4 0} 0} O} read

adm n> set trunk-group = 4

admn> wite
CALL-ROUTE/{ { { shelf-1 slot-4 0} 0} O} witten

This profile creates a call-routing database entry such as the following:

devi ce # source type tg sa phone
1:04:01/1 0 0:00:00/0 digital-call-type 4 0

When the system receives an add-channel request from the caller, it searches the call-routing
database for available HDL C channels. This entry ensure that when the add-on request is made
on trunk group 4, the HDL C channels will reside on the card in slot 4.

Dedicating Series56 cards to modem processing

The Series56 |1 and Series56 111 cards handle both modem and digital calls. The TAOS unit
automatically creates two Call-Route profiles when you first install one of the cards: one
profile for voice call type (a modem call) and one for digital calls. For more information, see
“Series56 11 and 111 Call-Route profiles’ on page 4-4.

If you want the card to answer only modem calls, delete the Digital-Call-Type profile.

Enabling Series56 cards to handle HDLC processing

If youwant Series56 |1 and Series56 |11 cards to answer HDL C calls, then no matter where you
install the card, you might experience delays as it tries to answer single channel nailed Frame
Relay calls.

To reduce such delays, install aHybrid Access (HDLC) card in alower-numbered slot than any
Seriess6 |1 or Series56 111 card. This arrangement enables the Hybrid Access card to answer
the Frame Relay call first. However, if al the channelsin the Hybrid Access card arein use, or
have been used before, the TAOS unit looks for the next available channel, which might be an
HDLC channel in the Series56 11 or Series56 111 card.

Another way to route incoming calls (deprecated)

Many network line profiles provide a parameter for directing incoming calls to a particular
host interface. Following are the relevant parameters, shown with default settings:

[in T1/{ any-shelf any-slot 0 }:line-interface:channel[1]]
call-route-info = { any-shelf any-slot 0 }

[in E1/{ any-shelf any-slot O }:line-interface: channel[1]]
call-route-info = { any-shelf any-slot 0 }
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Par ameter Specifies

Call-Route-Info Address of an interface to which acall can be routed, using the
following format:

{ shelf slot item}

The default value is nonspecific, with zero valuesin each field.
This parameter is deprecated. Use of Call-Route profilesis
preferred. However, if you specify both methods, the
Call-Route-Info setting takes precedence. For more information,
see “Fourth pass: destination device addresses’ on page 20-13.

For exampl e, the following commands specify that calls received on the tenth T1 channel on
line1 of acardinstalled in shelf 1, slot 22 is always routed to the specified host device:

admn> read t1 {1 2 1}
T1/{ shelf-1 slot-22 1} read

adm n> set line channel 10 call-route-info ={ 1 7 12}

admn> wite
T1/{ shelf-1 slot-22 1} witten

Call routing algorithms

The call-routing database starts with alist of al possible destinations in the system. During
active use, the TAOS unit keeps track of the devices that are currently in use and does not
consider those devices as possible destinations for a call. After removing entries for devices
that are in use, the system sorts the list of remaining devices in the following order:

e Trunk group number (sorted in descending order; for example, 9-4)

e Subaddress number (sorted in descending order; for example, 9-1)

*  Telephone number (empty telephone numbers last)

e Dedtination device address (zero components sorted after nonzero components)
e Source device address (zero components sorted after nonzero components)

e Routing type (Any-Call-Type last)

After sorting the database in this order, the TAOS unit sorts again, this time placing devices
that have been used less frequently ahead of those that have been used more frequently.

Localization of call routes within a quadrant

The TAOS unit uses the same call-routing algorithms as similar devices that have alower port
density, such asthe MAX TNT, except that it searches first for available devices within the
same quadrant as the source of the call. For example, when acall arrives on anetwork line, the
TAOS unit searches first for host-side devices within the quadrant. If no devices are available
within the quadrant, the system searches the other quadrants looking for a free entry. To take
advantage of this algorithm, you must balance the number of network and host devices within
each quadrant.

20-10
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How the system finds a route

After sorting the call-routing database, the TAOS unit comparesthe information it has gathered
about a call to the values in the database, looking for a match. VValues are compared in the
sorted order.

After each comparison, profiles that do not contain zero or amatching value in that compared
field are dropped from consideration, so after each pass the list is narrowed considerably. The
TAOS unit routes the call to the best match, which is the device that matches the greatest
number of components without the use of zero fields. If more than one device matches the
call’s parameters equally, the system routes the call to the first matching entry.

For example, Figure 20-2 shows three database entries for amodem card in dot 6, all of which
were created by Call-Route profiles.

Figure 20-2. Matching call information to a database entry

Network device:— I
L' PSTN

Host device —]:l

Information gathered
from call: -— =
Trunk group 7
Dial number 1212
Line 3 channel 10
voice-service

devi ce # source type tg sa phone
1:10:01/0 0 1:01:01/0 voi ce-cal | -type 4 0 2345
1:10:02/0 0 1:01:03/0 voi ce-cal | -type 7 0 1234

|1: 10: 03/0 0 1:01:03/10 voi ce-cal | -type 7 0 1212 I

In the first entry, the preferred source is set to the first T1 linein slot 1, and the dial number is
2345, This entry passes the trunk group and subaddress comparisons, because both fields
specify 0. It fails on the telephone number comparison and is dropped from the list.

The second entry sets the preferred source to any channel on the third T1 linein dot 1. It
specifies trunk group 7 and dial number 1234. This entry passes the trunk group and
subaddress comparisons, because the trunk group matches and the subaddressis 0. It fails on
the telephone number comparison and is dropped from the list.

The third entry sets the preferred source to channel 10 on thethird T1 linein dlot 1. It specifies
trunk group 7 and dial number 1212. This entry matches the call information, so the call is
routed to the third modem in slot 6.

Note: If thelist of remaining devices becomes empty at any point, the TAOS unit drops the
call. Depending on the type of call, the signaling being used, and the configuration of the
central office (CO) switch, dropping the call might result in the switch returning a busy
indication to the caller. If the caller receives a busy indication on avoice line, the indication
originates from the central office switch equipment, not from the TAOS unit.
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Details of how a route is chosen

The system compares call information to its database entries. The entries are accessed in the
order in which they are sorted, with devicesthat are used less frequently preceding those that
have been used recently, and the following sort orders:

e Trunk group number (sorted in descending order; for example, 9-4)

e Subaddress number (sorted in descending order; for example, 9-1)

*  Telephone number (empty telephone numbers last)

e Dedtination device address (zero components sorted after nonzero components)
e Source device address (zero components sorted after nonzero components)

* Routing type (Any-Call-Type last)

First pass: trunk group number

Thefirst pass through the database compares trunk-group information gathered from the call to
the trunk-group numbers in entries. Entries with a matching trunk-group number or atrunk
group of zero remain in thelist for the next comparison pass. Entries with a different
trunk-group number are dropped for the next pass. For example, if the input trunk group is 9,
profiles with atrunk group of 0 or 9 remainin thelist.

Second pass: ISDN subaddresses

If an ISDN subaddressis configured on aline, callers must include the number in the dial
number. For example, the caller dials 510-555-1212, 3 where 3 is the subaddress number.
Specifying a subaddress as part of the telephone number makes the telephone number much
more specific. Only callsthat specify the subaddress will match this parameter.

If an inbound call contains an ISDN subaddress as part of the telephone number (for example,
the 3in 510-555-1212, 3), the TAOS unit compares that subaddress to the Phone-Number
parametersin its call routing database and rejects entries that specify a different subaddress.
Only profiles that specify the same subaddress as the one presented by the call remainin the
list, unless the TAOS unit finds no profiles with a matching subaddress. In that case, it keeps
profiles with no subaddress specification in the list and uses them in the next comparison pass.

For example, if the input subaddressis 9, only devices that specify a subaddress of 9 in the
Phone-Number parameter remain in the list. Profiles with specifications such as the following,
for example, remain in the list:

9

phone- nunber ,
9, 555-1212

phone- nunber

If no devices specify the subaddress 9, only deviceswith no subaddress specification remainin
thelist. For example:

555-1212
777-9898

phone- nunber
phone- nunber

Third pass: telephone numbers

The TAOS unit compares the telephone number on which the call was received to the
Phone-Number valuesin its call-routing database and rejects all entries with nonmatching
numbers. To match the telephone number, an entry’s tel ephone number must be smaller than or
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equal to the input number, and its digits must match the add-on digits of the input number. For
example, suppose the calling switch sent the following number to the TAOS unit:

555-1212

Profiles with the following telephone numbers (for example) would remain in the list:

phone- nunber = 1212
phone- nunber = 555-1212
phone- nunber = 12

Aswith subaddress routing, if the TAOS unit finds no matching telephone numbers, it drops
the profiles that have other, nonmatching numbers, but retains the profiles that have a null
Phone-Number specification.

Fourth pass: destination device addresses

The next comparison uses destination-address information specified in the Call-Route-Info
parameter of the channel configuration, if the network port configuration has an assigned value
for that parameter. By default, the Call-Route-1nfo parameter specifies the system address:

{ any-shelf any-slot 0}

If acall comesin on achannel that specifies a host device address instead, the TAOS unit
excludes all profiles whose index does not match that address. The TAOS unit uses the most
specific address match. For example, if the channel Call-Route-Info addressis{ 151}, the
TAOS unit usestheentry for { 151}, if oneexists. If thereisno entry for { 151}, usesthe
entry for{ 150}. If thereisnoentry for{ 1501}, it usestheentry for{ 100}. If it does not
find an entry in the call-routing database for { 1 00}, the TAOS unit uses the default call
route, which has the system address, { 000}.

Fifth pass: source device addresses

Next, the TAOS unit compares the device address of the line and channel on which the call was
received to the preferred source addresses in its call-routing database, and rejects al profiles
with nonmatching preferred source addresses. The default preferred-source address{ 000}
matches al calls.

Last pass: comparison routing type

For all profiles that remain as possible route destinations after the preceding comparison
passes, the TAOS unit compares the type of the incoming call to the Call-Route-Type setting in
its call-routing database.

Call typeisinformation that the TAOS unit can detect about any call it receives. The
information might indicate the bearer capability of the call, or it might be related to
characteristics of the calling device. For example, analog modems place voice-service calls.
ISDN devices generally place data-service (digital) calls, but in some cases can place
data-over-voice calls.

The TAOS unit excludes al profiles whose routing type does not match the characteristics of
the calling device or the bearer capability of the call. For example, if the incoming call uses
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voice service, all profiles that specify Digital-Call-Type are removed from consideration. Only
profiles that specify Voice-Call-Type or Any-Call-Type remain in thelist.

Note: For T1 linesthat use inband signaling, bearer-capability is not known. The TAOS unit
treats all calls that terminate on a T1 and use inband signaling as digital calls unlessthe T1
profile sets the default call type to voice.
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Provisioning the switchfor Tl access. . ... A-1
What you need from your T1 serviceprovider ..., A-2
What you need from your E1 serviceprovider ............. i, A-2

This appendix provides the information necessary for properly provisioning a switch for T1/EI

or T1/E1 PRI access to the WAN.

Provisioning the switch for T1 access

If you use an inband signaling line, the T1 circuit at the Point-of -Presence (POP) must support

the trandations listed in Table A-1 for compatibility with the DSLTNT.

Table A-1. T1 access provisioning information

Translation Optional or required
Two-state DTMF (Dual-Tone Required for outdial.
Multifrequency) dialing

Outgoing wink start Required for outdial.
Incoming immediate seizure Optional for aswitch.
Incoming wink start Optional for aswitch.
Incoming digits suppressed Required.

Answer supervision Required.

Switched data Required.

No voice/digital loss planis allowed.

Four-state A-bit signaling, four-state B-bit signaling, and pulse dialing are not supported.

APX 8000/MAX TNT Physical Interface Configuration Guide
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What you need from your T1 service provider

What you need from your T1 service provider

Request the following information about your T1 interface from your WAN provider:

Type of signaling (inband or ISDN D channel)
Type of line encoding (B8ZS or AMI)
Type of framing (ESF or D4)

Each telephone number assigned to the line, on a channel-by-channel or
service-by-service basis

Number of nailed-up channels, if any

Number of unused channels, if any

Types of call-by-call services (also called NSF identifiers) on the switched channels
Type of line provisioning (B channel, HO channel, H11 channel, or multirate)
D-channel assignment

NFAS ID number (if the T1 PRI lineis provisioned for NFAS)

Also, keep in mind the following points:

In general, ESF framing and B8ZS line encoding are both recommended for T1
applications. In addition, channel 24 must be the D channel, except for applications using
non-facility associated signaling (NFAS).

Applications that require NFAS must be connected to an AT& T or Northern Telecom
switch provisioned with NFAS.

The TAOS unit can receive multichannel calls using MP encapsulation only if all channels
of the call share acommon telephone number (namely, a hunt group). You can request that
your service provider supply you with a hunt group.

What you need from your E1 service provider

Request the following information about your E1 interface from your WAN provider:

The telephone numbers assigned to your E1 interface, channel by channel

Nailed-up channels (also called private WAN), if any

Unused channels, if any

Switch type (or emulation)—DPNSS only

Configuration for switch layers 2 and 3—DASS 2 and DPNSS only (A/B end, X/Y end)
Rate adaption protocol—DASS 2 and DPNSS only (X.30)

Note: The TAOS unit can receive multichannel calls using MP encapsulation only if all
channels of the call share acommon telephone number (namely, a hunt group). You can
reguest that your service provider supply you with a hunt group.

A-2
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ACM. See address complete message (ACM)
activation, for serial WAN card, 13-3
add-on numbers
described, 8-19
specifying, 8-19
addresses
requiring call to accept dynamic, 1-9
used to route calls received on channel, 20-13
used to route callsto adevice, 20-13
Admin password, changing, 1-8
AMI encoding, described, 8-8
anal og encoding, specifying for codec, 8-22, 10-16
Ascend Global_Call_Id
Start and Stop records, 19-21
ASGCP. See Access SS7 Gateway Control Protocol
(ASGCP)
AT strings, configuring additional, 4-3
ATM
interface
configuring, 7-4
redundant connections, 7-5
ATM DS3 card
creating redundant profiles, 7-5
interface, configuring, 7-4
overview of configuration, 7-4
ATM-DS3 profile, described, 7-4
attributes
Ascend Global_Call_Id, 19-21
authorization, SNMP access to System, 1-10

Automatic Number Identification, R1 signaling and,
8-15

B

B8ZS encoding, described, 8-8
back-to-back
configuring E1 connection, 10-7
configuring T1, 8-21

C

call control, for T1 lines, 8-11
cal ID
IPDC generation, 19-20
remote access server (RAS)
call routing
algorithm, 20-11
assigning destination to E1 channels, 10-16
by call type, 20-13
by phone numbers, 20-12
by subaddress, 20-12
by the call’s source channel address, 20-13
by trunk group number, 20-12
FrameLine card and, 9-1, 11-1
serial WAN card and, 13-2
T3card, 12-3
Caller-ID, R2 signaling and, 10-11
Call-Info profile, 19-20
Call-Route profile
created by the system for E1 lines, 10-16
created by the system for T1 lines, 12-3
Series56 |1 and, 4-4
T3 card and, 12-3
cals
clearing, 19-19
configuring trunk groups, 8-20
how multichannel calls are dialed, 8-19
multichannel, 8-11, 8-19
outbound, 8-20, 10-14
overlap receiving on PRI, 10-13
statistics, 19-19
CAS
bearer capability and, 10-10
signaling modes described, 10-8
cause codes
access SS7 gateway control protocol (ASGCP) calls,
19-19
disconnect, signaling system 7 (SS7) support for call
ID, 19-20
CCITT. See Consultative Committee for International
Telephone and Telegraph
cell payload parameter
enable/disable, 16-3

channel usage
for E1 channels, 10-4, 10-14

APX 8000/MAX TNT Physical Interface Configuration Guide

Index-1



Index

for T1 channels, 8-4, 8-18
specifying for E1 lines, 10-14
specifying for T1 lines, 8-18
channelized T1
configuration, 8-11
described, 8-2
Seedso T1
channels
must be contiguous in nailed line, 8-21, 10-15
number of nailed on both ends, 8-21, 10-15

CIC. Seecircuit identification code (CIC)

clock source
displaying current, 8-17, 10-13
for E1 lines, 10-13
for T1lines, 8-4, 8-17
using an internal clock source, 8-17, 10-13
clocking
configuring, 8-17
example configuration, 12-5
FrameL ine card and, 9-3, 11-6
how system chooses a source, 8-17, 10-13
serial WAN internal, 13-5
Clock-Priority
OC3-ATM supporting, 17-3
Clock-Priority setting, 17-3
Clock-Source
OC3-ATM prdfiles, 17-3
Clock-Source command, using, 8-17, 10-13

Clock-Source parameter, 17-3
OC3-ATM ports, 17-3

CO. See centrd office (CO)
codecs, specifying analog encoding, 8-22, 10-16
command line interface, overview of use, 8-6

command-line interface, switching primary controller,
2-8

commands

Clock-Source, 8-17, 10-13

Dir, 8-6, 10-5

fanstatus, 3-4

List, 8-6

output, samples, 19-15

output, showing errors, 19-18

Read and Write, 2-4

repeating, 8-21, 10-15

Set, 2-4

ss7nmi debug-level, 19-15

Thermalstatus, 3-5

Write, 8-6
community strings, read and read-write, 1-11
compression

FrameLine card and, 9-2, 11-2
configuration

APX 8000 shelf-controller redundancy, 2-3

assigning system | P addressfor APX 8000, redundant

shelf-controllers, 2-4

basic signaling system 7 (SS7)-Gateway profile,
example, 19-8

DPNSS signaling, 10-12

E1 Frameline card overview, 11-2

E1line, SS7 data trunk, 19-11

E1 PRI, 10-7, 10-8, 10-9

E1 signaling system 7 (SS7) data trunks, 19-10

enabling aE1 line, 10-7

enabling a serial WAN line, 13-4

enablingaT1line, 8-8

enablingaT3line, 12-5

enabling aUDS3 line, 14-2

example T1, 8-23

fan tray, example, 3-2

FrameLine card overview, 9-2

inband robbed-bit (T1), 8-11

ISDN NFAS (T1), 8-13

listing parameters using the List command, 8-6

nailed channels, 8-21, 10-15, 10-16

OC3-ATM configuration, 17-4

overview of ATM DS3, 7-4

overview of DS3-ATM, 16-3

overview of E1, 10-2

overview of Ethernet card, 5-2

overview of serial WAN card, 13-1

overview of T1, 8-3

overview of T3, 12-1

overview of UDS3, 14-2

performing basic, 1-1

phone numbers, 8-19, 10-14

Physical interface profiles, for shelf-controller
redundancy, 2-6

PRI (E1), 10-8

profiles, shelf-controller redundancy, 2-6

R2 signaling, 10-11

reading in profile to edit it, 8-6

Redundancy profile, for shelf-controller redundancy,
2-6

sample serial WAN, 13-6

saving changes using the Write command, 8-6

serial WAN card configuration requirements, 13-2

setting date and time, 1-5

setting log level, 1-5

shelf-controller redundancy, 2-1, 2-6

signaling interface parameters, 19-5

signaling system 7 (SS7) gateway, 19-4

specifying default gateway, 1-6

specifying digital modem negotiation, 4-2

specifying DNS information, 1-6

specifying | P address of shelf controller, 1-4

specifying name, 1-5

T1 datatrunk for signaling system 7 (SS7) data,
example, 19-9

T1lines, signaling system 7 (SS7) data trunks, 19-8

T1 parameters ignored for T3, 12-3

T1PRI, 8-8
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D
T3 card for signaling system 7 (SS7) data, example, DNS
19-9 adding system to, 1-4
T3 requirements, 12-2 configuring basic, 1-6
thermal controls, example, 3-2 documentation, related, xix
transport-la_lyer options, 19-6 DPC. See destination point code (DPC)
understanding E1 requirements, 10-4 DPNSS
usihg Fhe command line interface, 8-6 configuring back-to-back connection, 10-7
Connection profiles example, 10-12
configuring to use nailed channels, 8-21, 10-16 required’setti ngs, 10-12
Cognelgtitonbs CT1 801 DS3. See T3; DS3-ATM; STM-0
ack-to-bac -
: ' DS3-ATM
serial WAN card support, 13-2 framing formats, 16-2
continuity testing, 19-4 parameters, 16- 1
control protocol DS3-ATM card
signaling system 7 (SS7), 19-6 connecting redundantly to the WAN, 16-3
controller status DS3-ATM configuration, example, 16-3
viewing, 2-10 DS3-ATM interface
csu o ) cell payload parameter, 16-3
specifying build-out, 8-17 enable/disable parameter, 16-2
See also Front-end DS3-ATM physical interface, 16-2
DS3-ATM port
D physical-address, 16-2
DSX cross-connect
D channel configuring T3 card to connect to, 12-5
inverting dataon, 8-22 configuring UDS3 card to connect to, 14-2
sharing among PRI lines, 8-13 specifying linelength, 8-17
specifying channel for PRI signaling, 8-8
specifying idle pattern, 8-22 E
DASS-2
configuring back-to-back connection, 10-7
; ; E1 channels
required settings, 10-12 destination route for calls (deprecated), 10-16
data sense (T1), 8-22 example configurations
date and time, setting system, 1-5 nailed, 10-16
DDL. See data delivery layer (DDL) phorlle numberisblfl-lléllo 15
.. t - -
defauit gateway, assigning system, 1-6 nai?ér(]j g%g)lfgsexplain’ed 10-4
defining soft I P interface for fault tolerance, 2-5 trunk groups’ explained’ 10-14
denial of service attack, protecting system from, 1-9 usage, 10-4, 10-14
diagnostics, specifying messages to display, 1-5 E1 FramelLine card
dialed digits, do not forward to system, 8-11 example configuration, 11-3
digital milliwatt (DMW) tone Frame Relay and, 11-2
wpport onT3 overview, 11-1, 11-2
digital millwatt tone (DMW) PPP support, 11-2
) routing protocols supported, 11-2
T1 support, 19-13 SNMP and. 11-2
T3 support, 19-13 supported features, 11-1
Dir command, using, 8-6, 10-5 E1 line
d! rected broadcasts, disabling, 1-9 configuration commands, data trunk, 19-11
disconnect cause codes, 19-21 continuity check, two-wire, 19-11
DLCIs _ Ellines
number supported on E1 Framel ine card, 11-2 assighing name to profile, 10-6
number supported on T1 FrameLine card, 9-2 CAS signaling modes, 10-8
. igital milliwatt clock source and priority, 10-
DMW. See digital milli DMW lock d priority, 10-13
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configuration parameters, 10-5
configuration requirements, 10-4
configuring a back-to-back connection, 10-7
configuring DPNSS signaling, 10-12
configuring R1, 10-10
DASS 2 or DPNSS settings, 10-12
default call route created by system, 10-16
enabling, 10-7
example configurations

DPNSSsignaling, 10-12

PRI, 10-7, 10-8, 10-9

R2 signaling, 10-11
framing, 10-7
how system chooses a clock source, 10-13
overlap receiving on, 10-13
overview, 10-2
overview of configuration, 10-2
R2 signaling, 10-10
signaling mode, 10-8
signaling system 7 (SS7) data trunks, 19-10
specifying channel usage, 10-14
specifying ISDN PRI signaling for, 10-12
specifying signaling, 10-8
switch type, 10-8, 10-12
two-wire continuity check, 19-11
type of front-end transceiver, 10-13
type of transceiver, 10-4, 10-13
unchannelized, 10-2

E1 profile
assigning a name to, 10-6
created by system, 10-5
created for E1 card, 10-5
example configurations
DPNSSsignaling, 10-12
EVPRI, 10-7
ISDN service, 10-8
nailed channels, 10-16
phone number assignments, 10-14
PRI, 10-7, 10-8, 10-9
R2 signaling, 10-11
trunk group assignments, 10-15
using trunk groups, 10-14
name displayed in Line Status window, 10-7
parametersin, 10-5
setting parameters, 19-10
enable/disable
cell payload parameter, DS3-ATM interface, 16-3
DS3-ATM interface, 16-2

enable/disable parameter
OC3-ATM interface, 17-2
enable/disable, OC3-ATM
loopback parameters, 17-2
encoding
specifying analog for system codecs, 8-22, 10-16
used on T1lines, 8-8
Ethernet
configuring full duplex mode on Ethernet-2 card, 5-3

installing Ethernet-2 card, 5-2

overview of Ethernet card configuration, 5-2
shelf controller and routing load, 1-4

shelf controller interface for management, 5-2
specifying default gateway for system, 1-6
specifying DNS information, 1-6

specifying | P address of system, 1-4

verifying configuration of system with Ping, 1-7

Ethernet cards, overview of, 5-1
Ethernet |P address

assigning, 2-4

Ethernet profiles

described, 5-3

F

fan tray

Thermal status reporting, 3-4

fan tray operations

overview of Thernal profile, 3-1

fanstatus command, 3-4
fatal-error history log, clearing, 2-11
fault tolerance

defining soft I P interface, 2-5
FDL, supported on T3 card, 12-3

flag pattern, described, 8-22

Frame Relay
E1 Frameline card and, 11-2
FrameLine card and, 9-2
how it uses the serial WAN line, 13-4
number of DL Cls supported on E1 FrameLine card,
11-2
number of DL CIs supported on FrameL ine card, 9-2
PV Cs supported on E1 FrameL ine card, 11-2
PV Cs supported on T1 FrameL ine card, 9-2
serial WAN card support for, 13-2
Series56 11 card and, 4-5
FrameL ine card
Call-Route profilesand, 9-1, 11-1
clocking and, 9-3, 11-6
Frame Relay and, 9-2
MP/MP+ calsand, 9-2, 11-2
nailed groups and, 9-2
nailed links and, 9-2
overview, 9-1
overview of, 9-2
PPP support, 9-1
RADIUS and, 9-2, 11-2
routing protocols supported, 9-2
SCA and, 9-1, 11-1
SNMP and, 9-2
STAC compression not supported, 9-2, 11-2
T1 profiles not used by, 9-2
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framing

for ISDN, 8-8

on E1 lines, 10-7

onT1lines, 8-8
framing formats, DS3, 16-2
Front-end type for E1 lines, 10-4, 10-13
Front-end type for T1 lines, 8-4, 8-17
Full-duplex 10/100Base-T card, described, 5-1
full-duplex, configuring on Ethernet-2 card, 5-3

G

G703 framing, describing, 10-7
gateway
signaling, 19-4
specifying default, 1-6
Global-Call-1D parameter, 19-20
group
channelsin nailed, 8-21, 10-15
specifying nailed for serial WAN, 13-4

H

handshaking, disrupted by forwarded dialed digits, 8-11
HDLC

described, 4-5

nailed channels and, 4-5

HDLC cards
Seriess6 |1 cards and Frame Relay connections, 4-5

HDLC frames, Frameline card and, 9-1, 11-1
hunt groups, described, 8-19
Hybrid Access
how the MAX TNT usesit, 4-5
Hybrid Access card, described, 4-5

IAM. Seeinitial address message (IAM)
ICD. See Internet Call Diversion (ICD)
ICMP redirects, configuring system to ignore, 1-9
Idle mode for T1 lines, 8-5, 8-22
Inband signaling, call control, 8-11
Internet call diversion (data). See data
IP

E1 Framel ine card and routing, 11-2

FrameLine card and routing, 9-2

soft interface address, 2-5
IP address

assigning system, 1-4

requiring caller to accept dynamic, 1-9
verifying with Ping, 1-7
IP interfaces, multiple per Ethernet port, 5-3
IPDC. See |P Device Control (IPDC)
IP-Interface profile, assigning, 2-4
I P-Interface profile, described, 5-3
IP-Route profile, name of default, 1-6
ISDN
call-type used to route calls, 20-13
configuring multiple NFAS groups, 8-13
configuring single NFAS group, 8-13
data sense, 8-22
example NFAS configuration, 8-13
example PRI configuration, 8-8, 10-8, 10-9
signaling, 10-8
subaddress used to route calls, 20-12
ISDN D channel
inverting data on, 8-22
sharing signaling among T1 lines, 8-13
specifying idle pattern, 8-22
ISDN PRI
overview, 8-2, 10-2
setting channel 24 as D channel, 8-8
specifying for E1 lines, 10-12
specifying signaling for T1 lines, 8-8
ITU-T. See International Telecommunications Union
Telecommunication Standardization Sector (ITU-T)

L

LAN IP interfaces
directed broadcasts, disabling, 1-9

leased connections
example channel configuration, 8-21, 10-16
example T1 channel configuration, 8-21
nailed group for E1 channels, 10-4
nailed group for T1 channels, 8-5

leased line
channels must be contiguous, 8-21, 10-15
configuring, 8-21, 10-15
Line Status
E1 profile name displayed in, 10-7
T1 profile name displayed in, 8-7
lines
enabling E1, 10-7
enabling serial WAN, 13-4
enabling T1, 8-8
enabling T3, 12-5
enabling UDS3, 14-2
SNMP support for T1, 12-1
line-side T1
call control, 8-11
described, 8-2
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M

List command, using, 8-6
log level
setting, 1-5
setting system, 1-5
log messages
fantray, 3-3
long haul transceiver, described, 10-13

loopback parameter
enable/disable, OC3-ATM, 17-2

M

management, shelf controller Ethernet port for, 1-4
mark pattern, described, 8-22
master clock source, specifying, 8-17
modems
AT modem strings, configuring additional, 4-3
configuring V.34 modulation, 4-3
specifying negotiation settings, 4-2
modulation, configuring V.34 for 56K modem, 4-3
MP/MP+ calls
FrameLine card and, 9-2, 11-2

multichannel calls
disrupted by forwarded dialed digits, 8-11
FrameLine card and, 9-2, 11-2
how they are dialed, 8-19
limited by trunk groups, 8-20, 10-14
reason for failing, 8-19

N

nailed channels

configuring, 8-18, 10-14

HDL C resources and, 4-5

number must match on both ends, 8-21, 10-15
nailed connections

FrameL ine card and, 9-2
nailed group

channelsin, 8-21, 10-15

example channel configuration, 8-21, 10-16

example T1 channel configuration, 10-16

for Elchannels, 10-4

for T1 channels, 8-5

FrameLine card and, 9-2

specifying for serial WAN, 13-4
nailed-group

OC3-ATM physical interface parameter, 17-2
name

assigning to E1 profile, 10-6

assigning to SWAN profile, 13-4

assigning to T1 profile, 8-7

assigning to T3 profile, 12-4

assigning to UDS3 profile, 14-2

displayed in Line Status window, 8-7

setting system, 1-5
NAS. See network access server (NAS)
negotiation, specifying modem, 4-2
NFAS signaling

configuring, 8-13

configuring multiple groups, 8-13

configuring single group, 8-13

for T3 card, 12-2

multiple groups supported on T1/T3 card, 8-13
NVRAM

clearing, 2-9

shelf-controller, clearing, 2-8

O

OC3-ATM

command configuration, 17-4
OC3-ATM configuration, example, 17-4
OC3-ATM interface

enable/disable parameter, 17-2
OC3-ATM physical interface

nailed group parameter, 17-2
OC3-ATM port

physical-address parameter, 17-2
OC3-ATM ports as clock source, using, 17-3
OC3-ATM profiles

supporting Clock-Source, 17-3
OC3-ATM settings, overview, 17-1
outbound calls

using trunk groups, 8-20, 10-14

P

paramaters
loopback enable/disable, OC3-ATM, 17-2

parameter
System-IP-Addr, 19-7

parameters
cell payload descramble, DS3-ATM, 16-3
cell payload scramble, DS3-ATM, 16-3
Clock-Priority, OC3-ATM ports, 17-3
Clock-Source, 17-3
Clock-Source for OC3-ATM, 17-3
Clock-Source, OC3-ATM ports, 17-3

configuring E1 linesfor signaling system 7 (SS7) data

trunks, 19-10
continuity checks, 19-12
DS3-ATM settings, 16-1
enable/disable

DS3-ATM interface, 16-2
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Global-Call-1D, 19-20

nailed-group, DS3-ATM physical interface parameter,
16-2

OC3-ATM interface, enable/disable, 17-2

OC3-ATM physica interface, nailed-group, 17-2

physical-address, OC3-ATM port, 17-2

signaling interface, configuration, 19-5

T1lines, signaling system 7 (SS7) configuration, 19-8

TAOS default value, 19-6

Use-System-I P-Address-As-Source, 19-7

passwords
assigning to seria port, 1-8
changing Admin, 1-8
not saved by default, 1-8
SNMP community strings, 1-11
Telnet, 1-8
permissions, Allow-Password not enabled by default,
1-8
phone numbers
add-on numbers described, 8-19
assigning to T1 channels, 8-19
example E1 profile configuration, 10-14
example T1 profile configuration, 8-19
hunt groups described, 8-19
used to route calls, 20-12

Physical interface profiles
configuration, setting up shelf-controller redundancy,
2-6
shelf-controller, 2-6
physical-address parameter, OC3-ATM port, 17-2
Ping, using to verify system configuration, 1-7
PPP calls
E1 FrameLine card, 11-2
FrameLine card and, 9-1

PRI
NFAS group, single, 8-13
NFAS groups, multiple, 8-13
overlap receiving, configuring, 10-13
overview, 8-2, 10-2
provisioning for E1, A-2
provisioning for T1, A-2
specifying signaling for T1 lines, 8-8
primary controller
switching, 2-8
viewing up time, 2-9
profiles
assigning nameto E1, 10-6
assigning name to serial WAN, 13-4
assigning nameto T1, 8-7
assigning nameto T3, 12-4
assigning nameto UDSS3, 14-2
ATM-DS3, 7-4
Call-Info, 19-20
configuring redundant, 7-5
E1, 19-10

Ethernet described, 5-3
| P-Interface described, 5-3
listing contents using the List command, 8-6
making the profile the working one, 8-6, 10-5, 13-3
reading and writing, 8-6
Redundancy, 2-1
saving changes using the Write command, 8-6
SNMP, 1-11
STM-0, 18-2
T1for T3 card, 12-4
T1 profilesfor T3 card, 12-4
T3,12-3
Thernal, for fan tray operations, 3-1
UDS3, 14-2
protocol support
signaling system 7 (SS7), 19-1
provisioning
E1 PRI, A-2
Tlline A-1
T1PRI, A-2
PSTN. See Public Switched Telephone Network (PSTN
publications, related, xix
PVCs
supported on E1 FrameL ine card, 11-2
supported on T1 FrameLine card, 9-2

R

R1 signaling

ANI and, 8-15

configuring, 8-15, 10-10
R1-modified signaling, configuring, 8-15
R2 signaling

additional settings, 10-11

Caler-1D and, 10-11

configuring, 10-10

example, 10-11
RADIUS, FrameLine card and, 9-2, 11-2
RAS. See remote access server (RAS)

redundancy
ATM-DS3 card, configuring profilesfor, 7-5
DS3-ATM card, 16-3
redundancy operations, overview, 2-1
Redundancy profile
configuration, setting up shelf-controller redundancy,
2-6
shelf-controller, 2-6
shelf-controller primary election, 2-1
shelf-controller startup election, 2-1
robbed-bit configuration, 8-11
routing
protocols supported by E1 FrameLine card, 11-2
protocols supported by Framel ine card, 9-2

APX 8000/MAX TNT Physical Interface Configuration Guide

Index-7



Index

S
shelf controller Ethernet port and, 1-4, 5-2 status information, about redundant, 2-9
calls. See call routing shelf-controller Ethernet IP address
setting, examples, 2-4
shelf-controller redundancy
S configuration, 2-6
configuration for APX 8000, 2-3
SCAs, on Frameline card, 9-1, 11-1 configuring, 2-1
secondary controller profile, configuration, 2-6
setting up atrap to monitor, 2-11 setting up APX 8000, 2-3
security shelf-controllers
assigning password to serial port, 1-8 normal operation, 2-2
assigning Telnet password, 1-8 switchover, 2-3
changing Admin User password, 1-8 short haul transceiver, described, 10-13
configuring basic, 1-7 signalihg system 7 (SS7)
d|Sab||ng directed broadcasts, 1-9 protoco| wpport, 19-1
ignoring ICMP redirects, 1-9 signaling
requiring dynamic addresses, 1-9 CAS, 10-10
SNMP address, 1-11 - CAS modes described, 10-8
SNMP community strings, 1-11 configuring R2, 10-10
SNMP overview, 1-10 E1, 10-8 '
serial port for E1 lines, 10-8
securing, 1-8 ISDN, 10-8
serial WAN card R1 and R1-modified, 8-15
activation, 13-3 R1, configuring, 10-10
assigning name to profile, 13-4 R2 signaling and Caller-1D, 10-11
cal routing and, 13-2 specifying D channel for PRI signaling, 8-8
configuration requirements, 13-2 specifying ISDN PRI, 8-8
dataflow, 13-3 signaling gateway
dataaklJ Ir_ate. 12411 data delivery layer (DDL)
enabling, 13- C ol
how the system identifies the card, 13-4 S %’lglr:;?n%&s%gyﬂp;a(tg% ’319_ 1

internal clock, configuring, 13-5
overview, 13-1

overview of configuration, 13-1
sample configuration, 13-6
specifying a nailed group, 13-4
trunk groups and, 13-2

signaling system 7 (SS7)
cause codes for access SS7 gateway control protoco
(ASGCP) calls, 19-19
connections statistics, 19-15
connections, error reporting, 19-15
. control protocol specification, 19-6
SeriesS6 |1 and 111 cards E1 lines as data trunks, 19-10

Call-Route profiles and, 4-4 - fiquration. 19-4
Frame Relay connections and, 4-5 ?ncgm?x'gcgg | ;g;;_)lon,

setting up APX 8000 integration methods, 19-1
shelf-controller redundancy, 2-3 introduction, 19-1

settings IP device control (IPDC) support for call ID,
traffic shaper, 16-3, 17-3 disconnect cause codes, 19-20

shelf controller signaling gateway platform, 19-1
specifying | P address of, 1-4 SNMP support, for, 19-24

shelf-controller system requirements, 19-2

T1 network, 19-4

fatal error history log, 2-11 T3 network. 19-4

log messages, redundancy, 2-3

NVRAM, clearning, 2-9 TStimer, 19-11

Physical interface profiles, 2-6 V,110 bearer, callsusing IPDC, 19-11
primary election, 2-1 signaling system 7 (SS7) network

Redundancy profile, 2-6 voice and data call terminator, 19-3

resetting, 2-8 Signaling System 7 (SS7)-Continuity subprofile
startup election, 2-1 T1 profile, 19-12
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T
signaling system 7 (SS7)-Gateway profile, example, specifying default gateway for, 1-6
19-8 specifying diagnostic messages to display, 1-5
dot cards specifying | P address of, 1-4
E1 FrameLine, 11-1 specifying name, 1-5
FrameLine, 9-1 verifying connectivity with Ping, 1-7
Full duplex 10/100Base-T, 5-1 system I P address
Hybrid Access, 4-5 assigning, 2-4
installing Ethernet-2, 5-2 considerations, 19-7
SWAN, 13-1 system requirements
T3,12-1,18-1 signaling system 7 (SS7 operations), 19-2
T3 card configuration requirements, 12-2 System-1P-Addr
UDS3, 14-1 parameter, |P-Global profile, 19-7
SNMP
address security, 1-11
authorization, 1-10 T
community strings, 1-11
configuring access, 1-10 T1
E1 Framel.ine card and, 11-2 outgoing continuity test, 19-13
enabling access, 1-11
FrameL ine card and, 9-2 Tichannds
management of T3 card, 12-1 exarr_1p|e configurations
overview of security, 1-10 nﬁ'led’ 8'2% 819
signaling system 7 (SS7), support, 19-24 prione AumBer o
. trunk groups, 8-20
support for T1 lines, 12-1 nailed group, explained, 8-5
SNMP profile, 1-11 phone numbers, explained, 8-19
soft Ip address usage, 8-4, 8-18
setting examples, 2-5 T1line
soft IP interface continuity check, two-wire, 19-11
defining, for fault tolerance, 2-5 T1lines
SS7. See signaling system 7 (SS7) assigning nameto profile, 8-7
SSP. See service switching point (SSP). call control for, 8-11
Start and Stop records call control for Ime—sdg 8-11
signaling system 7 (SS7) VoI P, 19-21 call control for trunk-side, 8-11
clock source and priority, 8-4, 8-17
STM-0 card clocking for, 8-17
example configurations, 18-2 configurati oyn, 19-8
STM-0 profile, deﬂ:l’lbed, 18-2 Conﬂgurati on para[netersl 8-6
STN. See specify tone (STN) configuring channelized, 8-11
SWAN profile configuring NFAS signaling for, 8-13
assigning aname to, 13-4 CSU or DSX, 8-17
created for seriadl WAN card, 13-3 data sense (PRI), 8-22
switch type defau_lt call route created by system, 12-3
for E1 lines, 10-8, 10-12 enabling, 8-8
for T1 lines, 8-8 encoding, 8-8 .
specifying for ISDN PRI, 8-8 example configurations, 8-23
. ISDN NFAS, 8-13
switched channels PRI, 8-8
specifying for E1, 10-14 FrameL ine cards and, 9-1, 11-1
specifying for T1, 8-18 framing, 8-8
system how system chooses a clock source, 8-17
adding to DNS server, 1-4 idle-mode, 8-5, 8-22
basic configuration of, 1-1 inband signaling, 8-11
configuring basic DNS information for, 1-6 inverting data, 8-22
setting date and time, 1-5 line-side vs. trunk-side, 8-2
setting log level, 1-5 overview, 8-2
setting name, 1-5 overview of configuration, 8-3
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provisioning switch for, A-1
R1 and R1-modified signaling, configuring, 8-15
robbed-bit call control, 8-11
signaling system 7 (SS7) data trunks, 19-8
SNMP support for, 12-1
specifying channel usage, 8-18
specifying D channel for PRI signaling, 8-8
specifying idle pattern, 8-22
specifying signaling, 8-8
specifying switch type for ISDN PRI service, 8-8
switch type, 8-8
T3 card and, 12-1
two-wire continuity check, 19-11
type of transceiver, 8-4, 8-17
unchannelized, 8-2
T1 network
signaling gateway, signaling system 7 (SS7), 19-4
T1 profile, 8-7
assigning anameto, 8-7
continuity checks, 19-12
created by system, 5-3, 8-6, 13-3
created for T1 card, 8-6
example configurations
ISDN NFAS, 8-13
nailed, 8-21
nailed channels, 8-21
phone number assignments, 8-19
PRI, 8-8
trunk group assignments, 8-20
inband signaling, 8-11
parametersin, 8-6
profiles not used by FrameL ine card, 9-2
T2
outgoing continuity test, 19-13
T3 card
Call-Route profile and, 12-3
clocking, 12-5
configuration requirements, 12-2
configuring physical link, 12-5
enabling line, 12-5
FDL supported, 12-3
NFAS, 12-2
overview, 12-1
overview of configuration, 12-1
profiles created on start up, 12-3
SNMP management of, 12-1
T1llinesand, 12-1
T1 parameters ignored, 12-3
T1 profiles, 12-4
T3 network
signaling gateway, signaling system 7 (SS7), 19-4
T3 profile
assigning anameto, 12-4
described, 12-3
T5 timer
signaling system 7 (SS7), 19-11

TACS, 19-4
continuity testing, supports, 19-13
TCP/IP
signaling gateway, 19-4
TDM. Seetime-division multiplexing (TDM)
Telnet, assigning password for access, 1-8
termination
cdls, 19-21
testing
continuity, 19-4
Thermal alarms, 3-3
Thermal profile, 3-1
overview for fan tray operations, 3-1
Thermal alarms, 3-3
Thermal profile, configuring for fan tray operations, 3-1
Thermal status command, 3-5
Thermal status reporting
fantray, 3-4
time and date, setting, 1-5
tone-type and tone-sting
millwatt tones, analog, 19-13
traffic shaper, settings, 16-3, 17-3
transport service
TCP/IP, 19-4
transport-layer options
configuration, 19-6
Trap pfofile
setting up, 2-11
Trap profile
configuring, 2-11
trunk groups
assigning to E1 channels, 10-14, 10-15
assigning to T1 channels, 8-20
configuring, 8-20
explained, 10-14
limiting multichannel calls, 8-20, 10-14
serial WAN card and, 13-2
system-wide enabling, 8-20, 10-14, 10-15
used to route calls, 20-12
trunk-side T1
call control, 8-11
described, 8-2

U

UDS3 card
configuring physical link, 14-2
described, 14-1
enabling line, 14-2
overview, 14-1
overview of configuration, 14-2
supported features, 14-1
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UDSS3 profile, described, 14-2
unchannelized E1, described, 10-2
unchannelized T1, described, 8-2

Use-System-1P-Address-As-Source
parameter, 19-7

\Y,

V.110
bearer capability, signaling system 7 (SS7), 19-11
view, 16-1
Voice over IP (Vol P)
call statistics, reporting, 19-14
Voice over IP (Vol P). See Vol P

w

WAN
connecting DS3-ATM card for redundancy, 16-3

Write command, using, 8-6
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